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It is a great pleasure to introduce you to the new issue of
the Annual Center Review. The Annual Center Review, as
a joint project of the Association Center for Information
and Research Organization in Public Finance and Tax
Law in the Countries of Central and Eastern Europe as
well as the Faculty of Law of the University of Bialystok,
will present academic accomplishments of the Associa-
tion Center and the Faculty in the area of research on the
issues concerning finances of the countries in this part of
Europe. It is essential that our Review promotes texts of
doctors and doctoral students besides the elaborations of

experienced researchers.

Presenting current problems from a broadly understood
field of public finance and tax law in the countries of Cen-
tral and Eastern Europe, in ACR 2019-2020 no. 12-13 we
publish elaborations both in English as well as in Russian
written by Authors from such countries as Belarus, the
Czech Republic, Poland, Russia as well as from the Euro-
pean Union. The presented articles relate to the problems
connected with financial and tax law of Belarus, the Czech
Republic, Poland and Russia.

The Authors of particular works concentrated on detailed
issues from public finance, such as problems connected
with public-private partnership or with funding scientific
activity.

This Issue also includes elaborations which are the result
of the 1% Eastern European Conference on “Cryptocur-
rency’, which was held on 4" March 2019 at the Faculty
of Law University of Bialystok from the initiative of the
Student Financial Law Club affiliated to the Department
of Public Finance and Financial Law of the Faculty of Law
of the University of Bialystok. Published articles are the
response of the scientific circles to the emergence and
development of the cryptocurrency market and digital
economy. Particular Authors analyse legal provisions
regulating cryptocurrency market in Poland, Russia, and

the European Union as well as examine development

perspectives, chances and threats which cryptocurrencies
bring.

The current Issue contains two elaborations presented
by young scientists from the Czech Republic during XIX
International Conference of the Center “Pandemic and
Governance - Towards an Approximation of Covid-19
Legal, Administrative, Fiscal and Political Dilemmas”. The
Authors analysed the impact of the current pandemic on
the Czech tax law.

In Annual Center Review we also publish information
about current initiatives taken by the Center and the Fac-
ulty of Law at the University of Bialystok. In this Issue we
present two reports from international conferences co-or-

ganised by the Center.

The first report is from the 18" Conference of the Center
organised on 19-20 September 2019 in Grodno by Yanka
Kupala State University on “Axiology in the Financial Law
of the Central and Eastern Europe” and the second report
is from the 19" Conference of the Center organised on 5-6
November 2020 by the Faculty of Public Governance and
International Studies of the University of Public Service
in Budapest on “Pandemic and Governance - Towards an
Approximation of Covid-19 Legal, Administrative, Fiscal
and Political Dilemmas” as well as the report from the 2*
Eastern European Conference on “Cryptocurrency” or-
ganised from the initiative of the Student Financial Law
Club.

One of the newest initiatives taken by the Center is the
idea to publish in Russian a series of works of outstanding
Polish representatives of financial law. After long discus-
sions on the selection of the first work in the series, it
was decided to edit the book by eminent Polish scholar
and politician - prof. Ignacy Czuma entitled “The Bal-
ance of the Budget compared to the budget law of different
countries”. 'This Issue includes a short biography of this
remarkable Polish patriot and a researcher as well as his
scientific, social and political activity.

I wish you pleasant reading.
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FRAMEWORK REGARDING FINANCIAL INSTRUMENTS

Abstract

Crypto-assets are private, convertible, digital tokens that
are managed in a decentralized way using technology
called distributed ledger technology (DLT). The term is
not limited only to decentralized virtual currencies, but
also commodities, digital goods and services. As such
they can be considered an addition to a financial invest-
ment portfolio, being an alternative to traditional instru-
ments, such as stocks, bonds or cash. However, wide use
of crypto-assets is being currently hampered by lack of
regulations followed by uncertainties as to the legal quali-
fication of crypto-assets and consequences of investments
in such instruments.

From that perspective, it seems crucial to answer a ques-
tion whether crypto-assets can be considered financial in-
struments in the light of the current Directive on Markets
in Financial Instruments (so called MiFID II) at the EU
level and national acts that implemented relevant provi-
sions of MiFID II (in Poland it is the Act on Trading in
Financial Instruments). Since neither the EU nor Polish
legislator provided a clear answer to that question, some
indications can be found only in official statements of reg-
ulatory authorities and the doctrine, which however are
not always consistent with each other. Furthermore, the
Member States used different legislative techniques in the
process of implementing MiFID II so the nomenclature
can differ.

The article discusses the diverse approaches to crypto-as-
sets in the interpretation of the EU and Polish legislation
concerning financial instruments as well as implications
of such differences.

Keywords: crypto-assets, blockchain, ESMA, MiFiD II,
Act on Trading in Financial Instruments, securities

Introduction

Together with the emergence of Bitcoin and the underly-
ing blockchain technology, the new class of assets — cryp-
to-assets — has developed. As the term itself indicates, the
very fundament of crypto-assets is advanced cryptogra-
phy that enables secure execution of transactions. They
can be defined as digital assets which utilize cryptogra-
phy, peer to peer networks, and a public ledger to regulate
the generation of new units, verify the transactions, and
secure the transactions without the intervention of any
intermediary [Caponera, Gola 2019, p. 5]. For better un-
derstanding of the term and differentiation of the variety
of crypto-assets, in the literature the following classifica-
tion was introduced: cryptocurrencies (serving as means
of exchange, store of value, and unit of account), crypto
commodities (used to provide services or functionalities)
and crypto tokens (that represent participations in real
physical undertakings, companies, or earnings streams,
or an entitlement to dividends or interest payments)
[Burniske, Tatar 2017 p. 8].

Similar classification has been applied by the Swiss regula-
tor - Financial Market Supervisory Authority (FINMA) in
the document that can be considered the first and relatively
comprehensive official statements on how to understand
crypto-assets and how to apply to them national regula-
tions on financial instruments. As a reaction to increasing
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number of ICOs (Initial Coin Offerings)' and transactions
involving cryptocurrencies, on 16 February 2018 FINMA
published guidelines on how it intends to apply financial
market legislation in handling enquiries from ICO organ-
isers. The main purpose of the guidelines was to indicate
which of the crypto-assets existing on the market can be
considered as financial instruments and therefore subject
to the Swiss Financial Market Infrastructure Act. FINMA
defined tokens as blockchain-based units issued by the
ICO organizer and divided them into three groups:

1. payment tokens (cryptocurrencies),

2. utility tokens,

3. asset tokens,
stating that only the last ones will always be treated as
financial instruments [2018, p. 3]. Very similar approach
was later introduced by the EU regulator - European Se-
curities and Markets Authority (ESMA). I argue that this
approach has a chance to become a standard in the de-
velopment of legal regulations concerning crypto-assets
since, within the EU single market, the standardisation of
terms and provisions is a natural and positive tendency.
On the other hand, thanks to the legislative technique
used in MiFID II [Directive 2014/65/EU of the European
Parliament and of the Council of 15 May 2014 on markets
in financial instruments and amending Directive 2002/92/
EC and Directive 2011/61/EU’ that gave the EU Member
States freedom to choose means and methods to achieve
the goals set out in the Directive, the Member States have,
with varying intensity and unambiguity, transposed EU
standards into national regulations differently. Conse-
quently, their interpretations of the term ‘financial in-
struments’ are not consistent. Using the example of the
Polish definition of financial instruments adopted in the
Act on Trading in Financial Instruments [Journal of Laws
of 2005, no. 183, item 1538], in this article I would like to
present how the differences in nomenclature can hamper

! Initial Coin Offering means using digital tokens to raise
capital for a venture. It is an open call for funding to raise
money through cryptocurrencies (an “(...) open call, through
the Internet, for the provision of cryptocurrencies in exchange
for tokens generated through smart contacts and relying on the
blockchain technology, allowing the pledger to enjoy an ex-
clusive right or reward or financial claim (...)”, in: Adhami S.,
Giudici G., Martinazzi S. (2018), Why Do Businesses Go Cryp-
to? An Empirical Analysis of Initial Coin Offerings, “Journal of
Economics and Business”, vol. 100, p. 66. Due to the format of
this article, the legal qualification of ICO is not discussed here.

the standardisation process, resulting in an even more ur-
gent need of intervention of a relevant legislator.

ESMA’s approach

On 9 January 2019, ESMA published a comprehensive
statement on the phenomenon commonly known as an
Initial Coin Offerings (ICOs) and crypto-assets. Attention
was paid mainly to the problem of the lack of transparent
rules defining whether and which laws apply to these is-
sues and the high level of risk associated with fraud, cy-
ber-attacks, money laundering and market manipulation
with regard to crypto-assets. Therefore, as ESMA stated in
its Advice, key consideration for regulators was the legal
status of crypto-assets, as it determines whether relevant
legal provisions are likely to apply, and if so - which ones.

According to the document, crypto-assets are a type of
private assets that depends primarily on cryptography
and Distributed Ledger Technology (DLT) as part of their
perceived or inherent value that is not issued nor guar-
anteed by any central bank. There are a wide variety of
crypto-assets, ranging from so-called cryptocurrencies or
virtual currencies, like Bitcoin, to so-called digital tokens
issued through Initial Coin Offerings. Some crypto-assets
have attached profit or governance rights while others
provide some consumption value. Others are meant to
be used as a means of exchange and many have hybrid
features [ESMA 2019, p. 4].

ESMA in its Advice focused primarily on the legal qual-
ification of crypto-assets under MiFID II as a financial
instrument. Financial instruments are defined in Article
4(1) (15) of MIiFID II as those “instruments specified in
Section C of Annex I These are i.e. ‘transferable secu-
rities, ‘money market instruments, ‘units in collective
investment undertakings’ and various derivative instru-
ments. In order to determine whether crypto-assets can
be included in any of those groups, ESMA divided them
into four categories:

1. investment-type,

2. utility-type,

3. payment-type and hybrids of investment-type,

4. utility-type and payment-type.
ESMA observed that crypto-assets can have different fea-
tures and purposes. “Some crypto-assets, sometimes re-
ferred to as ‘investment-type’ crypto-assets may have some
profit rights attached, like equities, equity-like instruments
or non-equity instruments. Others, so-called ‘utility-type’
crypto-assets, provide some ‘utility’ or consumption



rights, e.g., the ability to use them to access or buy some of
the services/products that the ecosystem in which they are
built aims to offer. Others, so-called ‘payment-type’ cryp-
to- assets, have no tangible value, except for the expecta-
tion they may serve as a means of exchange or payment to
pay for goods or services that are external to the ecosystem
in which they are built. Also, many have hybrid features or
may evolve over time” [ESMA 2019, p. 8].

ESMA decided that pure payment-type and utility-type
tokens will almost certainly not be considered as financial
instruments but investment-type ones and hybrids can be
considered as transferable securities under MiFID II. As
a consequence, the offering of those type of crypto-assets
will fall under the scope of all relevant EU regulations
concerning business activity on financial markets. The
Advice further provides interested entities with a list of
potentially applicable legal provisions, besides MiFID II,
like e.g.:

— The Prospectus Directive,

- The Transparency Directive,

- The Market Abuse and Short-Selling Regulation,

— The Settlement Finality Directive,

- The Central Securities Depositories Regulation etc.
Interestingly, in order to determine the legal qualification
of crypto-asses thus organised in specific Member States,
ESMA undertook a survey among national regulators.
After receiving from ESMA a sample of 6 different cryp-
to-assets thoroughly described, the regulators were to
decide whether according to the national laws, the cryp-
to-assets could be qualified as financial instrument. The
responses varied among regulators from 29 countries (27
EU Member States— Poland did not provide answers to
the survey, Lichtenstein and Norway). Most of them con-
firmed that investment-type crypto-assets are financial
instruments under national laws and pure payment-type
or pure utility-type ones are not. The assessments regard-
ing hybrid-type crypto-assets varied significantly.
Importantly, the vast majority of the regulators did not
believe that any national rules in place would capture any
of the six case studies.

Crypto-assets under the Polish Act
on Trading in Financial Instruments

ESMA did not provide any explanation in its Advice why
Poland did not participate in the survey. One of the rea-
sons (apart from possible negligence) can be the difficulty

to assess whether any of the crypto-assets are financial
instruments under Polish laws.

The basic legal definition of financial instruments in Pol-
ish regulations of capital markets, is included in the Act
on Trading in Financial Instruments. According to the
Article 2 paragraph 1 of the Act, financial instruments
within the meaning of the Act are: securities (also bills of
exchange and checks, which, however, Article 1 of the Act
excludes from its scope) and financial instruments that
are not securities, among which are listed:

- units of participation in collective investment

institutions,

- money market instruments,

- derivatives related to the transfer of credit risk,

— contracts for difference,

- options,

- futures,

- swaps,

— forward contracts,

- other derivatives meeting the requirements speci-

fied in this provision.

In professional literature, it has been pointed out that the
definition of a financial instrument included in the Act
is of a technical nature. It does not determine a uniform
construction of property rights defined as financial instru-
ments in the Polish civil law [Sojka 2015, p. 17].

As it was mentioned above, ESMA by classifying cer-
tain types of crypto-assets, namely investment-type and
hybrids as financial instruments, determined that they
should most likely be treated as transferable securities.
And as in MiFID II, this term is defined as “any oth-
er securities giving the right to acquire or sell any such
transferable securities or giving rise to a cash settlement
determined by reference to transferable securities, cur-
rencies, interest rates or yields, commodities or other
indices or measures’, in Poland the legal definition of
securities is significantly different and has a long history
and legal tradition. Therefore, not only there is a ‘numerus
clausus’ rule regarding securities (disputable however in
the doctrine), which practically means that new types of
securities can be created only by means of a legal act, but
also the Article 3 paragraph 1 of the Act on Trading in
Financial Instruments defines securities simply by giving
a list of their possible types. Having also in mind that
securities can only have one of three possible forms in
Polish legal system: document, book entry form or oth-
er in accordance with separate provisions, it seems that
without the intervention of the legislator, the qualification
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of crypto-assets as securities under Polish law will be im-
possible. In the meantime, there is no official statement of
the Polish Financial Supervision Authority (Komisja Na-
dzoru Finansowego- KNF) determining legal character of
crypto-assets, regardless of their type or purpose. Avail-
able communications or press releases of KNF concerning
cryptocurrencies and ICOs are rather aimed at deterring,
indicating risks, uncertainties and possible administrative
and criminal sanctions if the competent authorities rec-
ognize that the activity in the field of crypto-assets was
conducted in breach of law?.

Conclusions

Growing interest in investing in crypto-assets on financial
markets combined with the lack of comprehensive regu-
lation of this phenomenon both in the EU and national
law, made the competent regulatory authorities responsi-
ble for informing the market how they intend to evaluate
activities in this area and recognize possible violations of
financial market laws. As it was presented in the article,
such documents gave the first semi-binding, yet official,
definitions of crypto-assets and attempts to classify them.
Importantly, universal formulas to determine their legal
qualification were proposed, namely economic function
of the crypto-assets, what enabled the assessment whether
they can be treated as financial instruments.

However, in my opinion there are more far-reaching
implications of these actions. To begin with, it means
that 9 years after the emergence of the first crypto-asset
(Bitcoin) and the lack of universal qualifications and defi-
nitions in legal provisions, the regulators have decided
to clarify uncertainties as to the application of legal pro-
visions on financial instruments themselves in order to
protect investors and the market. In this way, even though
any guidelines, reports or official statements cannot be

2 Examples: Komisja Nadzoru Finansowego (2018), Komu-
nikat w sprawie funkcjonowania gietd i kantoréow kryptowalut
[online], www.knf.gov.pl/?articleld=61994&p id=18, access
as of 30 April 2019; Komisja Nadzoru Finansowego & Naro-
dowy Bank Polski, Uwazaj na kryptowaluty [online], www.
uwazajnakryptowaluty.pl, access as of 30 April 2019; Komisja
Nadzoru Finansowego (2017), Komunikat w sprawie sprze-
dazy tzw. monet lub tokenéw (Eng. Initial Token Offerings —
ITOs or Initial Coin Offerings - ICOs) [online], www.knf.gov.
pl/o_nas/komunikaty?articleld=60178&p _id=18, access as of
30 April 2019.

regarded as legally binding, they will have a great (and
hopefully positive) impact on markets of crypto-assets.

On the other hand, the issuance of the ESMAs Advice
will not significantly allay the doubts of the participants
of crypto-markets. The differences in the methods of im-
plementing the definition of financial instruments from
MiFID II in the Member States, as it was presented on
the Polish example, can create further uncertainties and
interpretation problems. Fortunately, similar formulas
of assessing whether a given crypto-asset is a financial
instrument have begun to be created by national author-
ities. Even this, however, will not rule out completely the
urgent necessity to change the existing legislation or add
provisions to respond to the unique characteristics of
the sector, e.g. the decentralized nature of the underlying
technology, risk of forks, and the custody of the assets.
Hopefully, the complex regulation on crypto-assets will
be introduced at the European level, because differences
in regulations and interpretations resulting from different
assumptions of the European and national legislator may
lead to different conclusions as to the scope of the provi-
sions on financial instruments. From the perspective of
the fundamental principles of the EU single market, this
phenomenon should be assessed as extremely negative.
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OKOHOMMKUN

DEFORMATION OF RUSSIAN TAXATION MODEL TAKING
INTO ACCOUNT THE CHALLENGES OF THE DIGITAL
ECONOMY

Abstract

In a changing world, which falls under the influence of
two inextricably linked processes in the form of digiti-
zation and globalization, the issue of determining the
position of the legislator in relation to the choice of the
model of legal regulation becomes most relevant. At the
same time, despite the active development of digitization
processes of both the Russian and world economy, there is
no single normative and/or doctrinal concept of crypto-
currency, both in economic science and in jurisprudence.
We believe that this problem is of particular relevance in
connection with the need to determine the state-power
strategy of a public entity with regard to the development
of Russian financial and tax legislation, considering cur-
rent features of the financial system development in the
digital age. In this regard, we consider the assessment of
the “cryptocurrency” phenomenon taking into account
the specifics of the Russian tax-legal regulation as one of
the categories of taxation law, which is related to such fun-
damental notions as “object taxation” and “tax base”. Also,
the development of the current concept of cryptocurren-
cy significantly affects the most important notions of tax
law-fiscal sovereignty, tax residency, legal personality,
taxpayers and others. In addition, digitization requires, in

the Author’s opinion, a revision of theoretical approaches
to the system and structure tax law sources.

Keywords: digital economy, tax model, cryptocurrency
taxation

KrioueBbie cmoBa: 11poBast 5KOHOMIUKA, MOJIE/Ib HAJIO-
ro06/I0XKeHIsI, HATOT006/I0XKeHVIe KPUIITOBATIOT

BBenenue

B Hacrosijee BpeMs IpOMCXORUT IMyOokas nudpposas
TpaHcOpMaLA: BHEAPSIETCS] HOBOE IIOKONIEHNE TeX-
HOJIOTMYeCKIUX PeIIeHNil, MHOTHMe 13 KOTOPBIX CBSI3aHBI
MeXJy co60it — 06paboTKa «OObIINX JAaHHBIX», UCIIONb-
30BaHIe UCKYCCTBEHHOTO MHTE/IEKTa, Paclpeie/ieHHbIe
BBIYVC/ICHNS VM XpaHWINIIA JaHHbIX. [TosB/IeHNe BUPTY-
aJIbHOJI BATIOTBI B OTHOCUTETPHO HeJaBHEM IIPOLIIOM,
O3HaMEHOBaBIIIeil COOO0IT LIeTYI0 «KPUIITOSIOXY» B IIPef-
IPYHUMATEIbCKOI [IeATEeIbHOCTI B LIe/IOM U Iopyide-
CKOJI B YaCTHOCTH, JJaeT BO3MOXHOCTH /LS PACCY>K/ieHIIT
Ha pasHBIX IUIO[A/IKAX OTHOCUTEIBHO BO3MOXXHOCTH
" HeOOXOAMMOCTI NPABOBOTO PETYINPOBAHNUS HAJIOTO-
BBIX ITOC/IE[ICTBYII OTHOIUECHNIT, BOSHUKAIOLINIL B CBSI3N
C IICIIO/Ib30BaHMEM BYPTYa/IbHBIX BaIIOT (KPUITOBAIIOT,



B YaCTHOCTMU — OMTKOMHA), @ TAKXKe COIMYTCTBYIOIUX VM
¢deHomeHoB — MaitHuHra 1 ICO.

[Ipu 3TOM, B COOTBETCTBUY C OPUINATbHBIMI CTATUCTH-
YeCKMMU CBeIeHUAMY COLMAIBHOTO ONpOcCa, IPOBefieH-
HOTO MCC/IElOBATENbCKUM XOnguHroM Pomup, Tonmbko
44 % ONpOLIEHHBIX PECIIOHIEHTOB B BO3pacTe OT 18 e,
IPOXXMBAIOIIVX B PasIN4YHbIX (efiepalbHbIX OKpyrax
Poccun, umeroT Kakoe-To IIpefcTaBIeHue O IOHATIHN, Ha-
3HaYEeHMM ¥ 0COOEHHOCTSAX PacyeTOB C MCIIONIb30BAHNEM
KpunrtoBamoT. [Ipu 9ToM 6071blIIas 4acTh ONPOIIEHHBIX
(56 %) He 3HaeT, 4TO 9TO Takoe. Takyue TepMMHBI Kak
«MaVHMHI» M «CMapT-KOHTPAKTbl» OKa3alNuCh He3Ha-
KOMBIMI TOJIaB/IAIIEeMy OONBIINHCTBY POCCUIICKNX
rpakflaH.

Ha nmam B3rap, 10rm4H0, YTO HOBbIE TEXHOMIOTUM JOTIK-
HbI NIPMMEHATHCA B MPABOBBIX pPaMKax, CYIeCTBYIOLINX
KaK B BUJe INPUHINMINAJIbHO HOBOM HOPMAaTMBHONM
0a3bl, TaK ¥ B TPAAMIVIOHHBIX PETyIATOPHBIX cdepax.
B HacrosIee BpeMs BOIIPOCHI MICCTIEOBAHM 0COOEHHO-
CTeil Ha/Oro00/IOKeHMsI KPUIITOMHAYCTPUM IMPU3HAHBI
IIPUOPUTETHBIMY B Pa3BUTUU HaAIpaBIEeHMI MPAKTUKU
paboThI He TONIBKO TOCYAPCTBEHHBIX OPIaHOB, HO U Op-
TaHM3aLI, IPefiCTAB/IAIOLINX UHTEPEChl YaCTHBIX CYO'b-
extoB. Hanpumep, B «Ilenenses Ipynmn» opranusoBaHa
MeXXOTpac/eBas IPyIIIa II0 IIPaBOBOMY COIIPOBOXIECHMIO
11 POBOIT IKOHOMUKIA.

B aT0iT CBA3M JIOTMYHBIM CYMTa€M OTMETUTDb ¥ ODUIIN-
QJIbHYIO TIO3UIVIO TOCYJapCTBEHHBIX OpPraHoB, (op-
MUPYIOIIMX B MTOre IIPaBOBOE IIONIE [ BIAJENblEB
a/IbTepHATUBHBIX IUIATEXHBIX CpefcTB. Kak mM3BecTHO,
OHa ABJIAETCA [OCTATOYHO HACTOPOXKEHHON M IIOPOI
CONEp)KUT HE CTONBKO CaMl IIpaBuUIa IIOBENEHUsA, KO-
TOpbIe MPaBOIPUMEHNUTEb MOT OBl JMCIIO/Ib30BaTh, Ha-
XOJSICh B YC/IOBUAX BO3MOXKHOCTY MV HEOOXOAUMOCTH
VICTIOTIb30BAHNUSA IIVIPPOBBIX BAJIIOT, CKOTIBKO CY>KIEHMS,
IIpefocTeperamle OT HACTYIIEHWSA HEraTMBHBIX IIO-
CNeCTBUI B BUJI€ OTBETCTBEHHOCTY, B TOM YMCJ/IE€ YIO-
JIOBHOJI, B C/ly4ae JCIIONb30BaHMA KPUITOBAMIOT /A
bMHAHCUPOBAHNA TEPPOPUCTUYECKON JIeATETbHOCTH
VY COBEPUIEHMA WMHBIX NPECTYIUIEHUI, B 9aCTHOCTH,
9KOHOMMYECKUX. VIMEHHO TaKOro MHEHUA NPULEPKU-
Baerca llenTpanbubli bank Poccuiickoit @epepanumu
[Mudopmanus banka Poccun ot 04 centsiops 2017 r.],
BO3JIOKUBIINII Ha ce0s OCyIecTBIeHre QYHKIUI MOHM-
TOPUHIA PbIHKA KPUIITOBAIIOT ¥ BBIPAOOTKY ITOAXOIOB
K OIpefle/IeHMIO U PEeTyIMPOBAHNIO KPUIITOBAIOT. TaK,
perynAaTop pUHAHCOBBLIX PHIHKOB HEOJHOKPATHO IOYep-
KUBAJI, 4YTO «IIPOLIECC BBITYCKa 1 oOpaljeHns Hanbomee
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PacpoCTpaHEHHBIX KPUIITOBA/IIOT IIOIHOCTDIO JELIeH-
TpanM30BaH M OTCYTCTBYeT BO3MOXXHOCTb €rO Peryiu-
poOBaHNA, B TOM 4NCIE CO CTOPOHBI rocymapcrsa. Emle
OfIHOJl M3 KIIIOYEBBIX OCOOEHHOCTEN MCIIONb30BaHNUA
KPUIITOBAMIOT AB/IAETCA aHOHMMHOCTD IO/Ib30BaTesIeN
TaKMX KPUITOBAMIOT. Takoke KpUITOBATIOTA He TpebyeT
BEJIEHNA CIIe[MaTbHOI OTYETHO JOKYMEHTALIUN».

HecmoTps Ha 910, TpodeccroHanbHOe CO001eCTBO PO-
SIBJIIET BeCbMa >KMBOJ MHTEpeC K BOIIPOCAM IIPABOBOTO
PerynMpoBaHus sIBJIEHNII, BOSHUKAIONIMX B chepe 1ud-
poBoOIT sKOHOMUKM. Hampumep, OTie/nbHBIE MBICIN TIO
BOIIPOCY JOIYCTMMOCTY IPABOBOTO PeryaupoBaHua Kak
caMIX OIlepaluil ¢ KPUIITOBATIOTaMM, TaK ¥ UX ITOCTIEN-
CTBUI (B TOM 4MC/Ie HaJOTOBBIX) BBICKA3bIBaIM TaKIe
M3BECTHBIE CIIEIMAINCTBI B 00/IaCTH HaJIOTOBOTO IIpaBa,
kak E.B. Kyngpsamosa, V1.J1. Kygepos, J1.A. XaBanosa [Ky-
4yepoB, XaBaHoBa, 2017], VI.B. XameHnyuko [XameHyko,
2018], VI.A Ilnupennanwy, JI.JI. llapsiit u gpyrue.

[Ipn sToM wenecooOpasHBIM NPEACTaBIACTCA HadMu-
HaTb HOJOOHBIE MCCIEOBAHNS C U3Y4YeHMsI HAaIOTOBOTO
U pUMHAHCOBOTO 3aKOHOJATENbCTBA 3aPYOEKHBIX CTPaH,
VIMEIOIVIX COOTBETCTBYIOLIVIT MO3UTUBHBI OIBIT pe-
TYIMPOBAaHUA U IIPaBOIPVMEHEHMA I OIpele/leHNs
BO3MOXXHOCTH VI/VI/I HEOOXOMMOCTH 3aMMCTBOBAHUIA
Hanbojiee ONTVUMAJIbHBIX C TOYKY 3PEHNS HAJIOTOBOL CH-
creMbl Poccum.

Mopenu Hanoroo6mokeHns CTpaH
BocTtounoii un IlenTpanbHoit EBponbl
C Y4€TOM BBI30BOB I (POBOII SKOHOMIKHA

BeccriopHbIM sBIsIeTCA TOT BAKT, YTO MepefoBble MO3MU-
LU B YCTAaHOBJIEHMY HAJI0rOBO-IIPABOBBIX IIOJIOXKEHMI
B OTHOILEHUM OIl€paliii ¢ KPUIITOBAJIIOTOM, IIPUHA/JIe-
)aT CuHranypy u fnoHunu, mocKonbKy B 3TUX CTpaHax
He TOJIbKO Pa3paboTaHbl MOJENN IPAaBOBOTO PEryINpo-
BaHMA KPUIITOBATIOTHBIX OIlepaluil OIpefleNeH IIpa-
BOBOJI CTaTyCc BUPTYalbHBIX BajIIOT, HO U peanu3yeTcs
odepenHas (TpeThbs IO cueTy) pedopma.

YcraHaBnmuBass COOTHOIIEHME Moneneﬁ HaJIoroobIoxe-
HUA pa3/INYHbIX CTPaH, H€O6XO,I[I/IMO TaKXXe YIMUTbIBATD,
49TO HE Bpra6OTaHO eI[I/IHOO6pa3HOI‘O IIOHMMAaHMA 3TOTO
C/IOBOCOYE€TAHVA HM B3aKOHOAATE/IbCTBE, HU B IIPABOIIPpU-
MEHUTE/IbHBIX aKTaX, HU B JOKTPMHE Ha/JIOTOBOT'O IIpaBa.
Ham NIpEACTABIACTCA JIOTUYHBIM MCIIO/Ib30BAaTh T€PMU-
HOJIOTMYECKOE COYETAHUE «MOJECIb Ha/I0TOO0I0OKEH M A»
B JBYX CMBICIaX — Y3KOM (OTpaCTIb 3aKOHO/IAaTE€/IbCTBA,
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perynupyromas o61ecTBeHHbIe OTHOIICHN A, CBS3aHHbIE
C IIPOM3BOJICTBOM 1 peanusanyeil KpUITOBalIOT, a TaK-
e C OIepalyuAMM C HUMM) ¥ B HMIMPOKOM (pasiyHbIe
IIpaBOBble ABJIE€HN:A, B YACTHOCTY: HOPMAaTMBHbIE AKTBHI,
IIpaBONPYMEHNTENIbHAA MPAKTUKA HAa/JOTOBBIX M MHBIX
TOCYapCTBEHHBIX OPraHOB, OCOOEHHOCTM CTPYKTYPBI
M KOMIIETEHI[U! HAJIOTOBBIX OPTaHOB U JIPYTUX Peryis-
TopoB). [Tonaraem, 4To B TI060M CITydae XapaKTepUCTHKA
MOJie/IM HaJIOTOOO/IOKEHN A TO/KHA OTPaXKaTh CUCTEMO-
obpasyrolye CBA3M HAJIOTOBBIX IUIATEXeNl B OTHEIBHO
B3ATOM PETMOHE, TIO3BOJIAINIE IPYHIMIINATIBHO OT/IN-
YUTDb €r0 OT VHBIX TePPUTOPUIL.

C 9TuX MO3UIMIT OTHOCUTEIbHO MOJe/ell HajIoroo-
O/I0)KeHMsT KPUIITOBATIOT CYMTaeM BO3MOXKHBIM IIpel-
TIOXUTD clepymollee. Bo-mepBbIX, cpaBHEHME MOfenein
Ha/I0T000/I0KEHNA

Hamnpumep, M.C. IlonukaxuH Ha CTpaHMIAX >KypHaIa
«3aKOHa.py» aHAIM3UPYeT HAJIOrOBOE peTryIMpOBaHMe
omnepaluil ¢ KPUITOBAIIOTaM) B HEKOTOPBIX 3apybex-
HbIX cTpaHax4. Kak oH ykasbiBaert, IlIBeiiapus Bcersa
CIaBUJIACh YPOBHEM CBOET0 6aHKOBCKOTO CeKTOpa 1 6aH-
KOBCKOIJ1 TaliHO1, IIO9TOMY He YAVBUTENLHO, YTO BAACTI
3TOJ CTPaHBI He CTaaM 3alpeliaTb 060pOT KpUITOBA-
moT. OHa cTajia HeKUM IOf00YeM «HaIOTOBOTO past» AJIs
KPUIITOBAMIOT. MHOrMe 6710K4eiiH cTapTanbl HadMHAIN
TYT UM BBIOpaIM 9Ty IOPUCAMKLMIO I OpraHM3aLuu
mTab-KBapTUpPhl CBOero OmaHeca. VIx BbIOOp 00YyC/IOB-
JIeH MOCTaTOYHO IIPOCTBIM apryMeHTOM - B CTpaHe
KPUIITOBAJIIOTH OCBOOOXKIEHBI OT Hajtoros. IIIBeitijapus
npusniekarenbHa Kak gna ICO, Tak u g KpUIITO-UH-
BECTOPOB, NPEX/[ie BCEro 0 TOMY, YTO 3aKOHOLATEIbHO
KPUIITOBAIOTa OTHECEHA K [ieHbraM, a He K MHOCTpPaH-
HOI! BaJIIOTe. B ¢BA3M € 3TUM, KPUIITOBAIIOTA pacCMaTpu-
BAETCsI C TOYKM 3PEHVs HAIOTOOOIOXKeH ST KaK IPUPOCT
karmntana (CGT). Dto o3HavaeT, 4TO MPUMEHAETCS TOMb-
KO K IIpo¢eccHOHaNbHBIM TpeiiepaM. B cooTBeTcTBMNM
C IpaBWIaMIU peTyIMpOBaHKsA, MHBecTUpoBaHue B 1CO
IIpU3HAeTCs cOepeXeHNeM.

JlaHKA, B CBOIO OY€penb, BOSMOXKHO, OfHA 3 CaMbIX JIPY-
JKeCTBEHHDBIX CTPaH [l KPUIITOBA/IIOTHI, IMEeT BeCbMa
NpUB/IeKaTeNbHbI Hamor - 0%. JlaHusA He mNpu3HaeT
KPUIITOBA/JIIOThl B KadecTBE 3aKOHHOTO IIIATE€XHOIO
CPenCcTBa, MOCKONIbKY Y HUX HET «3MMUTEHTa» U, TaKUM
06pa3oM, 0CBOOOXK/IAIOTCA OT PETyIMpOBaHNA, KaK yKa-
3aHO B COOTBETCTBYIOIEM IOKYMEHTE, ONYOIMKOBAaHHOM
HaumonanbasiM 6ankoM JaHum.

Xorsa JaTCKoOe IIpaBUTENBCTBO BBIITYCTUIIO pAaR
HPGHYHPC)I(ILGHI/IIZ o CIIEKYIIATVIBHOM XapakKTepe

MHBECTUPOBAHNA B KPUIITOBATIOTHI, OHM, II0-BUAVIMOMY,
cenyloT ctporomy nporokony «hands-offt» mpu kpunro-
BAJIIOTHOM PeTyIMpPOBaHUM, HEIeTUPYs perylupyloliee
ynpasnenue B EC. OTOT peryiATOpHBII BaKyyM B coue-
TaHUY C IIOTTHBIM OTCYTCTBUEM HAJIOTOBBIX IIOMEX fie/IaeT
JlaHMIO BBICOKO IIPMBJIEKATE/IbHON CTPaHOIL.

OCTOHUA BCEIfa CUUTAIACh CTPAHON OTKPBITOIL M APY-
KeM0OHO 1A MOOBIX HOBBIX TexHosormit. IToatomy
He YAMBUTEIBHO YTO OHM OBICTPO aJONTHMPOBAIN CBOE
3aKOHOJIATeZIbCTBO K HOBBIM peanuAM. IIpaBuTenbcTBO
OCTOHMY aHOHCUPOBAJIO BBITYCK COOCTBEHHOTO TOKEHA
Ha 6ase Ethereum- «Estcoin» u mocne Benecyanbl 310
BTOpas HalusA, 3allycKalomas Takoil mpoekt. Hamoro-
Basd MOMNUTUKA ODCTOHMU OCOOEHHO O6/1arompyATCTBYeT
VIHBECTULIVAIM B KPUIITOBAJIIOTY, IOCKOIbKY OHU He 00-
JIATalOTCsA HAJIOTOM Ha JI006aBIeHHYI0 CTOMMOCTDb. Ecmmn
CTapTal X04eT MOMacTh B DCTOHMIO, BCE, UYTO MM HY)KHO
3aIUIaTUTb, — 3TO 0ObIYHBIE 61M3HeC - Hanorn. ICO He 06-
naraorcsa HIC 1 mogoXogHbIMM Ha/IOTaMM, 4TO Jie/laeT
CTpaHy OJHMM M3 Ty4IINX MecT s 3amycka ICO.

B CnoBenun B HacTosIlee BpeMsA CO3[JaHbI CBEPXKOM-
¢doprHbIe ycmoBMA M PU3NYECKUX UL - MHAUBUALY-
ATbHBIX MHBECTOPOB, I KOTOPBIX JOXO/BI OT IPUPOCTA
KaIllUTaja He pacCMaTpUBAIOTCA KaK COBOKYIIHAsA 4acTb
moxoma M He obmaraloTcs HamoroM. Ho ropuaudeckue
nuia 00sA3aHbI IIATUTD HAJIOT Ha OXOAbl. Takue mpaBu-
nma B CnoBeHun cymectsytoT ¢ 2013 roga. Ho ects Bce
OCHOBaHMs BEPUTh B CKOPbIe 3aKOHO/aTe/TbHbIE 3MEHe-
HysA. B ClioBeHMM HeiicTBYeT OfHA M3 CaMbIX OO/IBIINX
obrecTBeHHBIX oprann3anuit “Bitcoin Association” BbI-
CTYMaoLIast IpM MOJ/ep>KKe IPaKJaHCKOT0 00IIecTBa.

CrnoBeHMs 10 IpaBy MMeeT BCe MAHCH cTaTh «CINKO-
HOBOII gonuHol EBponbi». B cTpaHe myiaHupyeTcs nHTe-
TPUPOBATh OOKYENH B CTpaTeruio passutus nubopma-
IVIOHHOTO obmiecTBa 2020, MpU3HaHMe KPUIITOBAJIIOTHI
Ha OBITOBOM ypoBHe (Hammuue GAaHKOMAaTOB IO OOMEHY
BTC), aBToputeTHOE GU3HEC COOOIIECTBO U3 OOTIEe YeM
300 xommaHuil (BK/IOYas MeXAYHapOJHbIE) BHEJPUB-
VX U1 VICIIO/IB3YIOIVIX PacIpefie/leHHbII peecTp 1 6/10K-
yeliH u T.1. Maitauur B CroBenun He o6naraercsa HJIC.

[epmaHMs 1o mpaBy XapaKTepuU3yeTcs IuIaMu, paboTa-
IOLIVMMU B cepe KPUIITOMHAYCTPUY, KaK OffHA U3 CAMBIX
O/1arONpMATHBIX CTPaH, HapAAy ¢ Yexment u DcToHMEIL.
TepMaHus Tax >ke 6aronpusATHAS CTPaHa JIsT UHIUBU-
IOyalbHOTO MHBECTOpa WM Tpelifiepa. 3aKOHOAATeNb-
CTBO T€PMaHMM He OTHOCUT KPUIITOBAIIOTHI K TOBApaM,
cOepe>xeHMsIM, WM JieHbraM. Bmecto aroro, Hambornee
0/1113K0 TIOIXOANT OIIpefie/ieHNe - MHOCTPAaHHbIE TEeHbIIL.
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ToproB/isi KPUNITOBATIOTON PACCMATPUBAETCS KaK 4acT-
Hasi TPofaXka. B 3aBUCUMOCTH OT YCIOBMII CHEIKY, HOXOT
OT MPOJAKM KPUIITOBAIIOT MOXKET MOJ/IEKaTh HAIOTO-
o6nmoxxenno. Tak goxox cebime 600 EBpo, nmomy4yeHHbIi
OT KPAaTKOCPOYHBIX MHBECTUI[UIL, 0OTaraeTCsl HAJIOTOM.
Ho, ecnu nuBectuiys 6su1a gonrocpodHoit (12 Mecsues
u 6os1ee), MHBECTOP OCBOOOXK/JAETCS OT YIIIAThI HA/TOTOB.

Hexkper Ilpesupenta Pecniybnuku Bemapycy «O paspu-
iy 1npPOBOIT SKOHOMUKIM» TToAmmcan 22.12.2017 ropa.
Pesupentnt IIBT >xpmamu [aHHOTO HOKYMeHTa [aBHO,
TaK KaK OH (PaKTMYEeCKU pacIIupseT IPaBOBOI PeXUM
UX fleATenbHOCTU. ONHAKO IaHHBIN JeKpeT KacaeTcs He
ToNMbKO pesupeHToB [IBT, Tak Kak B HeM BefeTcs pedb
0 pasBuTHUU LUPPOBOI SKOHOMUKY B PA3INIHBIX aCIIeK-
taX. Tax, JeKkpeT KacaeTcd IOMMMO PacIIMPEHMUA TbIOT
s pesupeHToB [IBT Takmx mpuMHIMONANIBHO HOBBIX
cep Kak perymmpoBaHyue KPUITOBAIIOT, KPUITOOUPIK,
ICO, cMapT-KOHTPAKTOB, BBOZS IIPM 3TOM HEKOTOpbIE
MHCTPYMEHTBI, IPUCYIIIYE AHITIUIICKOMY IIpaBy.

BBomnTCs BO3SMOXXHOCTB [yIsi CYOBEKTOB XO3sIMCTBO-
BaHuss Pecny6muku DBemapych BrafeTb TOKeHaMu
U OCYILeCTB/IATh UX obpaieHue, B ToM uucie 1CO, mo-
CpPencTBOM KPUIITOOMPIK U OIIepaToOpoB 0OMeHa KPUIITO-
BaJIIOT, pe3anufieHToB [Tapka BBICOKMX TeXHONOIMit. B Tom
qyCle HeT OTPaHMYeHWIl AJIs1 BIafieHusl TOKeHaAMM MJIs
IOPUAMYECKNX JINL] C MHOCTPAHHBIMY YYPERAUTEAMIA.

HemasnoBaxHO, 4TO JOXOAbI Ppr31MYeCKUX UL ¥ TPUOBLID
pesupenTtoB IIBT oT obpalieHnss TOKEHOB, KaK M JOXOJ
OT MajlHUHTa, He OYyT ABIATbCA 00BEKTaMy JJIA HaJIO-
roo6noxenusa o 2023 roga. B ToMm 4ucie BBefeHa BO3-
MO>XHOCTD OCYILECTB/IATDH OIl€paliy Ha JJaHHOM pBhIHKA
3a 37IeKTPOHHbIE [IeHbIN.

Hasorossle nmocimabneHnss KOCHY/INUCh TaKXKe M pe3uieH-
toB [IBT, HyXpmalomuxcsi B 3aKyllKe MapKeTHHTOBBIX
U PEeKIAMHBIX YCIYT Y MHOCTPAaHHBIX IOPUAMYECKNX
muy. Temepp Takme maatexu ocBoboxparorcsa ot HIC,
HaJIOTOB Ha JOXOZbI MHOCTPAHHBIX /NI ¥ 0P PIIOPHOTO
cbopa. PaHee 3HaunTe/IbHAS Harpy3Ka Ha TaKye IJIATEXN
TOPMO3WJIa Pa3BUTHE PbIHKA peann3aruy IporpaMMHO-
ro obecIieyeHNs Yepes SKOCUCTEMY MPOAaXM IIPUTIOXKe-
Huit Apple n Android.

B Jlexpere mpemycMOTpeHa BO3MOXXHOCTb MCIIONIB30-
BaHMA MHCTUTYTOB aHIIMIICKOTO IpaBa, KOTOPBIX TaK
He XBaTaJIo >KeJIAIoLVM pasBMBaTh B bBemapycm pbIHOK
BEHYYpPHbIX MHBeCcTMLMII. B mepByno odepenp pedb
U7IeT O BO3MOXKHOCTM IIPENOCTAB/IEHUA KOHBEPTUPY-
€MOro 3ajiMa, 3aK/JII0YeHMS OINLVOHHBIX COITALIeHUI
C COTPYOHUKAaMM, a TaK)Xe 3aK/II0YeHUsd IOrOBOPOB O
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HEKOHKYpe€HLIUN C OBIBILIVIMU COTpyIHUKaM. Panee OaH-
HbI€ ITPABOBbIE MHCTPYMEHTDI

paccMaTpuBanuch 160 Kak MpOTUBOpedalye 6emopyc-
CKOMY IIpaBy, 1100 KaK CHeIKN C COMHUTENbHOI MCIION-
HJMMOCTBIO B C/Iy4ae BOSHUKHOBEHMsI CyfeOHOrO cropa.
Takast cutyanyss GakTHIecKy BBIHY)KAa/la YYaCTHUKOB
pbIHKa BBIBOAUTH CTPYKTYPUpPOBaHME CHENOK B 3apy-
OeXXHbIe IOPUCAUKIININL.

JlexpeToM Takoke paspelleHO 3aK/II0YeHMe aKIVIOHep-
HBIX COIIAlIIeHNIT, TOAYMHEHHBIX MHOCTPAHHOMY IIPaBYy,
JlaXKe B TOM C/Tydae, eC/IM YYaCTHUKaMM XO35AICTBEHHOTO
obmiecTBa ABAITCA TOMBKO Oemopycckie muia. Taxoke
JIONYCTMMO YCTaHOBJICHNE IOJCYAHOCTH pPa3pelleHNs
TaKMX CIIOPOB MHOCTPAHHOTO CYAY MU MeX/[yHapOHO-
My apbutpaxy. [lJaHHas HOpMa TaKxe sBJseTCs becrpe-
L[efICHTHOI1, 0COOEHHO B 4aCT! YCTAaHOBJIEHVS IIOfCYIHO-
CTU U BBeJIeHNS BO3MOXKHOI apOUTpabe/IbHOCTH CIIopa.

JInbepanmsanuysi KOCHyIaChb M MUTPALVIOHHOTO 3aKOHO-
marenbcTBa. VIHOcTpaHHBIM MHBecTopaMm u IT cmenu-
a/mucTaM paspellleHo npebpiBaTh B benmapycu 6e3 BU3BI
mo 180 mmeit. Taxoxe pesupentam IIBT pisa Harima mHO-
CTPaHHBIX COTPY/JHUKOB He OyfieT HeoOXOAMOCTH! IO-
JTy4ath CIelyaabHOe pa3pellleHne Ha paboTy B bemapyco
4yepe3 OpraHbl BHYTPEHHMUX JeTl.

Hekper Ilpesupenta Pecnybnuku Benapycs «O passu-
M UUQPOBOI SKOHOMUKI» MOXKHO HA3BaTb II€PBBIM
B CBOEM DpOfie IOCTaTOYHO PEBOMIOLVOHHBIM HOPMa-
TUBHO-TIPAaBOBbIM aKTOM, PeTyIMPYIOLM PpPasBUTHE
KPUITOSKOHOMUKM B rocygapcrtBe. Kakosa Oyger
IPaKTVKa IIPYMEHeHUsA JaHHOro JlekpeTra, 0cOOEHHO
B YaCTY IIPUMEHEHNS 6elOPYCCKMMU CY/iaMU 9/IeMEHTOB
aHrmmiickoro nmpaBa? Ha maHHBIN BOIPOC OTBET MOXKET
JaTh TOJbKO IPABOIPUMEHNUTENbHAA IPAKTHKA, KOTOpas
TOJIBKO HauMHaeT (OpPMMUPOBATbCA HA HAIIMX C BaMU
I71a3ax.

Kak MbI BUANM, Ha «KpPUIITOBATIOTHBIN KIMMaT» BHYTPU
TOCy/lapCTBa B/IUAET COBOKYIHOCTb (PaKTOPOB: reorpa-
($UYecKMx, COUMANTbHO-KYIbTYPHBIX, 9KOHOMUYECKIUX,
MIONIUTUYECKUX U ApyTux. IIpy aToM maxke mpyu Hamm4aun
e[IVHBIX IIPABU/I IIPABOBOIO PETYIMPOBAHUA A CTPaH
EBpocorosa mo pAfy KIOYEBBIX SKOHOMMYECKMX BO-
IIPOCOB, KaXJ0€e TOCYJapCTBO IIO0-Pa3sHOMY OL€HUBAET
KPUIITOBAMIOTY U YCTaHABIMBAET CBOM YCIOBMA HAJIOTO-
BO-IIPAaBOBOTO PETYNMPOBAHNA ONlepaLuii ¢ Heil. B cBAsn
C 9TY CYMTAEM IPMHLIMIINAIBHO BaXKHBIM OTMETUTD, YTO
BOITPOCHI ITIPAaBOBOT'O PETYINPOBAaHMA BECbMa aKTya/IbHbI
B 0611eMupoBOM MacuiTabe.
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Hanoroo6no>xeHue onepanuii
¢ KpunrosanwTtamu B Poccun Ha
COBPEMEHHOM 3Tale

Vcuncnenne Hanora Ha JoOaB/IEHHYIO CTOMMOCTD (fajee
- HIIC) npu coBepleHny KpUIITOBAITHBIX OIIEPALINIL.

s ueneit Hanoroobmoxenuss HIC 6utkonH mpepa-
raeTcs pacCMaTpuBaTb B KadeCTBe TOBApa MM YCIYTH,
nonb3ysach cT. 38 HK PO, rae comepxutca onpepeneHne
COOTBETCTBYIOLINX IOHATWUII I Liefieil Hamoroo6so-
>xeHuA. B mae 2017 1. 3amnpepcenarensa banka Poccun
O.H. CkopoboraroBa mpepfnoxkuaa obmaratb HajoraMu
omepanyy ¢ KpUITOBATIOTaMU (C y4eTOM OCOOEHHO-
CTell, KOTOpble HAWIYT OTpaKeHMe B 3aKOHOIIPOEKTe)
UCXO[S U3 MX KBaM(UKALMK KaK «IppOBOTro TOBApa».
Yyrp nospuee [Ipencenatens b P® 3.C. Habuymmmna
oxapakTepusoBaja OUTKOMH, B TOM YMC/Ie /IS LieJieit
KOCBEHHOTO Hajoroobno>xenns, kak digital asset («und-
POBOJT aKTHB»).

Kak m3BecTHO, He HpU3HAETCS OODBEKTOM OO/IOXKEHWUs
HJIIC ocyujecTBieHre ormeparnuii, CBSI3aHHBIX C 00-
palleHneM POCCUICKOM WM MHOCTPAaHHONM BaJIOTHI,
3a MICK/TIOYEHVEM Lie/lell HyMU3MAaTHUKI (m. 3 cr. 39, m. 2
cT. 146 HK P®). Cxo>xnit mogxos MO>KeT ObITh IPUMeHEH
U K peanusanyy OUTKOMHA.

OpnHako BMPTYya/IbHblE BAJIIOTHI MMEIOT TaKyH OCOOEH-
HOCTb, KaK aHOHVMMHOCTb VX BJIaJIe/IbII€B, YTO MOXKET
O3HAYyaThb, YTO CTAHMAPTHbBIE IOAXOABI K PACKPBITHIO
CXeM YXOfia OT HaJ0r000/IOKeHMsI MOTYT CTaTh Hedd-
¢dexTUBHBIMI. DTO NMOTpebyeT afeKBaTHOTO NPaBOBOTO
peryIupoBaHus BOIPOCa IPUHIUINATBHON BO3MOXKHO-
CTU PacKpbITUA CBEJCHUIT O BIaJie/IbljaX KPUIITOBAJIIOT,
a TaK)Ke 00bEMOB TaKVX CBeJleHNII [I/1 1iefelt oOpateHus
K HUM Hal[IOHA/IbHBIX HA/IOTOBBIX OPraHOB. B koHeuHOM
VITOT€ TIOMJIEKNUT OLjeHKe, CTOUT /I YCTaHAaB/IMBATb IIpa-
BU/Ia HAJOTOOOIOKEHNUsT IJIs1 KPUIITOBAIIOT, €C/IU HeT
YBEPEHHOCTY B TOM, YTO CYMMbI aKKyMY/IMPOBAHHBIX
HAJIOrOB OyAyT 6O/bIIe TeX CPEACTB, KOTOPbIE MPUMETCS
HOTPAaTUTh HA AIMMHUCTPUPOBAHNE COOTBETCTBYIOLINX
IIATEXEN.

B 31071 CBsA3M Iie1ecO06pa3HO TaKKe MOAYMAaTh O KIIOPO-
TOBBIX» 3HAUEHMSAX CYMM KPUIITOBAIIOT, HAXOMSIINXCS
B COOCTBEHHOCTH TOTO MM MHOTO CYO'beKTa, Ipy Ipe-
BBILIIEHNY KOTOPBIX HATIOT000IOXKeHMe BOOOIe eCcTb
CMBICTI peaj30BBIBAT, & P HEJOCTVDKEHNM TOTO0OHBIX
«IIOPOTOBBIX» 3HAYEHUII €CThb CMBIC IPELYCMOTDPETDH
0cBO6OXX€eHMe OT Hamoroobmoxenus. Kpome toro, npu

IIPaBOBOM PperyIMpPOBaHMU HA/IOrOOONIOXEHNs —OIle-
paumit 3a OMTKOMHBI HY)XHO YYMTHIBAThb HA/IN4Me VN
OTCYTCTBME IpEeNIPUHUMATENBCKOTO XapaKTepa TaKoM
TeATENbHOCTIL.

IIpu pemreHuM COnmyTCTBYIOUIMX HAJIOTOBBIM BOIIPOCaM
0COOEHHOCTH OpraHM3ayy 6yXrajTepcKoro yuera u oT-
YE€THOCTU IIPpM OCYILIECTB/IEHUNM KPUIITOBA/IIOTHBIX CHE-
JIOK, OCHOBHBIMI BOIIpOCaMM, KOTOpPbIE B 6HI/I)Ka]U/IH_IeM
OyAyILeM IIPefCTONT IOMYTHO PELINTD 3aKOHOATEI0 —
9TO IIpaBlJjIa BbIYE€TA PACXOAO0B, a TaKXE TPYTOEMKOCTDb
UX IIOATBEPXKAECHUA.

C TouKU 3peHMs OYXTaJITepCcKOro y4yeTa, HeOCPeCTBeH-
HO cBs13aHHoro ¢ ucuncnenneMm HJIC, He mpenycMoTpeHo
CIIe[a/IbHOTO CYeTa I y4eTa KPUIITOBATIOTHI, IIPU-
4eM HM B POCCHUIICKOIT, HU B OOIEMUPOBOIT MPAKTHKE.
TeopeTudecky MOXXHO TPEAIIONOXNUTD, YTO MOTYT OBITh
paccMOTpeHbI BapMaHThI yueTa KPUIITOBATIOTHL Ha CUeTe
04 «HemarepmanpHble akTMBBI» Man cdeTe 55 «Crenu-
a/IbHble cueTa B 6aHKax», mpefycmorperubie PCBY.

Vcuncnenne Hanora Ha foXOfbl pusmueckux muL (ganee
- HI®JI) npu coBepuieHNy KPUIITOBAITHBIX ONIePaIIVIL.

Mundun Poccum B cBOMX mMCbMax M pPasbsCHEHUSX
nsberaeT Kakux-1mb0 KOHKPETHBIX BBIBOLOB, COOOMIas,
9TO OCOOBIl TOPSLOK HAIOrOOOTOKEHNsT OIepariuii
¢ xkpuntoBamoToil rmasoit 23 HK P® wne mpemycmo-
TpeH. B cBA3u ¢ atm Mundun Poccum ykaspiBaeT Ha
HeobxoauMocTb npu ucunciaeHny HIDJI no oneparysam
C KPUIITOBATIOTON HATOTOIIATeNbIIMKAM HEOOXOOVMO
PYKOBOACTBOBAaTbCs o6muMy mnonoxennamu HK PO.
YyTb 6071ee 06IMpPHOE TONKOBaHE TOSIBUIOCh OTHOCHU-
Te/IbHO HEJABHO U CBA3aHO C Hajmoroobmoxenuem HIIDJT
CHIeNIOK IO Tpofake KPUNTOBATIOTHL Tak, MuHbux
Poccun daxtmyeckn npusHaer, yro m. 17.1 ct. 217 HK
P® x TakuMm omepauusAM He NPUMEHAETCH, ITOCKOIbKY
0CBOOOXKIAeTCsI OT HANOTOOOIOXKEHUSI TOXOJ, OT IMPOfia-
KV IBVDKVMIMOE VIMYILeCTBO, €C/IV JINLIO BIajieeT UM Oortee
Tpex yeT. Taxxe He MOANEXNUT IPUMEHeHNIo T1l. 1 1. 2 CT.
220 HK P® 06 VMMYILECTBEHHOM BBIYET /I JOXOIOB OT
IIPOJaK! MMYILeCTBA, €C/IV JINIIO BIafieeT UM 6ostee Tpex
net. COOTBETCTBEHHO, MOIOOHBIE [OXOIbBI HEBO3MOXKHO
YMEHBIIUTb Ha CYMMY, He IIpeBblMaIlyo 250 TeicAY
pyoneit. Vicxonss u3 ¢GopMyIuMpOBOK aHaIU3UPYEMOro
JOKYMEHTa, JJOXOAbI OT IIPOfiaK) OUTKOVHOB paspela-
€TCsl YMEHbIIaTb Ha JOKYMEHTAJIbHO MOATBEpKJeHHbIe
pacxonbl OT MX >Ke Impuobperennsa. Ha Haur B3rsp, aTo
03HAa4aeT BO3MOXXHOCTb [/iA IIPaBONPUMEHUTENA, NPO-
U3BOJAIIETO peany3alMiOHHble CHEIKM C KPUIITOBAJIIO-
TOJ1, Y4€CTb JJOXO/Ibl, CBA3aHHbIE C €€ MPOIaXKEIL.
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O6 mcuncneHny Hajaora Ha NPUOBLIb OPraHM3aLUil 1O
OIepALMAM C KPUIITOBATTIOTOIL.

[Mosyumsa Munduna Poccun mo BOIPOCY MCUMCTEHNS
HaJIora Ha NPMOBUIb 110 OIEpaLAM C KPUIITOBAIIOTOMN
TaKkKe efuHOOoOpasHa. MMHUCTEPCTBO pPEKOMEH/yeT
IpY MCYMCTIEHMM HAjora Ha MpUOBIIb II0 OlepanusaM
C KPUIITOBAIIOTON (B TOM 4YIC/IE IO ONepaLiMsM Maii-
HUHTa) pyKOBOACTBOBaThCs 1aBoit 25 HK PO, ormeuas,
9TO OCOOBII HOPAJOK IIPYU ONlepalMAX C KPUIITOBAIIOTON
nonnoxeHuAMM rnasel 25 HK PO He npepycMoTpen.
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CRYPTOCURRENCY: PROBLEMATIC ASPECTS OF LEGA

REGULATION

Abstract

The article is devoted to the analysis of the legal nature
of the cryptocurrency as an object of financial and legal
regulation from the point of view of Russian legislation.
It includes the analysis of the qualification of the crypto-
currency described as money, electronic money, foreign
currency, other property, as well as the possibility of as-
signing crypto-loans to obligations rights. The conclusion
is made about the possibility of treating cryptocurrency as
private money on a par with national currencies.

Keywords: cryptocurrency, blockchain, financial law

Introduction

With the introduction of new digital technologies, the
emergence and development of new objects, which are
based on public blockchain of such cryptocurrency as
Bitcoin, Lightcoin, Ethereum, etc. (hereinafter “crypto-
currency”), there is a need for legal regulation of both the
very instruments and relations arising in connection with
their use in general.

Currently, legal discussions are quite brisk about the legal
nature of the cryptocurrency [Ponsford 2015, Prayogo
2018]. The qualification of the cryptocurrency is one of the
most important aspects as an object of civil rights, which
creates the conditions for legal regulation of transactions
with the use of cryptocurrency, which will simultaneously
allow legal regulation and settle other equally important
issues of relations arising in connection with the use of
cryptocurrencies.

Nowadays, most of the countries are trying to analyse the
status of cryptocurrency and introduce legal regulation
meeting the interests of the state and business.

Cryptocurrency Is Money

As you know, the notion “money” is an economic sub-
stance, thanks to the works of Friedrich A. Hayek, McCo-
nnell KR, Bru S.L., M. Friedman, ].M. Keynes, L. Harris
(1975, p. 5, 2003, p. 938, 2016, p.17, 1990, p. 750] and
other well-known economists, whose works were devot-
ed to the study of economic relations. Money is a special
commodity, which is the universal equivalent of the value
of other goods and services. Modern economic science
distinguishes five functions of money.

1. Measure of value. Money allows you to evaluate the
value of goods by setting prices.

2. Means of circulation. Money plays the role of an
intermediary in the process of exchange.

3. Means of payment. The function of money that al-
lows the time of payment not to coincide with the
time of payment, that is, when the goods are sold
on credit.

4. Means of accumulation and saving. The ability of
money to participate in the process of formation,
distribution, redistribution of national income, for-
mation of savings of the population.

5. The function of world money. It manifests itself
in the relations between economic entities: states,
legal entities and individuals, located in different
countries.

It is believed that money fulfils its task only under the
condition of the participation of people who use the
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opportunities of money. Only people can determine the
prices of goods, apply money in the realization and pay-
ment processes, and also use them as a means of accumu-
lation. Thus, theoretically, any object that performs these
functions can be considered money.

Another important aspect of the notion of “money” is
connected with the notion of a “legal tender” and state
monopoly on money issue. In accordance with Article 75
of the Constitution of the Russian Federation, the ruble is
the monetary unit in the Russian Federation. Monetary
emission is carried out exclusively by the Central Bank
of the Russian Federation. Introduction and emission of
other money in the Russian Federation is not allowed.

According to Article 140 of the Civil Code of the Rus-
sian Federation, the ruble is a legal tender, mandatory for
acceptance at face value throughout the territory of the
Russian Federation.

Payments in the territory of the Russian Federation are
made by cash and non-cash payments.

Cases, procedure and conditions for the use of foreign
currency in the territory of the Russian Federation are
determined by law or in accordance with the procedure
established by it.

As L.A. Luntznoted [2004, p. 35], the legal significance of
the legal payment force assigned to a monetary sign is that
the creditor under the obligation which can be repaid by
way of a monetary payment, having refused to accept the
legal tender, falls into delay. The status of legal means of
payment allows to repay by proper execution of any mon-
etary obligation in the territory of the Russian Federation
by law without the need to express the will of the creditor.
All other forms of payment (counter-payments) do not
have the status of legal tender. At the same time, a legal
means of payment is used to fulfil public-legal obligations
of a monetary nature, for example, for paying taxes [Saval-
yev 2017, p. 24].

Art. 128 of the Civil Code of the Russian Federation
attributes to the objects of civil rights things, including
cash and certificated securities, other property, including
non-cash funds, uncertificated securities, property rights;
results of works and services; protected results of intellec-
tual activity and equated to them means of individualiza-
tion (intellectual property); intangible goods.

In the current Russian legislation, nothing prevents the
cryptocurrency from being attributed to civil rights ob-
jects, since Article 128 of the Civil Code of the Russian
Federation does not contain an exhaustive list, but taking
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into account that the cryptocurrency performs different
functions when it is applied (goods, investments, financial
assets ensuring payment of a commission for the imple-
mentation of transactions on blockchain technologies, as
an essential element of the system, if we consider by anal-
ogy as electric power for any production), appropriate are
different legal regulation of the cryptocurrency, depend-
ing on what function such a cryptocurrency will perform.

Cryptocurrency Is the Equivalent of Cash

On the example of the most famous cryptocurrency, bit-
coin, we can argue that this is an electronic, digital equiva-
lent of cash or that institution that will eventually be able to
displace cash. The authenticity of cash is verified through
viewing watermarks, security thread, microprinting, with
the help of special technical means, etc., while in the case
of cash there is no register containing operations records
(in this connection there are certain restrictions of cash
settlements [The Bank of Russia instruction of 07.10.2013
N 3073-U “About implementation of cash payments’,
registered in the Ministry of Justice of Russia 23.04.2014
N 32079] and there is a centuries old problem with their
counterfeits of both coins and banknotes), in the case of
cryptocurrency - bitcoin, the transaction register guaran-
tees their authenticity. For example, Germany’s legislation
allows the attribution of cryptocurrencies to financial
instruments, which are a form of “private money” that
can be taxed [§24 of Article 14 of the Federal law “On the
national payment system” Ne161-FZ of 27.06.2011].

In his work “Private money” Friedrich. A. Hayek offered
aradically new way to achieve monetary stability - a system
based on the competition of parallel private currencies.
His idea is simple, such currency should be recognized
as an ordinary commodity and accordingly produced in
a market way. In his opinion, “only those currencies will
remain that will fulfil the functions of money best of all: to
serve as a means of payment and preserve their value over
time” [Hayek 1975, p. 5]. It seems that we are on the verge
of this reality because of the following.

The society had a need to create an entity similar to cash
only in the conditions of a new space. For example, if the
simple transfer of a note by one person to another when
calculating cash is indicative of the transfer of the value
determined by its value, and such a transfer does not
require any assurance by the third party, since these are
only two persons’ relations and nobody prevents them
from doing this transfer, then when translating electronic
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funds in order to carry out the transfer of value expressed
in electronic money from one person to another there is
a necessity to seek help from a third party (bank, non-
bank credit institution which on legal grounds acting as
an intermediary in relation to these two persons carrying
out transfers of electronic money, has the right under cer-
tain conditions to question the legality of such transfer
and to refuse to carry out the transfer of funds [§ 24 of
Article 14 of the Federal law “On the national payment
system” Ne161-FZ of 27.06.2011].

This example demonstrates that cash can be transferred
without any consent of the third party. This factor indi-
cates the unshakable control of such a transfer. And this
factor is fundamental for the development of the crypto-
currency, because it is also based on the mechanism of
inadmissibility of interference by the third party - control
on the one hand, anonymity and reality (genuineness) of
the very essence of the cryptocurrency on the other.

Another factor of popularity of the cryptocurrency is its
decentralization, unsettled activities of persons, issuing
cryptocurrency. In fact, everyone can issue their own
cryptocurrency. There is only a question of its market
competitiveness, the ability of the circulation and trust
of the community, the issue of an agreement on the one
hand, but of course the danger, insecurity on the other,
which needs legal regulation, and relations of such kind
in defence on legislative level.

Thus, if the cryptocurrency is recognized as money, in
the sense of the legislation of the Russian Federation, and
treated as an alternative monetary unit, then explicit pro-
hibition is clearly seen in relation to such an approach.
Accordingly, payment of goods and services with the
help of bitcoins and other cryptocurrencies in the terri-
tory of the Russian Federation is contrary to the current
legislation.

Cryptocurrency Is a Foreign Currency

The opinion that it is possible to equal the cryptocurren-
cy to foreign currency, have been repeatedly expressed
by the media. According to subparagraph 2) of Article
1 of the Federal Law No. 173-FZ of December 10, 2003
(as amended on July 18, 2017) “On Currency Regulation
and Currency Control” [Paragraph 24 of article 14 of the
Federal law “On the national payment system” Ne161-FZ
0f 27.06.2011] (hereinafter the “Law on Currency Regula-
tion”), the foreign currency is:

- token money in the form of banknotes, treasury
notes, coins in circulation and being a legal means
of cash payment in the territory of the relevant for-
eign state (group of foreign states), as well as have
been withdrawn or are withdrawn from circulation,
but subject to exchange the indicated banknotes;

- funds in bank accounts and in bank deposits in
monetary units of foreign states and international
monetary or settlement units.

From the above definition results that the nature of the
cryptocurrency is not covered by the term “foreign cur-
rency” because of the following:

1. The cryptocurrency is not materialized in form and
does not exist in cash. It is also not covered by the
second qualifying attribute, constituting “the rec-
ognition of the cash payment as the legal means”.
For the same simple reason, the absence of a cash
form, if one abstracts from the concept of “cash”
and considers from the point of view “means of
payment’, it is also seen that cryptocurrency cannot
be attributed to the concept of “foreign currency’,
because the territory of the Russian Federation is
OK (MK (ISO 4217) 003-97) 014-2000.

2. All-Russian Classifier of Currencies (app. by the
Resolution of the State Standard of Russia No. 405-
st of 25.12.2000) (ed. from 02.06.2016), according
to which the name of the country and territories
correspond to the currency of circulation, and,
respectively, there is no such in the indicated classi-
fier, there is no connection between the provisions
on cryptocurrency and the correlation of the latter
to any country.

3. If viewed through the prism of non-cash foreign
currency, according to the regime of existence,
cryptocurrency is not accumulated in different
bank accounts and deposits and is not covered by
the notion (concept) of international monetary
and settlement units’, since full decentralization is
established in respect of the cryptocurrency (the
absence of an external or internal administrator
in the network guaranteeing (conforming) the
correctness of system operations, including the
lack of ability to influence the transactions of sys-
tem participants. The reliability of transactions is

! International settlement unit, international counting currency —
artificial supranational currency, which was designed to measure in-
ternational claims and liabilities of payments between countries. It is
a form of world money.
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ensured in the network by Blockchain technology
(replicated distributed database - distributed reg-
istry technology), respectively, the equalization of
the cryptocurrency to foreign currency from the
point of view of the legal regime established by
the legislation with respect to foreign currency (by
regulations on currency regulation and currency
control) is legally incorrect.

Cryptocurrency Is Electronic Money

In accordance with subparagraph 18) of Article 3 of the
Federal Law No. 161-FZ of June 27, 2011 (as add. on July
18, 2017) “On the National Payment System”(hereinaf-
ter referred to as the “Payment System Act”), ‘electronic
funds’ are cash which was previously provided by one
person (the person who provided money) to another per-
son who takes into account information on the amount
of money provided without opening a bank account (to
an obligated person), for the fulfilment of the monetary
obligations of the person who had provided money, to the
third parties and in respect of which the persons and for
which the person who provided the money, has the right
to transfer the orders exclusively with the use of electronic
means of payment.

Electronic means of payment is a means and (or) a meth-
od that allows the client of the operator on money transfer
to draw up, certify and transfer orders for the purpose of
transferring funds within the framework of the applied
forms of non-cash payments with the use of information
and communication technologies, electronic media, in-
cluding payment cards, as well as other technical devices -
((item 19) of Article 3 of the Federal Law “On the Nation-
al Payment System”) [Federal law of 27.06.2011 N 161-FZ
(ed. 0f 18.07.2017) “On the national payment system”].

Electronic funds are the right of the owner of electron-
ic money to the operator of electronic funds about their
repayment (exchange for cash or non-cash money). Elec-
tronic funds are accounted for in a special virtual account
(“electronic purse”), while funds are reflected in the bank
account of the operator of electronic money due to which
(funds) all electronic funds, accounted by the operator of
electronic funds, will be paid off. One more detail - before
the transfer of electronic funds, it is supposed to be pre-
paid in cash or non-cash money. After that, it becomes
possible to make a payment - the operator of electronic
money transfers it to the recipient.

18

The transfer can be carried out both on the basis of the
order of the payer, and on the basis of the demand of the
recipient of funds. Electronic money is written off from
the virtual account of the payer and included into the re-
cipient’s virtual account. After the calculations, electronic
money can be transferred back to cash or non-cash form.
Electronic money is a means for settlements, the availabil-
ity of which is possible if there is money in the sense of
Article 140 of the Civil Code of the Russian Federation.

Cryptocurrency is not subject to the notion of electronic
funds, since it has a different mechanism of origin. The
emission of the cryptocurrency is carried out through
the decentralized emission. The intermediaries (any spe-
cial subjects, banks, clearing centres, etc.) do not need to
transfer it from one entity to another; there are no terri-
torial borders for translation; it is not possible to cancel
a transaction and there is a possibility of converting a fiat
currency?.

I suppose that the disclosure of the concept of “cryptocur-
rency” through the notion of “digital financial asset” is not
entirely good, because there is some misunderstanding in
the difference between such concepts as cryptocurrency
and digital assets. Although you can certainly argue that
each cryptocurrency is a digital asset in its essence. But
they differ in the way they are managed. There are many
differences between financial instruments. A digital asset
exists in binary format, i.e. binary files are opposed to text
files, while text files are a special case of binary files, so in
the broadest sense of the word, any file is suitable for the
definition of “a binary file”.

A digital asset can be placed anywhere - from movies to
documents and any other types of data. Any digital data
can be called “digital assets”, for example, a folder on
a computer desktop, since the data composing this asset
are stored on electronic media, on digital devices, includ-
ing computers, mobile devices, media players, etc.

And each cryptocurrency can be marked as a digital asset.
However, not every digital asset is a digital currency. An
excellent example of this is XRP, which many specialists
classify erroneously as cryptocurrency. This is a digital
resource stored in a distributed register, and it does not
work like a digital currency.

2 Fiat money (from Latin Fiat - the decree, “So mote it be”) is money;,
the nominal value of which is established and guaranteed by the state,
regardless of the value of the material from which the money is made,
or located in a bank’s depository (unsecured money).
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XRP in its case can only be used in the Ripple Consensus
Ledger®. Even in this case, the use of transactions in this
register is not obligatory. The value of a digital resource of-
ten depends on the organization which they are connect-
ed with. Higher demand for such an asset often increases
its value. However, the control of access and portability of
these assets is supported by individual companies.

The majority of cryptocurrencies are known for their
decentralized aspect, the security, contained in the very
essence of the underlying mathematical algorithm in it.
At the same time, cryptocurrency is characterized by
management of the exchange discreteness (manipula-
tion), which may not be typical for any other digital as-
set. Moreover, most cryptocurrencies have an offer limit,
while digital assets can in theory be created indefinitely,
if necessary. Obviously, these two types of values are
very different from each other, which should always be
considered.

Cryptocurrency is a Law of Obligations

The position that such a cryptocurrency as bitcoin is
a mandatory claim right arising on the basis of an agree-
ment between the participants of the corresponding
settlement system was expressed by the Doctor of Law,
Professor L. Novoselova. In support of her opinion, Pro-
fessor L. Novoselova classifies bitcoin as non-cash money,
insofar as bitcoin fulfils the function of money, its transfer
for the purpose of paying for goods, works and services
should be regarded as a final payment terminating the
monetary obligation by execution’ [Novoselova 2017].

According to the legal construction of the law of obliga-
tions, a relative legal relationship is such in which there
are specific participants bound to a certain conduct pur-
suing a property interest (as opposed to an absolute legal
relationship in which an indefinite number of persons are
opposed to the authorized person, for example, in prop-
erty relations, operational management) i.e. in obligatory
legal relations the obliged person always resists to the au-
thorized person.

* Ripple is a cryptocurrency platform for payment systems, focused
on operations with the exchange of currencies without refunds. Devel-
oped by Company Ripple. The consensus register (ledger) is a special
feature. The system was launched in 2012. The protocol supports “to-
kens” representing fiduciary money, cryptocurrency, exchange com-
modities or other objects. In its essence, Ripple is based on an open
divided database, uses the process of agreement. It allows to make an
exchange in a distributed process. The internal cryptocurrency of the
Ripple network is called XRP.

The fact is that when you acquire a cryptocurrency, you,
in fact, buy the right to use it, since the cryptocurrency
does not have a real form - it does not physically exist, and
all operations for buying and selling the cryptocurrency
are records of transactions that are stored in multiple
block chains (blockchain). That is, managing a crypto-
currency account, you manage as a matter of fact records
and keys, which are stored in a wallet. In itself, joining in
the platform and opening a digital wallet does not create
the obligations of participants in such a system to acquire
a cryptocurrency, i.e. the wallet can remain empty. After
acquiring cryptocurrency by the participants, the par-
ticipant does not have the obligations and the rights of
claims to other participants of the system. At the same
time, the participant treats as their own the cryptocurren-
cy accountable in the crypto purse, and the publicity and
the transparency of the data contained in the distributed
registry Blockchain ensures the relevance (fixity) of the
given property to the given participant in such a format
that does not allow violation by all other participants.

Such a construction of relations reminds something of the
principle of publicity in property law existing in German
law, which is realized either in the form of a record in the
land register (Grundbuch) (since only land plots are re-
lated to real estate here), or in the form provided for in §
929 BGB for the alienation of movable things “property
contract” (Einigung). This latter is based on the “principle
of abstraction” (Abstraktionsprinzip), or on the “principle
of division” (Trennungsgrundsatz) of two transactions -
the obligatory (Verpflichtungsgeschaft), which generates
the rights and obligations of its parties, and real, which
is essentially the fulfillment of the transaction obligation
(i.e. a kind of managerial transactions - Verfugungsges-
chafte). By virtue of the “principle of abstractness”, the
person who obtained the movable thing by the “property
contract” becomes its owner regardless of the validity of
the transaction obligation, and the actual possession of
the movable item is presumed as the owner’s possession
(compare paragraph 2 of § 854 BGB) [Bando, Bryukhoyv,
Valeeva 2016, p. 15].

I believe that the cryptocurrency cannot be attributed to
either obligatory (mandatory) or to proprietary rights,
since it is not fully covered by those legal regimes that
exist in property and obligatory law. The special regime
with respect to certain objects of civil rights in fact is es-
tablished not for the objects themselves, but for persons
who commit legally significant actions with them. But
different objects of civil rights in this capacity differ from
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each other precisely by their legal regime, as well as by
their physical or economic properties, the peculiarities of
such a regime being formed in the form of certain types of
property (civil) rights. An example here is the allocation
of non-cash funds and uncertified securities among other
objects of civil rights and the establishment of special le-
gal regulation.

Thus, in the absence of a special legal regime established
by law in respect to cryptocurrency, there will be attempts
to attribute it or to equate it with existing ones.

Analysis

After the analysis of the various sources it is possible to
define the notion (concept) of cryptocurrency in the fol-
lowing way - it is a digital (virtual) currency, the creation
and control of which are based on cryptographic methods
(mathematical algorithms), in respect of full decentraliza-
tion (absence of external or internal administrator in the
network guaranteeing (confirming) the correctness of the
operations of the system, including the lack of ability to
influence the transaction participants in the system). The
reliability of transactions is provided in the network by
the Blockchain technology (replicated distributed data-
base - technology of the distributed registry), algorithms
of which allow to combine the transactions in “blocks”
and add them into “chain” of the existing units to ensure
the stability of the base of the chain of transactions blocks
with the use of cryptography elements and consistent
hashing.* The continuity is ensured by the inclusion hash
sum of the previous block into the current block, which
does not alter the unit without changing the hashes in all
subsequent blocks. As a guarantee, mathematical calcula-
tions are a certain value of the physical world.

Thus, the cryptocurrency is a completely new object of
legal regulation, based on the fundamentally different
approaches, which require different legal regulation at the
national level and at the level of international legislation.
For this reason it will be necessary to define the conceptual
apparatus, to provide various legal regulations in respect
of the function performed by the cryptocurrency (for
example, the instability of the course of the cryptocurren-
cy has negative consequences for the purposes of its use
in the investment asset (for accumulation purposes), as
a unit of measurement and income generation, as there are
certain difficulties in the current cryptocurrencies in the

* Hashing is a mathematical transformation of information. Hash
algorithms are used to verify the integrity and authenticity of files.
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form of obtaining interest income, as far as at present the
yield of the cryptocurrency may come to the speculative
growth or the drop in value, the creation of conditions for
the competition of cryptocurrencies, legal grounds and
conditions and the organization of activities by mining
cryptocurrency, that is, the creation of rules protecting
both private legal interests and public legal interests that
ensure national security). In connection with this it will
be necessary to identify a subject and provide liability in
the event of a possible failure of the system, authorized or
unauthorized modification of the program code, as well
as the resulting consequences in the system and the pro-
cedure for eliminating them and restoring legal balance.

Cryptocurrency as an object of financial and legal regu-
lation requires the definition of the nature of the crypto-
currency in the financial and legal sense, for the purpose
of tax transactions, in connection with the use of crypto-
currency. It is necessary to consider that the approaches to
the tax-legal regulation of any economic activity in vari-
ous countries are not the same. The Internal Revenue Ser-
vice (IRS) considers bitcoin as a property for the purposes
of tax regulation, and not as a currency. Any transactions
using bitcoins are taxed in accordance with the principles
applied to property taxation. Thus, the owners of bitcoins
must inform the IRS about all their transactions. The US
tax residents who sell goods and services in exchange for
cryptocurrency are obliged to include the cost of the ob-
tained bitcoins in the annual tax return. It is calculated
on the basis of a fair market price in the US dollars at the
date of receipt (i.e. the exchange rate on that day). Cryp-
tocurrency is considered as a capital asset in the hands of
a taxpayer (similar to shares, bonds and other investment
instruments), so this obliges to consider profits and loss-
es when calculating the taxable base. The profit arises in
the case when the sale price in the US dollars exceeds the
adjusted purchase price. A loss arises when the sale price
is lower than the adjusted purchase price. Miners who
obtain bitcoins on their own equipment are also subject
to taxation. They are also obliged to include the fair mar-
ket value of the extracted cryptocurrency in their annual
gross income [Aryanova 2017].

In 2015, the European Court of Justice (the highest court
of the EU) ruled that operations in bitcoins are exempt
from value-added tax (VAT) in accordance with the reg-
ulations governing circulation of currencies, banknotes
and coins used as legal tender. Thus, according to the
Court, bitcoin is a currency, not a property. Although no
VAT is withheld when buying and selling bitcoins, other
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transactions may be taxed, for example, income tax or
capital gains tax.

I believe that at present it is difficult to determine which
tax policy in relation to the cryptocurrency will be chosen
by the legislator. Everything depends on the way by which
the cryptocurrency will be determined from the point of
view of fiscal interest in the legislation, if as “goods”, then
VAT will be taken, if as “income” - then personal income
tax and income tax. Further, it will be difficult to decide
the question of how it is supposed to be paid - a certain
tax only by ruble or by cryptocurrency, too. If we imagine
such an opportunity, it will be necessary to create con-
ditions for the creation and formation of crypto budget,
following the example of the gold and foreign exchange
reserve, which is formed from other assets, other than the
national currency, both in the form and in the economic
status and regime. Simultaneously with the definition of
the order of taxation of cryptocurrency, the questions
related to tax administration arise. Who and how will
collect information, how will the accumulation and secu-
rity of information be ensured, which will be considered
a violation of the legislation on taxes and fees.

Conclusion

The above analysis confirms that much work needs to be
done in a short time. The world does not stand still and at
present there are polar situations where, on the one hand,
rapidly developing information technologies are intro-
duced into all spheres of society and human life, on the
other hand, there is a lack of timely prepared legal mecha-
nisms, the delayed implementation of which can have the
opposite effect, when it is not the State that will manage the
system, but the system will manage the State, the creation
of a substance competing with the public order, through
the existence of parallel systems, which can lead to strong
competition and effective development, or vice versa to
its suspension. Mankind has always tried to understand
and to review the form and the role of money. We believe
that the task of today’s generation is to explain the need
and necessity to transform money into a crypto virtual
form. Accordingly, this cannot but affect the functioning

of public finances. Because of this, it causes moderniza-
tion of the legal regulation in the sphere of public finance.
A special place in the modernization of legal regulation
belongs to the rules of public financial law. It appears that
a large group of rules is being formed in the system of
public financial law, which are forming a complex of legal
institutions that are transformed into the sub-sector of the
public finance law - the issue law.
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TAX FAIRNESS AND CRYPTOCURRENCY

Abstract

Reluctance to pay taxes is a natural feature of man. Given
the above, it is not surprising that taxpayers are constant-
ly looking for all possible ways to avoid taxation. The
legislator, realizing the above, introduces a number of
regulations aimed at counteracting dishonest actions of
taxpayers. In the context of cryptocurrencies, these are in
particular solutions aimed at limiting anonymity in the
circulation of cryptocurrencies. The taxpayers, taking
advantage of the fact that trading in cryptocurrencies is
very specific, complicated and partially anonymous, try to
outsmart the tax authorities and pay no taxes on income
from such transactions. Also, the fact that until January
1, 2019, there was no regulation regarding the taxation
of cryptocurrencies, and the introduced regulation also
raises many doubts, does not encourage taxpayers to hon-
estly settle accounts with tax authorities. Tax authorities,
on the other hand, do not have the tools that would enable
them to counteract taxpayers’ dishonesty effectively, what
leads to the depletion of tax liabilities.

Keywords: anonymity, cryptocurrency, virtual currency,
tax evasion, tax fairness

Introduction

One of the most famous examples proving that taxes
should be paid is the case of the American gangster Al
Capone. The authorities were unable to prove him other
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offenses, thus accused and convicted him for avoiding
paying taxes. This problem remains valid today, as tax-
payers undertake all, not always lawful, actions aimed at
reducing taxation or its complete avoidance. This is also
an issue in the case of virtual currencies (cryptocurren-
cies), which due to their specificity, seem to taxpayers
to be a good way to avoid the payment of tax on income
derived from the paid disposal of virtual currencies. The
main aim of this article is to analyse the taxation of cryp-
tocurrencies in relation to tax fairness. The article uses
formal-dogmatic analysis and literature analysis.

Main part

J. J. Rousseau rightly claimed that “man is born free, and
everywhere is in a grip> Undoubtedly, the limitations
of freedom in the form of imposed taxes fall within the
scope of these grip about which the French philosopher
wrote. The property is subject to constitutional protection
because everyone has the right to it [Journal of Laws of
1997, no. 78, item 483]. This protection is equal for ev-
eryone, and the property itself may be limited only by law
and only to the extent that its essence is not affected. On
the other hand, according to Article 84 of the Constitution
of the Republic of Poland, “everyone is obliged to bear
public burdens and benefits, including taxes, specified in
the Act” [Journal of Laws of 1997, no. 78, item 483]. It is
not without a reason that tax law, apart from criminal law,
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is said to be the most detrimental to the freedom of the
individual.

One of the natural instincts of man, settled in his vital
sphere of the psyche, is a reluctance to pay taxes [Kosikow-
ski 2007, pp. 138-164]. The English satirist Jonathan Swift,
who lived in the 18™ century, claimed that “in tax matters,
two times two is sometimes not four, only one”. This is
due to the fact that high tariffs encourage smuggling and
high taxes encourage tax evasion. This rule, sometimes
called the tax multiplication table, is still valid today be-
cause the increase in tax is not always accompanied by
an increase in budget revenues [Gomulowicz, Maczynski
2016, p. 360]. According to A. Gomulowicz, “no tax sys-
tem has ever been, is not and will not be based on trust
in the taxpayer, and resistance to the implementation of
tax obligations will always be related to reluctance to pay
taxes” [Gomulowicz, Maczynski 2016, p. 375]. Even the
definition of tax contained in the Tax Code indicates one
of its most important features - coercion [Journal of Laws
of 2018, item 800, as amended]. This means that there is
a relationship of subordination between the entity obliged
to pay the tax and the entity that has the authority to im-
pose it. Rousseau pointed out that the word “tax is a slave
word”, therefore, the necessity of its payment arouses
resistance, and when it becomes nuisance, it even leads
to tax fraud [Kosikowski 2007, p. 251]. This resistance
occurs even when the taxpayer is aware of the need to pay
taxes.

Taxpayers make their own analysis and decide whether
and to what extent to avoid taxes by deliberately lowering
tax liabilities. They do so, considering the risk of control,
as well as the possibilities that arise from a possible escape
from the payment of tax. There are different types of tax
evasion, from the least harmful to the most serious. The
least harmful way to avoid taxation is to use programmes
and schemes according to their purpose, under the appli-
cable law. Tax abuse is another way to escape taxation. It
also involves the use of schemes based on legal provisions,
however, this use is inconsistent with these provisions.
Tax evasion is a criminal attempt to avoid payment of
tax by concealing or altering the facts. The most serious
way is tax fraud understood as criminal attempts using
extensive structures to avoid payment of tax or illegal tax
refund [Klonowska 2017, p. 17].

The phenomenon of tax avoidance is influenced by both
economic and psychological conditions. These factors are
interdependent because taxation meets the psychological
limit, where it comes to the fact that due to the excessive

tax burden, budget revenues are not realized in the in-
tended amount [Gomultowicz 2001, p. 82]. The actions
taken by the taxpayer to avoid tax, used in private life, are
generally considered unfair. If, however, they apply to the
state, they do not raise so many ethical objections. The
failure to punish taxes imposes on punishment [The fail-
ure to pay taxes results in penalties,] but does not burden
the conscience [Gomulowicz, Maczynski 2016, p. 361].
Undoubtedly, tax avoidance is also affected by the pro-
visions regarding possible liability and the possibility of
detecting perpetrators of such acts.

Already the Gospel of Matthew contains a very interest-
ing passage about the need to pay taxes. Disciples asked
Jesus if they should pay tax to the emperor or not. And
he, watching the denarius containing the image and the
imperial inscription, answered that they should render
to the Caesar what is Caesar’s, and to God, what is God’s
[The Bible, Matthew 12:12-17]. According to A. Gomuto-
wicz, the described scene presents the tax order of consci-
entiousness passed on by Jesus to his disciples [2010, p.
99]. It also displays that paying taxes is not only a strictly
fiscal issue but also an ethical and moral problem. Indi-
vidual attitudes of taxpayers (tax morality) towards tax-
ation are shaped in the evolutionary process taking place
within the framework of specific social, economic and
systemic conditions. In addition, they are conditioned by
cultural tradition (tax mentality). Tax mentality means an
attitude towards taxes represented by a social group that
the taxpayer identifies with and belongs to [Schmolders
1932]. There is a model of variables shaping the attitudes
of taxpayers towards taxation of income, which assumes
that the behaviour of the taxpayer depends largely on the
social group to which they belong. This is due to the fact
that the awareness of perception of people committing
the crime or fiscal offenses has a social character because
some views or behaviours are disseminated within a giv-
en community [Sztopmka 2002, p. 295]. A taxpayer who
has made a profit and loss analysis, considering social
premises, can get approval in a group that recognizes
tax evasion as a sign of cunning and resourcefulness
[Leonski 2013, p. 159]. Thus, tax mentality is an area of
social awareness that reflects the attitude towards civic
duty, which is the payment of taxes [Pasternak-Malicka
2013, p. 89]. Social awareness is one of the factors that
are crucial in the process of creating the law. In addition,
it is one of the main conditions for the effectiveness of
the law [Borucka-Arctowa 1980, p. 153]. In turn, tax
morality can be understood as an internal acceptance of
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a tax obligation or its absence, as well as an assessment
of attitudes towards compliance with or evasion of tax
obligations [Gomutowicz, Maczynski 2016, p. 370]. Mo-
rality, including tax morality, affects conscience, and thus
goes deeper than the constituted law, which deals with the
outside of the proceedings [Ziembinski 1980, p. 3]. This
means, therefore, that if taxpayers are obliged to pay tax,
they see a moral aspect in a correct manner and will pay
tax liabilities.

As previously indicated, taxpayers are looking for loop-
holes that avoid tax payment. The dishonest ones also use
the weaknesses of the state apparatus or new technological
solutions. The emergence of the first cryptocurrency - Bit-
coin in 2009 undoubtedly caused much confusion on the
financial market. Cryptocurrencies should be understood
as relations of nodes created in the peer to peer network,
which is assigned to the users’ portfolios [Kozlowska
2018, pp. 29-33]. By assumption, the functioning of cryp-
tocurrencies, otherwise known as virtual, cryptographic
or electronic currencies, was to be deprived of any ad-
ministrative control, independent of central banks, and
the course was to be shaped on the basis of market mech-
anisms. Cryptography was to be used to control emissions
and trade in virtual currencies. The process of creating the
value of the portfolios of users of most cryptocurrencies
is based on an encrypted electronic accounting system
while storing data about the status of virtual coins held.
Although virtual currencies are not generally accepted
as payment means, they are treated as money by many
network users. This is due to the fact that they fulfil the
payment function as a rule. They are also a medium of
exchange and a measure of value. In addition, they fulfil
the function of value retention and risk transfer to a great-
er extent than money [Dabrowska 2017, p. 55]. What is
more, cryptocurrencies can be traded and invested by
multiplying assets method. Exchange of cryptocurrencies
takes place mainly through the use of cryptocurrencies.
These exchanges are digital platforms that allow, by pub-
lishing users’ offers, exchange of virtual currencies into
fiat money or other virtual currencies.

Both the Act on Corporate Income Tax [Journal of Laws
of 2018, item 1036, as amended] and the Act on Person-
al Income Tax [Journal of Laws of 2018, item 1509, as
amended] refer to the understanding of the concept of
virtual currency contained in the Act on Prevention of
Money Laundering and Terrorist Financing [Journal of
Laws of 2018, item 723, as amended]. According to the
definition included in this Act, virtual currency means
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the digital representation of exchangeable values in the
course of trade on legal means of payment, accepted as
a medium of exchange, which can be electronically stored
or transferred or can be a subject to electronic commerce
that is not:

- legal tender issued by the National Bank of Poland,
foreign central banks or other public administra-
tion authorities,

- an international settlement unit established by an
international organization and accepted by indi-
vidual countries belonging to or co-operating with
that organization,

- electronic money within the meaning of the Act of
19 August 2011 on Payment Services,

- a financial instrument within the meaning of
the Act of July 29, 2005, on Trading in Financial
Instruments,

- a bill of exchange or a check [Journal of Laws of
2018, item 723, as amended, Article 2, paragraph
2, point 26].

Until 1 January 2019, there was no clear regulation in the
Polish legal system regarding the taxation of income de-
rived from cryptocurrencies. Taxpayers, bearing in mind
the guidelines included in the interpretations issued by
tax authorities, as well as the case law of administrative
courts and the doctrine, settled on general terms, treating
income from cryptocurrencies as income from the source
of revenues from copyright and other rights referred to in
Article 18 of the Act on Personal Income Tax [Journal of
Laws of 2018, item 1509, as amended]

It should be noted that as of January 1%, 2019, the act im-
plementing provisions regulating the taxation of income
from trading in virtual currencies entered into force. Ac-
cording to the newly introduced regulation, income gen-
erated by taxpayers who sell virtual currencies for a fee
is taxed at a 19% tax rate. In accordance with Article 22d
of the Act on Corporate Income Tax [Journal of Laws of
2018, item 1036, as amended] revenue from the disposal
of virtual currencies is: the difference achieved in the tax
year between the sum of revenues from virtual currency
exchange into the payment instrument, commodity, ser-
vice or property law other than the virtual currency or
from settling other liabilities with virtual currency and
the costs of obtaining this income. Similar regulation can
also be found in Article 30b paragraph 1 and 2 and Article
17 sec. 1f of the Act on Personal Income Tax. The costs of
obtaining revenues from the paid disposal of a virtual cur-
rency are documented expenses directly incurred for the
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acquisition of a virtual currency and costs related to the
sale of a virtual currency, including documented expenses
incurred for entities referred to in Article 2 paragraph 1
point 12 of the Act on Prevention of Money Laundering
and Terrorist Financing [Journal of Laws of 2018, item
723, as amended].

It should also be clarified that a taxpayer who obtains
income from the sale of virtual currencies is obliged to
demonstrate the income generated in a given tax year
from virtual currency trading in an annual tax declaration
“PIT-38” or “CIT-8” and to pay the calculated tax amount
without asking the authority. What is important, the in-
come from the paid disposal of virtual currencies is not
combined with other income (revenues) achieved by the
taxpayer.
Until recently, trading in cryptocurrencies, in particu-
lar, bitcoin, was considered almost anonymous [www.
cyfrowa.rp.pl/technologie/blockchain/11098-kryptow-
aluty-to-aktywa-przyszlosci-czy-zabawka-spekulantow
(access 23.04.2019)]. Currently, however, due to changes
in the European Union law and, consequently, also chang-
es in the Polish law, the anonymity of trading in crypto-
currencies is very limited. The first act in the Polish law
whose regulations directly affected virtual currencies,
including cryptocurrency, was the Act on Prevention of
Money Laundering and Terrorism Financing [Journal of
Laws of 2018, item 723, asamended]. The act indicated that
the so-called obligated institutions have numerous duties
related to disclosing entities with whom transactions are
made [www.rp.pl/Prawo-karne/304159914-Kryptow-
aluty-jako-przedmiot-regulacji.html (access 20.04.2019)].
The catalogue of obligated institutions includes entities
conducting business activity included in the provision of
services in the scope of:
1. exchanges between virtual currencies and means of
payment,
2. exchanges between virtual currencies,
brokering services referred to in point 1. or 2. or
4. keeping accounts understood as an electronic
collection of identification data providing autho-
rized persons with the possibility of using virtual
currency units, including transactions to exchange
them [www.orka.sejm.gov.pl/Druki8ka.nsf/0/
BF302BA32C809CC6C125822B00508505/%-
24File/2233-uzas.docx (access 25.04.2019)].
The purpose of the introduced act was to counteract
introducing legal means of payment of illicit sources
into the legal circulation [www.biznes.gazetaprawna.pl/

w

artykuly/1099679,anonimowosc-na-gieldach ~ kryptow-
alut.html. (access 23.04.2019)].

At this point, it should be noted that most cryptocur-
rencies are pseudonymous systems. Because they ensure
the transparency of transactions, but they do not allow
linking a specific person to a specific financial operation.
Currently, transactions based, for example, on Bitcoin -
one of the most popular cryptocurrencies - are not ful-
ly anonymous, as there are methods to effectively track
a person who trades bitcoins, for example by means
of tracking cookies or using heuristic analysis [www.
cseweb.ucsd.edu/~smeiklejohn/files/imc13.pdf  (access
30.03.2019)]. Nevertheless, in the case of a part of virtual
currencies, when an effort is made, a specific entity may
be able to trade in a cryptocurrency in such a way that
it will be very difficult to link virtual funds to a person.
[www.kryptoportal.pl/poradniki/localbitcoins-com-czy-
li-anonimowa-sprzedaz-kupno-kryptowalut-pomi-
nieciem-gield/?fbclid=IwAROdEiPXHHnigYRY VeBtEKI-
e3rdm9Vivs]Z3F8SWi8Rmquim-nhcniml-D4,  (access
28.03.2019)]. As a result of legal changes, the process of
limiting anonymity in the course of virtual currencies is
progressing. More and more exchanges of virtual curren-
cies require the verification of the buyer’s data. However,
this does not change the fact that there are still such ex-
changes which do not require such verification.

Despite the indicated legal changes aiming at increasing
the transparency of trade in cryptocurrencies, there are
still many factors that make taxpayers decide not to tax in-
come derived from the paid disposal of virtual currencies.
One of the factors conducive to maintain anonymity is the
ability to share investment portfolios and the multiplicity
of transactions. The above makes it difficult to identify
the entity that rotates cryptocurrencies. At this point, it
should be noted that the indicated number of transac-
tions is primarily due to the specificity of trading in cryp-
tocurrencies. The lack of central authorities managing
cryptocurrencies also favours anonymity. Another factor
hindering the identification of entities trading virtual
currencies is the possibility of selling cryptocurrencies
without having bank accounts. This is possible, for exam-
ple, with the help of specially designed devices - bitomats.
With bitomats, it is possible to exchange bitcoins directly
into cash. In practice, on a display of a bitomat appears
QR CODE which should be scanned and which sends
bitcoins to the given address. Then we receive the transac-
tion number, and at the same time, a bar code is printed
allowing for later payment. Next, we need to wait for the
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confirmation from the network and scan the bar code or
enter the transaction number manually. The last step is
to collect cash and to confirm the transaction. Exchange
of a virtual currency directly into cash, excluding a bank
account, also allows, for example, LocalBitcoins start-up,
whose aim is to facilitate anonymous virtual currency
trading by residents of a given region or country in which
it operates. The exchange of virtual currency for cash takes
place directly to the hands of the persons exchanging it
[www.kryptoportal.pl/poradniki/localbitcoins-com-czy-
li-anonimowa-sprzedaz-kupno-kryptowalut-pomi-
nieciem-gield/?fbclid=IwAROdEiPXHHnigYRY VeBtEKI-
e3rdm9Vivs]Z3F8SWi8Rmquim-nhcniml-D4,  (access
28.03.2019)].

All these factors make it difficult to detect and reach such
transactions by competent tax authorities. Hence, some
taxpayers, in the hope of avoiding the need to pay tax, do
not show income derived from cryptocurrencies in a tax
declaration. It is said that it is not the severity of the pun-
ishment that deters offenders, but the detection of crimes.
It can be similar in the case of trading in kleptocats. As
long as there are ways to even partially anonymous trad-
ing in cryptocurrencies, taxpayers will take measures to
avoid taxation. Both the EU and Polish legislators intro-
duce a number of solutions to reduce the phenomenon
of tax avoidance. One of such methods is, for example,
setting limits on daily payments made using bitomats,
or the need to authorize transactions with a fingerprint.
However, given the high level of technological develop-
ment of cryptocurrencies and the lack of exposure to the
problem by many authorities, this may take some time.

Of course, all the aforementioned factors facilitating the
taxpayer’s concealment of the income obtained from the
sale of cryptocurrencies will not be relevant if the taxpayer
purchases significantly in excess of their declared income.
Then, tax authorities may initiate proceedings regarding
income from undisclosed sources of income. However, in
a situation when a taxpayer does not make purchases that
exceed their declared financial capacities, or if no “benev-
olent” taxpayer will facilitate the tax authorities’ work and
reports on a taxpayer’s income not covered by disclosed
sources or income from undisclosed sources, tax authori-
ties have very difficult tasks.

Incidentally, it should be mentioned that in addition to
the abovementioned factors to honestly account for rev-
enues generated by cryptocurrencies there are also such
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problems which do not encourage taxpayers. In the case
of business activity, losses incurred from cryptocurrencies
cannot be offset by revenues from other activities. Also,
costs incurred in connection with cryptocurrencies will
have to be separated from other costs.

In addition, income obtained from cryptocurrencies will
be included in the so-called tribute to solidarity, i.e. if the
income from the sale of cryptocurrencies exceeds PLN 1
million, then a taxpayer will have to pay an additional 4%
on the obtained income.

Conclusion

Due to the fact that until 1* January 2019 there had not
been regulations governing the taxation of income from
virtual currencies, taxpayers had many doubts as to the
correct taxation of such income. Trading in virtual cur-
rencies is still largely anonymous, as tax authorities have
basically no tools to detect it. What is more, taxpayers
are by nature not willing to pay taxes. The above circum-
stances result in the fact that taxpayers undertake activi-
ties aimed at avoiding the taxation of income obtained on
this account, which in turn leads to the depletion of tax
liabilities. It is also worth noting that the tax office cannot
ascertain what the real scale of such an action is. A dis-
honest taxpayer may avoid fiscal penal liability up to the
point where they reveal themselves, for example through
reckless shopping, which, given their official income, they
cannot afford, or if someone “benevolent” facilitates the
matter and reports the improved taxpayer’s financial sit-
uation, which is not covered by the disclosed sources of
income.
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CRYPTOCURRENCIES AS A GENERIC OBJECT OF CRIME

IN POLISH CRIMINAL LAW

Abstract

The presented study is devoted to the possibility of rec-
ognizing cryptocurrencies as the object of an offense
under Polish criminal law. The Author of the study firstly
explained what the object of the crime is under Polish
criminal law. Then - focused on the issues of defining
cryptocurrencies in the criminal law doctrine, as well as
in legal acts that apply to the issue of virtual currency. The
study also contains considerations regarding the possibil-
ity of including crypto-currencies in the generic object of
crimes penalized in particular chapters of the Polish Penal
Code of 1997. The aim of the study is not to identify spe-
cific crimes whose cryptocurrencies may be the subject,
but to show the issues related to determining what cryp-
tocurrencies are and with which types of crimes they may
be related to, as well as emphasizing the problem of the
lack of definition of cryptocurrencies in Polish criminal
law and the consequences of this lack for the possibility of
proper application of the provisions with regard to cryp-
tocurrencies. Several solutions to the abovementioned
problems have also been proposed.

Keywords: cryptocurrencies, generic object of crime, vir-
tual currency

Introduction

The concept on the functioning of cryptocurrencies in
general was first introduced to the world in the document
called Manifesto [Nakamoto 2009, pp. 1-3], according to
which: “A full-fledged version of electronic money based
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on a peer-to-peer network communication model would
allow sending online payments directly from one entity to
another without the need for transaction flow by financial
institutions”. For both doctrine and case law, the ques-
tion of the definition of a virtual currency is extremely
important.

The references in which the concept of cryptocurrencies
is mentioned can be found in the European Parliament’s
Resolution of 26 May 2016 on virtual currencies. This act
treats cryptocurrencies as a form of “digital cash”. It de-
scribes the meaning of cryptocurrencies as digital deter-
minants of values that are not related to fiduciary curren-
cy and are accepted by entities that use them as a means of
payment. In the mentioned Resolution, it was also noted
that cryptocurrencies may be transferred, sold or stored
electronically.

A slightly older definition of virtual currency can also be
found in the publication from 2015 titled “Virtual Cur-
rency Schemes - and further analysis”. The author of the
publication is the European Central Bank. In this publi-
cation, virtual currency is understood as a digital repre-
sentation of a value not issued by a central bank, credit
institution or electronic money institution, which may, in
certain circumstances, be used as an alternative to money.

This study aims to get answers to two extensive questions.
First of all, what is the state of defining the concept of
cryptocurrencies on the basis of legal acts and the doc-
trine of Polish criminal law? Secondly, can cryptocurren-
cies be a generic object of crime in Polish criminal law,
and if so, what types of crime are they the subject of?
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The object of crime in Polish criminal law

This part of considerations should start with explaining
the fundamental issue - what is the object of the crime
according to Polish law and what are its types. The object
of crime is a legal good subject to simultaneous protection
by criminal provisions (the so-called subject of protec-
tion), as well as an attack by the perpetrator of the coup
(the so-called subject of the coup). In the case of the sub-
ject of protection, the protective function of the criminal
law provision is emphasized. In the case of the object of
the coup, the offender or the threat of legal good from the
perpetrator is emphasized [Blaszczyk, Zientara 2015, p.
45].

L. Gardocki [2019, pp. 90-93] distinguishes the following
meanings of the subject of the offense: general (all values
subject to legal protection), as a generic subject (value
subject to protection under certain sets of regulations
(determines the taxonomy of the special part of criminal
law), as a direct (value subject to protection under a spe-
cific provision of the Act).

Contemporary science of criminal law, despite constant
attempts in this direction, failed to create one definition, as
transparent as the definition of legal good, and thus reach
agreement as to its actual usefulness, as a determinant of
the content and limits of lawful regulations [Gruszecka
2008, pp. 140-143]. A legal good is a term used in jurispru-
dence signifying material or non-material good, which is
positively socially valued and therefore protected by law.
The legal goods will be, among others: objects (e.g. public
buildings, infrastructure serving a local community or at
least a part of it), values (e.g. freedom, which is one of the
highest esteemed values in the Western civilization), ideas
(e.g. idea of a democratic state of law that is guaranteed in
many countries by their highest rights (constitutions, stat-
utes)) and social relations (e,g. patriarchalism) [Gardocki
2019, pp. 90-93].

The correct definition of the subject of protection of a pro-
hibited act is important for the interpretation of the signs
of a given offense. There is no criminal provision that has
not been established to protect the legal good [Tyburcy
2017, pp. 93-95).

Legal goods are non-criminal references in criminal law,
the protection of which justifies state interventions (in the
form of public law norms and the state apparatus that en-
force it) in social relations. At the same time, legal goods
perform a delimiting function (delimiting the border)
of state interference [Citowicz 2006, p.19]. Therefore, it

results from the fact that the state may interfere, in the
form of criminal laws, only in places where legal goods
are in danger.

The legal definition of cryptocurrencies in
Polish criminal law

According to G. Sobiecki [2015, pp. 155-157], although
Bitcoin (and other cryptocurrencies) is a category un-
precedented, it seems that the existing Polish law is largely
prepared for the adoption of this new phenomenon. At
the beginning of this part of considerations, it should be
noted, however, that the Polish legislator quite recently
decided to define what virtual currencies are. Such a defi-
nition can be found in article 2 point 26 of the Act on
Counteracting Money Laundering and Terrorist Financ-
ing of 1 March 2018 (this act came into force on 13 July
2018). This definition is structured in an interesting way.

In the first place, cryptocurrencies are defined there as
a digital representation of values. Then, in this definition,
it is mentioned in the points that this “mapping of values”
is not. At the end of the definition, it is indicated that the
virtual currency is dealt with when this “mapping of val-
ues’, which is not one of the enumerations mentioned in
the definition of things - is exchangeable in the course of
trade for legal means of payment and accepted as a medi-
um of exchange, and it can also be electronically stored or
transferred or it can be subject to e-commerce. However,
it should be emphasized that the virtual currency on the
basis of the aforementioned Act is not:

- legal tender issued by the NBP, foreign central
banks or other public administration bodies,

- an international settlement unit established by an
international organization and accepted by indi-
vidual countries belonging to or co-operating with
this organization,

- electronic money within the meaning of the Act
of 19 August 2011 on Payment Services [article
2-point 10a],

- a financial instrument within the meaning of the
Act of 29 July 2005 on Trading in Financial Instru-
ments [article 2 paragraph 1],

- bill of exchange or check.

The Polish legislator here decided to introduce a rather
extensive and interesting in construction definition of
the virtual currency. However, it should be noted that
the abovementioned legal definition can be found in the
text of a specific act and this act only. It was not placed by
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the legislator in other criminal law acts, and in particular
there is no such definition in article 115 of the currently
binding Penal Code of 1997.

The following conclusion results from the above consid-
erations - the existing definition of virtual currencies is
a legal definition. The legal definition is in the case when
the legislator gives a specific meaning to the words or
their groups used in a given normative act. They apply
in the interpretation of this act before other definitions.
However, they do not gain widespread significance and
are subject to general rules of assessment outside the
scope of a given normative act [Smoktunowicz 2005, p.
120]. Therefore, when analyzing the provisions of the par-
ticular Penal Code with reference to cryptocurrencies as
a possible genetic item of crimes, it should be stated that
there is a significant interpretation problem due to the
lack of such definition.

Despite this, we can also at least partially answer, at this
stage, one of the questions asked in the introduction.
Cryptocurrencies can certainly become the object of an
offense under Polish criminal law. Literally, they have
been listed and defined in the Act on Counteracting Mon-
ey Laundering and Terrorism Financing. The question
then remains whether this is the only crime in the Polish
criminal law, which cryptocurrencies may be the object
of. Looking literally, it would seem that yes, since no other
statute penalizing forbidden acts mentions crypts in the
description of particular crimes. However, it would also
be an exaggerated simplification of legal reality.

Cryptocurrencies in the definitions of the
doctrine of Polish criminal law

It is obvious that when interpreting legal norms, doctrine
and judisprudence try to overcome any definitional gaps,
and so the doctrinal definitions of cryptocurrencies exist
in legal reality as much as possible.

According to M. Kusaj [2016, p. 4], cryptocurrency is
a modern electronic means of payment that uses cryp-
tography to secure transactions and create new units. Its
popularity is increasing day by day, and trading on digital
currency exchanges is about 25 million dollars per day.
This author also indicates the basic differences between
cryptocurrencies and traditional currencies, such as:
lack of a central issuer, the fact that cryptocurrencies are
“extracted” and arise as a result of network activity using
a mathematical script based on the so-called proof of
performed activities or anonymity of transactions made
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with the help of cryptocurrency. No one except the owner
has access to such transactions. The lack of central ad-
ministration is also characteristic there [www.mfiles.pl/
pl/index.php/Kryptowaluta (access 25.03.2019)].

Cryptocurrencies are also defined as contractual units of
participation in a distributed accounting system based on
cryptography which “without a centralized issuer or an
institution controlling their turnover and independent
consumer value constitute a contractual measure between
parties to a given legal relationship of liabilities of such
value as they are ready to give entities accepting the possi-
bility of cessation of liabilities by cryptocurrencies. Thus,
the only function of cryptocurrencies is the function of
a conventional medium for the exchange of monetary
value” [Judgment of TS of 22/10/2015, C-264/14, Legalis].

As G. Sobiecki argues [2015, p. 156], it is not necessary to
define a new crime specific to bitcoins. Although it can-
not be classified as a crime against trading in money and
securities, unlawful acts relating to bitcoin fall into the
group of crimes against property. However, J. Czarnecki
(2015, pp. 144-163], draws attention to the imbalance
between the protection of traditional money user and
bitcoin user protection, since bitcoins are often used in
a similar economic function as traditional money and are
a carrier of value.

Cryptocurrencies as a generic object of
offenses from the special part of the Penal
Code of 6 June 1997

At the outset of this part of the article, it should be noted
again that the Polish Penal Code of 1997 lacks the legal
definition of cryptocurrency. However, due to definitions
given in the doctrine, it is worth considering which types
of crimes cryptocurrencies may become. Considering the
foregoing considerations, it is undisputed that cryptocur-
rencies may become the subject of an offense under Polish
criminal law.
The current Penal Code of 1997 distinguishes the follow-
ing types of crimes:
- crimes against peace, humanity and war crimes
(Chapter XVI),
- crimes against the Republic of Poland (Chapter
XVII),
- crimes against defense (Chapter XVIII),
- crimes against life and health (Chapter XIX),
- crimes against general security (Chapter XX),
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- crimes against communication security (Chapter
XXI),

- environmental crime (Chapter XXII),

- crimes against freedom (Chapter XXIII),

- crimes against the freedom of conscience and reli-
gion (Chapter XXIV),

- crimes against sexual freedom and decency (Chap-
ter XXV),

- crimes against family and care (Chapter XXVI),

- crimes against honor and physical integrity (Chap-
ter XXVII),

- crimes against the rights of persons engaged in
gainful employment (Chapter XXVTII),

- offenses against the activities of state institutions
and local self-government (Chapter XXIX),

- crimes against the administration of justice (Chap-
ter XXX),

- crimes against elections and a referendum (Chap-
ter XXXI),

- crimes against public order (Chapter XXXII),

- crimes against protection of information (Chapter
XXXIII),

- offenses against the credibility of documents
(Chapter XXXIV),

- crimes against property (Chapter XXXV),

- crimes against economic turnover (Chapter
XXXVI),

- crimes against trading in money and securities
(Chapter XXXVII).

First of all, it should be noted that the cursory analysis of
the titles of individual chapters of the Special Part of the
Penal Code of 1997 allows the elimination of those groups
of crimes in which cryptocurrencies can certainly not be
subject to protection or assault. I am talking here primar-
ily about crimes against life and health, family and care,
or crimes against defense or security in communication,
elections and referendum or justice.

In the above list of types of crimes penalized in the cur-
rently valid Penal Code, regular font indicates the types of
crimes, for which it can undoubtedly be concluded that
cryptocurrencies are not their subject. The font in bold
shows the types of crimes which, in the opinion of the Au-
thor of this study, raise the most doubts in the doctrine.
Therefore, the issues related to these crimes are discussed
below. Due to the need to maintain the appropriate size of
this study - the issues are discussed in the most condensed
form considering the most important issues.

Cryptocurrencies as a generic object
of crimes against the credibility of
documents

In this thread of considerations, reference should be made
to the legal definition of a document contained in article
115§ 14 of the Polish Penal Code. It states that a document
is any object or other recorded medium of information
with which a certain right is associated, or which, because
of the content included therein, is evidence of law, legal
relationship or circumstances having legal significance.

The basic seems to be the statement that cryptocurrencies
are not objects because of their immaterial and intangible
size. As J. Liberadzki rightly pointed out [2018, p. 11]:
“Bitcoin cannot be regarded as a carrier of information,
because Bitcoin is information itself”. This statement can
therefore be applied to cryptocurrencies in general and
on this basis the only possible conclusion can be drawn
that cryptocurrencies are not documents pursuant to the
Penal Code. Thus, it should be concluded that cryptocur-
rencies cannot be a generic object of crimes against the
credibility of documents.

According to P. Opitek [2017, pp. 47-48], however, in the
case of contact with a data carrier containing a record of
digital values concerning cryptocurrency - this carrier
could in turn be considered as a document according to
the above mentioned legal definition.

Cryptocurrencies as a generic object of
crimes against trading in money and
securities

In this part of considerations, the starting point should be
to present the definition of money and security in order
to verify whether they coincide with the definition of the
concept of cryptocurrencies.

It is true that the Penal Code in Article 115 does not pro-
vide the legal definition of money. This may result from
the difficulty of formulating its unambiguous definition
due to the complexity of this concept, both in legal and
economic terms [Nowak-Far 2011, p. 33]. Money, how-
ever, is undoubtedly the means by which all kinds of
transactions can be made. And so, the means of payment.
Economists distinguish at least three basic functions of
money: the means of circulation, the means of thesauri-
sation and the measure of value [https://www.nbportal.
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pl/wiedza/artykuly/pieniadz/pieniadz-i-jego-znaczenia
(access 01.04.2019)].

According to A. Marek [2010, pp. 660-661] under the
Polish Penal Code money should be understood as mon-
ey (banknotes, coins) in the legal tender and withdrawn
from circulation, but subject to exchange. Money is also
foreign currency, electronic money and non-cash money.

On the basis of definitional considerations on the subject
of cryptocurrencies, it should also be noted that the no-
tion of electronic money and virtual money must not be
equated [Chrabonszczewska 2013, p. 56]. Electronic mon-
ey, according to the EU Directive of 2009, is a “monetary

Tab. 1. Electronic money and virtual money

value representing in accordance with the intention of the
issuer: the possibility of electronic storage, issued on the
basis of the inflow of funds in an amount not less than the
value of the currency issued and accepted as a means of
payment by entities other than the issuer “[Art. 2 point 2
of Directive 2009/110 / EC of the European Parliament
and of the Council of 16 September 2009 on the taking up
and pursuit of electronic money institutions and pruden-
tial supervision over their activities, amending Directives
2005/60 / EC and 2006/48 / EC and repealing Directive
2000/46 / EC]. The basic differences are presented in Ta-
ble 1.

Specification

Electronic money

Virtual money

Form of money

digital

digital

Value measure

traditional currency with a legal

status (euro, dollar, pound)

new currencies (BTC, Linden Dollar) without
legal status

Acceptance by other entities that the issuer usually through virtual community
Legal status regulated unregulated
Issuer legally established financial electronic non-financial private company
nstitution
Money supply specified it is not fixed (depends on the decision
of issuers)
The opportunity to buy back funds guaranteed non-guaranteed
Supervision no
Type of risk mainly operational legal, credit and liquidity and operational

Source: Virtual Currency Schemes, European Central Bank. Eurosystem [online], www.ecb.europa.eu/pub/pdf/other/

virtualcurrencyschemesen.pdf, access as of 25 March 2019.

It distinguishes cryptocurrencies from the traditional cur-
rency mainly due to the lack of a central issuer and a body
supervising the course of this “currency”. In the network
of users of the network, virtual currencies are treated as
money, because they basically meet all its features. First
of all, they fulfill the payment function. In addition, they
are a means of exchange and a measure of value, and to
a much greater extent than money - a function of storing
value and transferring risk [Gruszecki 2004, p. 70 and
Dabrowska 2017, pp. 54-55].

In turn, a valuable document is a document with which
a property right is related so closely that its implementa-
tion can only take place by presenting or issuing this doc-
ument. The essence of a security is marketability. Thanks
to the direct connection of property law with the docu-
ment, the transfer of the right takes place with the trans-
fer of paper [https://www.nbportal.pl/wiedza/artykuly/

32

na-poczatek/papiery_warosciowe (access 01.04.2019)].
The most common types of securities are shares, bonds
and promissory notes. However, as already indicated
above, cryptocurrencies are not themselves documents,
so they are not securities.

However, it is worth recalling the verdict of the Supreme
Administrative Court of March 6, 2018 [II FSK 488/16] re-
ferring to considerations regarding the understanding of
bitcoin (and, more broadly, cryptocurrencies in general)
as money. In the justification the Supreme Administrative
Court stated: “pursuant to art. 227 par. 1 of the Constitu-
tion of the Republic of Poland the exclusive right to issue
money is vested in the National Bank of Poland. In turn,
art. 31 and art. 32 of the Act on the NBP stipulates that the
Polish banknotes are banknotes and coins for zlotys and
pennies. In contrast, payment marks issued by the NBP
are legal means of payment in the territory of the Republic
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of Poland. There is no doubt that the central bank, which
is the NBP in the Republic of Poland, has a statutory mo-
nopoly on money issuance. Bitcoin also does not meet the
conditions to be considered electronic money within the
meaning of the Payment Services Act. Bitcoin is therefore
not a common form of money, as it is not entitled to legal
tender in the light of the current legal order. The legislator
does not send the right to release everyone, and therefore
‘erga omnes, from any obligations. Thus, a cryptocurren-
cy may be a measure of value other than money, a means
of accumulation and savings, or a means of circulation or
payment”.

Cryptocurrencies as a generic object of
crimes against property

In the Penal Code of 1997, there is no definition of a legal
concept of property, which is the object of protection in
the case of crimes punishable in Chapter XXXV of the
same Code. Property defined as property and other prop-
erty rights is based on the Polish Civil Code (Article 44).
The Penal Code operates with the concept of ‘property
of great and substantial value’ In the case of certain torts
committed on such property, the punishment is tightened
(Articles 115 § 5 and 6). Therefore, it should be stated
that in the case of crimes against property, the legislator
seeks to protect the possession and, above all, ownership
of property and other property rights. Thus, in order to be
able to determine whether cryptocurrencies may be the
object of this group of crimes, an attempt should be made
to determine whether cryptocurrencies can be considered
as a property or property right.

It should be noted here, of course, that the possible fact of
finding that cryptocurrencies may be subject to offenses
against property can absolutely not be regarded as tan-
tamount to stating that cryptocurrencies may be subject
to any crime of this kind. Only an in-depth analysis of
the features of a given offense leads to the conclusion that
a law that penalizes certain behavior is or is not applicable
to acts committed in the virtual world [Jagiello 2014, p.
86] in connection with cryptocurrencies. Therefore, it is
necessary to make the analysis with particular diligence
[Czaplicki 2017, p. 42]. The solution could be to extend
the scope of the regulations. However, it is primarily the
will of the legislator that would involve a possible amend-
ment of a given regulation.

The concept of things is defined in Article 115 § 9 of the
Penal Code. A movable or subject-matter under this

provision is also Polish or foreign currency or other means
of payment, a cash credited to the invoice and a document
entitling to receive a sum of money or including an obli-
gation to pay principal, interest, share in profits or declare
participation in the company.

Cryptograms, as it was mentioned earlier in this study, are
indicated as part of cyberspace and have no material form
that, for example, could be touched. Also, in the earlier
part of the study, definitional problems appearing in the
case of determining whether cryptocurrencies can be
treated as money or documents have already been indi-
cated. Inasmuch as in the case of documents it can be stat-
ed that cryptocurrencies are not documents themselves,
the matter of understanding them as a means of payment,
money or a measure of values raises controversies both
in doctrine and jurisprudence and remains a contentious
issue [Liberadzki 2018, pp. 11-12].

However, it is worth recalling the verdict of the Supreme
Administrative Court of 6™ March 2018 [II FSK 488/16]
referring to considerations regarding the understanding
of bitcoin (and, more broadly, cryptocurrency in gener-
al) as property rights. In the justification of the verdict,
the Supreme Administrative Court stated the following:
“In the practice of civil law relations, bitcoin is a type of
property within the meaning of art. 45 Civil Code.”. Thus,
it leads to the conclusion that cryptocurrencies may be an
element of property, and thus could be the object of some
crimes under Section XXXV of the Penal Code of 1997.

Conclusions

The issue of cryptocurrencies as an object of crime is
extremely complicated. The Author of this paper, while
working on it, faced many difficulties related to the sys-
tematization of doctrinal positions regarding the under-
standing and definition of cryptocurrencies. Due to the
requirement to maintain an appropriate volume of the
study, many detailed issues have not been fully discussed.

Observing the number of positions of the representatives
of the doctrine, analyzing the jurisprudence and argu-
ments of practitioners and theoreticians of law - the first
conclusion seems to be that such a situation should not
continue. Of course, it is not easy for legislators - not only
Polish but also legislators from other countries - to incor-
porate the rapidly changing world and technologies that
are speeding ahead into the legal framework. This does
not mean that due to the difficulties, the problem should
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be left with the quiet hope that the doctrine will manage
it one day.

According to the Author of this study, it is worth con-
sidering an attempt to statutorily define cryptocurrency.
The Author of the study has several ideas for solving this
situation. First of all - to create a definition of cryptocur-
rencies, which would not stand only for the purposes of
a specific law, but a definition of a codex rank, to which
other criminal laws would refer through the provisions
contained there. The Author here means the introduction
of a legal definition of cryptocurrency to the content of
Article 115 of the Penal Code of 1997.

Another solution could be to create a separate act regu-
lating the definition of cryptocurrencies and other issues
related to them, which would constitute a ‘lex specia-
lis’ in relation to other laws (including the definition of
cryptocurrencies). The last solution, which the Author of
this paper still sees, could be the change of a part of the
regulations in the Special Part of the 1997 Penal Code,
namely the introduction of a literal record that in the case
of a given offense may also involve cryptocurrencies.

The use of the proposed solutions would certainly result
in reducing doubts regarding the issue under discus-
sion. The Author of this study is aware of the difficulties
associated with the definition of cryptocurrencies, their
multitude and the difficulty of creating a unified exact
definition, but is also convinced that even a more general
definition would already improve the interpretation of the
phenomenon.

The best solution in the opinion of the Author of the study
would be the last of the presented solutions, although it
could be considered as an ad hoc operation, “treatment of
symptoms”. The most difficult solution, according to the
Author, would be to take the second solution - to create
a comprehensive act on cryptocurrencies, but it would
undoubtedly be the best solution in the long run.
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EFFECTIVE DEVELOPMENT PROCESS OF THE STATE

FINANCIAL CONTROL IN RUSSIA

Abstract

The subject of the research is the development process of
the state financial control in Russia. The research meth-
odology consisted of a legalistic, analytical methods and
a systematic approach.

Keywords: state financial control, standards of internal
state financial control, interbudgetary transfers, budget-
ary coercive measures, amounts of illegally used budget
funds

Introduction

The article examines the main and most current trends
in the development of the state financial control in the
Russian Federation. The main trend is aimed at tightening
the state financial control, with the purpose of strength-
ening financial and budget discipline, and consequently,
improving public finances management.

Main part
Let us consider the main trends in the state financial con-
trol development in Russia.

It is proposed to expand the scope of state financial con-
trol, namely, to empower state financial control bodies
with powers to control the compliance with the provisions
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of the laws (acts) defining the expenditure obligations of
the relevant public law entities, i.e.:

To detail the objects of control, i.e., to give the bodies of
external and internal financial control additional powers
to effectuate control of budget funds recipients. For exam-
ple, the Accounts Chamber of the Russian Federation and
the Federal Treasury will control subjects of the Russian
Federation in the case of interbudgetary transfers, budget
credits, other funds provided from the federal budget to
the budgets of the subjects, as well as municipalities, in
the case of interbudgetary transfers to subjects from the
federal budget in order to co-finance the expenditure
commitments of the region for providing interbudgetary
transfers to the municipalities.

To create effective federal standards system of internal
state financial control.

The Russian government will be empowered to approve
federal standards of internal state financial control. The
creation of federal standards system is aimed at consol-
idating uniform principles and grounds for exercising
control activities, as well as the procedure for pretrial
appeal of control bodies acts, internal quality control of
state financial control, extension of the period for execut-
ing warnings and orders.

In turn, the specifics of the control activities implemen-
tation of a specific internal state financial control body

Annual Center Review 2019-2020 no. 12-13



will be approved by the authorized organ of the relevant
public law entity.

The Russian Ministry of Finance approved by its Order
of 03.10.2018 N 203n the first standard of internal state
financial control - the Standard for implementation of the
internal state financial control by the Federal Treasury
“Verification of granting subsidies from the federal bud-
get to federal budget and autonomous institutions and
(or) their use”.

This standard defined the procedure for the formation of
a list of major issues to be checked during the verifica-
tion of subsidies granting from federal budget to federal
budgetary and autonomous institutions as well as their
use by these institutions, the questions of control imple-
mentation of actions during the verification, and also the
registration and realization of its results.

The state standards enactment is aimed, among other
things, at unifying the regulatory framework of the state
financial control system, increasing the control bodies
efficiency, introducing risk-oriented approaches in plan-
ning their activities and eliminating powers duplication of
external and internal state financial control bodies.

The following direction of development is the improve-
ment of implementing procedure of the state financial
control results.

This direction will be realized, first of all, through the
improvement of applying budgetary coercive measures
procedure and formation of warnings and orders issued
by the internal state financial control bodies. It should be
noted that the application of budgetary coercive measures
procedure has already been partially updated. Financial
authorities now make decisions not only on the applica-
tion of budgetary coercive measures or the decision to
refuse to apply them, but also decisions on their modifi-
cation and abolition.

It is proposed to vest the governing bodies of state ex-
tra-budgetary funds with the decision-making powers on
the application of budgetary coercive measures when us-
ing the means of the corresponding state extra-budgetary
funds. In turn, it is planned to empower financial bodies
with the authority to apply budgetary coercive measures
in relation to state extra-budgetary funds, in case of viola-
tion by them the spending goals and conditions of inter-
budgetary transfers provided to them.

It is necessary to note the fact that the problem of the defi-
nition of the concept “damage caused to public law entity”
is very acute.

Due to the fact that in the Russian legislation this term is
not defined, the approaches to calculating the amount of
such damage are not defined, this problem was solved in
practice as follows.

The Ministry of Finance of the RF in its official letters in-
dicated that the internal state financial control body may
qualify the existence of this damage, and also it noted that
the compensation for damage caused by the violation of
budget legislation should be made by the person who com-
mitted this particular violation. The courts, in turn, in the
absence of other explanations and specific legal norms,
actively used Ministry’s position in law enforcement prac-
tice, such as for example - the Third Arbitration Court
of Appeals Ordinance N 03AII-1240/15 of 04/08/2015,
which in turn contributed to the effective resolution of
disputes between control authorities and objects of con-
trol. Now this approach is completely modified.

The concept of “damage caused to public law entity” will
be replaced by the term “amounts of illegally used bud-
get funds’, i.e,, in fact, the amount of outstanding work,
services, undelivered goods, the amount of overstated
payments from the budget. In addition, the Ministry of
Finance of the Russian Federation will adopt a method-
ology for calculating the amounts of illegally used budget
funds taking into consideration the peculiarities of dif-
ferent types of violations in the financial and budgetary
sphere. Further, as a consequence, the term “order” will
be updated, where instead of the words “compensation for
damage of the corresponding public law entity”, will be
established the demand to transfer the “amounts of ille-
gally used budget funds” to the corresponding public law
entity budget.

Moreover, the deadline for compliance with the order
issued by the internal state financial control body will
change, it will be possible to extend it, at the request of the
head of the control object, but not more than once.

As regards directly the implementation of the financial
verifications, for example, with regard to legal entities
that are not participants of the budget process, the Budget
Code of the RF plans to fix the possibility of conducting
separate inspections of such entities, i.e., regardless of
checking the budget process participants who provided
them with funds from the budget. This manoeuver will
help to increase the state financial control efficiency, due
to the increase in labour and material resources, as well
as the time for conducting an inspection, since the veri-
fication of the above legal entities will not be tied to the
verification of budget participants who provided these
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entities with funds from the budget, i.e., will be conducted
independently.

It should be emphasized that the introduction of new
concepts, standards, and a general tightening of the state
financial control will further strengthen financial and
budgetary discipline and, as a consequence, increase pub-
lic finance management efficiency.

We note the fact that development is necessary, not
only for the state financial control which is conducted
by special state financial control bodies, but also for the
improvement of internal (departmental) financial con-
trol organization process and its interaction with state
financial control. The task is to harmonize state financial
control and internal (departmental) financial control, so
that these types of control will mutually effectively com-
plement each other.

First of all, the bulk of violations should be revealed, pre-
cisely within the framework of control measures realizing
by internal (departmental) financial control, and state
financial control should serve as a kind of a follow-up
control. This combination will eliminate duplication of
verification on the same issues and periods of activity.
As a result, the burden on the Accounts Chamber of the
Russian Federation, the Federal Treasury, control and
accounting organs and internal state financial control
bodies of subjects of the Russian Federation will decrease,
and consequently an increase in their personnel potential
will follow, which in turn will generally affect the state
financial control bodies efficiency.

In the future, in order to reduce the burden on state finan-
cial control bodies, it is planned not to indicate in warn-
ings and orders issued by these organs the information
on violations of the Russian Federation budget legislation
identified by budget process participants during effectu-
ation of departmental control, subject to the availability
of measures taken to eliminate them. Accordingly, the
bulk of violations will have to be detected inside the state
agencies, and materials, in the absence of measures taken
to eliminate violations or signs of crime, will be sent to the
financial control authorities, law enforcement agencies
and the courts, directly, in order to bring the perpetrators
to the relevant types of responsibility.

Conclusion

In conclusion, it should be noted that there is a high
potential of the identified trends in improving the state
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financial control system. In order to increase the state fi-
nancial control effectiveness, a conclusion was drawn that
it needs further tightening, improvement of the regulatory
framework for its successful implementation, and harmo-
nization with internal (departmental) financial control.

Strict state financial control is the key to the efficient
budget spending and as a result to the increase in the
level of financial, economic and national security of the
Russian Federation. The given position had already been
expressed by E.V. Chernikova in her previous works: “Na-
tional security and economic security as its component
are directly related to the process of development, dis-
tribution and use of funds ... we can determine financial
security as an element of economic and national security
notions” [Chernikova 2010, p. 39].

The findings can be used in further research on the state
financial control development in Russia.

Bibliography
Chernikova E., Vysotskaya O. (2010), Financial security as an
element of the state national security system, “Law” no. 7.

Legal Acts

Constitution of the Russian Federation of 1993 (Journals of
Laws N 237).

Federal Law of 19.07.2018 “On Amendments to the Budget
Code of the Russian Federation” and Article 4 of the Fed-
eral Law “On Amendments to the Budget Code of the
Russian Federation and Recognizing Certain Provisions
of Legislative Acts of the Russian Federation” (Journals of
Laws N 222-FZ).

The Budget Code of the Russian Federation of 31.08.1998
(Journals of Laws No. 145-FZ).

Resolution of the Government of the Russian Federation of
15 April 2014, “On Approval of the State Program of the
Russian Federation Management of Public Finances and
Regulation of Financial Markets” (Journals of Laws No.
320).

Resolution of the Third Arbitration Court of Appeal dated 8
of April 2015 (Journals of Laws No. 03AP-1240/15).

Decree of the Government of the Russian Federation of
30 December 2013 “On the Program for Improving the
Efficiency of Managing Public (State and Municipal) Fi-
nances for the Period until 2018” (Journals of Laws No.
2593-p).

Annual Center Review 2019-2020 no. 12-13



Order of the Ministry of Finance of Russia of 03.10.2018

“On Approval of the Standard for the Federal Treasury
to Implement Internal State Financial Control” Verifica-
tion of the provision from the federal budget of subsidies
to federal budget and autonomous institutions and / or
their use (Journals of Laws N 203n).

Draft federal law “On Amendments to the Budget Code

of the Russian Federation in terms of improving state
(municipal) financial control, internal financial control
and internal financial audit”, adopted on 1 reading of
19.09.2018 (Journals of Laws N 493988-7).

Official Letter of the Ministry of Finance of the Russian

Federation of 29 December 2014, “On compensation for
damage to a constituent entity of the Russian Federation
caused by a violation of the budget legislation of the Rus-
sian Federation and other regulatory legal acts regulating
budget legal relations” (N 02-01-10 / 68389).

Official Letter of the Ministry of Finance of the Russian Fed-

eration of 14 July 2014 “On the requirements contained
in the orders of the bodies of state (municipal) financial
control” (N 02-10-09 / 34216).

Authors biographies

Elena Chernikova - Professor, Doctor of Law, Candidate of

Economics. Head of Department of Legal Regulation of
Economy and Finance Institute of Public Administration
and Management of the Russian Presidential Academy of
National Economy and Public Administration. Research
topics: Financial Law, Comparative Law, Judicial Power
& Legal Procedures. Author of more than 200 scientific
publications in Russian and English. Member of Centre
for Information and Research Organisation in Public
Finance and Tax Law in the Countries of Central and
Eastern Europe. Member of International Association of
Financial Law (Russia).

Maxim Prokoshin - Candidate of Sciences, Docent of the

Department of Legal Regulation of Economy and Fi-
nances Institute of Public Administration and Manage-
ment of the Russian Presidential Academy of National
Economy and Public Administration. Member of the
Centre for Information and Research Organisation in the
Public Finance and Tax Law in the Countries of Central
and Eastern Europe. Research topics: Tax law, Budget
law, Business law, Comparative Law. Author of more than
43 scientific publications in Russian and English.

39



DOI: 10.15290/acr.2019-2020.12-13.07

Krystian Jaszczyk

University of Biatystok

Poland

jaszczykkrystian@wp.pl

ORCID ID: https://orcid.org/0000-0002-7378-6513

RISK MANAGEMENT IN PUBLIC-PRIVATE PARTNERSHIP

THROUGH MANAGEMENT CONTROL

Abstract

Division of risk between a public entity and a private part-
ner is one on the most essential elements of public-pri-
vate partnership. Improper risk allocation may cause
difficulties in implementation of a given undertaking or
even prevent its realisation. Proper risk management is
significant to avoid such a state and management control
is a mechanism facilitating it.

The aim of this article is to analyse management control in
the scope of risk management in public-private partner-
ship. Therefore, a research problem has been formulated
which is to answer the question: is it possible to manage
risk in PPP through management control? According to
the research hypothesis, management control is an insti-
tution which may manage risk in PPP.

The article presents management control as a mechanism
managing risk in PPP.

Keywords: risk, public-private partnership, management
control

Introduction

Public-private partnership (PPP) is a cooperation of
a public entity and a partner, in which the subject of the
partnership is a joint implementation of an undertaking
based on division of tasks and risk between the public
entity and private partner.

This cooperation is aimed at obtaining benefits by both
sides. Such partnership allows public bodies to implement
public tasks, which are the needs of the society, with the
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participation of a private partner. Whereas the benefits to
the private entities are the profits from the PPP projects.

PPP was introduced into the Polish legal system by the
Act of 28 July 2005 on public-private partnership [Jour-
nal of Laws No 169, item 1420]. This Act determines the
rules and mode of a public entity and a private partner
cooperation within PPP. The Act of 19 December 2008 on
public-private partnership [Journal of Laws 2009 No 19,
item 100] (APPP) introduced changes such as: elimina-
tion of unnecessary administrative burden and reduction
of administrative constraints also regarding the subject
and the content of the contract.

Risk division between a public entity and a private partner
is an essential element of the PPP contracts. This division
should be made in such a way as to assign particular risk
to the entity which will cope with it most efficiently, i.e.
level it out or limit its consequences. The following ac-
tions are necessary to do it effectively:

— risk identification,

- risk measurement and

- risk control.
All these actions comprise risk management, which
consists in making decisions and implementing actions
which lead to achieve a level of risk accepted by the part-
ners. In practice, risk management is associated with
the processes of risk assessment and control, whose aim
is, among others, to create conditioning for further de-
velopment. Management control is an example of risk
management instrument which may be found in the Act
on public finance [consolidated text, Journal of Laws of
2017 item 2077, later amended] (APF). Article 68(1) APF
defines such a control as all actions taken to ensure the
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implementation of aims and tasks in a legal, efficient,
cost-effective and timely manner. Whereas Art. 68(2)(7)
APF indicates that the aim of the management control is
in particular risk management.

Provisions of the APF are applied to public sector units
and other entities in the scope in which they use or man-
age public funds. It means that management control may
be applied in PPP implemented by the units on the na-
tional as well local government level.

Risk
As it has already been emphasised, a crucial element of
partnership is risk, whose definition is not included in the
APPP. This was a conscious and intended action of the
legislator, who did not discharge PPP entities from defin-
ing risks and determining their division. The aim was not
to limit this notion what would stiffen the PPP model.

Regulation of the Minister of Economy of 21 June 2006
on the risk involved in projects carried out through PPP
[Journal of Laws No 125, item 868], issued on the basis of
the Act on public-private partnership of 2005 [Act of 25
July 2005 on public-private partnership (Journal of Laws
No 169, item 1420)], indicated 17 types of risk. Nowadays
this regulation is not binding, although it is often referred
to when risk is determined.

Risk has been the subject of many fields of science which
tried to define it. Some described it as “an objective uncer-
tainty of undesired occurrence” [Willet 1951, p. 6]. Others
stated that risk is a possibility to materialise something
unwanted, a negative consequence of a certain event
[Rowe W.D. 1977, p. 24]. P.U. Kupsch distinguished two
types of risk which combine to create a whole:

— formal,

- material risk.
Formal risk is a measurement of uncertainty of a given
occurrence as a source. Material risk is a danger of loss
[Kupsch 1975, p. 67]. Therefore, it may be assumed that
risk is a factor, occurrence or impact which poses a threat
to something or someone and which result may be a loss
and probability is its shaping and value determinant.

When analysing the notion and types of risk connected
with the implementation of PPP undertakings, it may be
observed that there are many concepts of risk but it may
be stated that risk is a state in which there is a possibility
of negative deviation from the desired or expected result.
Additionally, risk is an objective and measurable phe-
nomenon [Kulesza, Bitner, Koztowska 2006, p. 167].

According to the linguistic interpretation, risk describes
a possibility that something will fail or an undertaking
whose result is uncertain. It may also be a danger that
something will happen differently than expected. Addi-
tionally, it is also a threat that damages burdening a per-
son directly affected will occur, unless the contract or
legal provisions oblige other person to cover the damages
[Petrozolin-Skawronska 1998, p. 1521].

Although there are many definitions of risk, it should be
assumed that its complex character makes it impossible to
formulate a universal concept which would be identical
for all fields of knowledge. Additionally, risk in economic
conditions is a common and objective phenomenon re-
sulting from taking certain actions or restraining from
them. It is justified that risk cannot be divided, in the strict
sense of the word, since division means using various le-
gal institutions which enable to assign to particular par-
ties of the contract the necessity to bear the consequences
of particular circumstances [Kulesza, Bitner, Koztowska
2006, p. 167].

In PPP there are many risks which may threat a given
undertaking. Their proper estimation consists in analys-
ing the probability of occurrence and potential economic
damage which they may cause. If both factors are signif-
icant, then the risk is regarded as high. If the risk is low,
then also the probable damage is small.

Risk management

Risk management is a crucial issue for every organisation,
both in the public as well as in the private sector. It may
generally be assumed that risk management is a system
which is to protect a given unit from negative consequenc-
es. It is compared to uncertain states management. These
states may be defined as untypical phenomena or series of
events which may occur. Risk management includes such
actions as: planning, organising, coordination as well as
control of implementers’ work, material and information
resources connected with active limitation of the causes
and consequences of the phenomena which due to poten-
tial great losses or high probability of occurrence may pose
a significant threat. The basic aim of risk management is
to design the project in such a way that the risk level is
acceptable by every participant and minimal to the whole
project [www.nbp.pl/publikacje/materialy_i_studia/137.
pdf (acces 7 August 2018.].

Additionally, risk management is a logical and system-
atic method which is to make context, identify, analyse,
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evaluate, act, supervise and inform about a risk in a man-
ner which will enable an organisation to minimize losses
and maximize possibilities [the Ministry of Finance].

Risk management in the case in the case of PPP is a task
belonging to the public institution, which is the initiator,
coordinator and due to managing public funds is obliged
to take actions which are to spend public funds efficiently
by, among others, placing the assets in such undertakings
as PPP.

Risk management is seen as good management practice.
The sole process of risk management includes the follow-
ing stages:

- understanding performed activity,

— identification,

- analysis,

- scoring,

- risk prioritising,

- management.
Risk management cannot be treated as a burden to the or-
ganisation but as a way to maximize available possibilities
and minimize the probability of failure.

It constitutes a basis for creating proper corporate gov-
ernance, i.e. a combination of processes and structures
introduced to achieve proper information flow, manage-
ment, to direct and monitor actions in an undertaking
targeted at achieving the objectives set. It is considered
that risk management may help in enhancing the quality
of services and using available possibilities. It may also
actively facilitate managing operational and service ac-
tivities as well as implementing changes. This process is
a tool which leads to success [the Ministry of Finance].

Management control

Management control is a tool which PPP parties may use
in the process of risk management. This institution was
introduced into the legal system by the amendment to the
Act on public finance of 27 August 2009 [Journal of Laws
2009 No 157, item 1240, later amended]. The legislator
wanted to improve the management of a public sector
unit. The introduction of management control was to
gradually shift to the managerial governance model.

Here it needs to be emphasised that management control
includes financial management of the public sector unit
but it does not exclude covering other units in the scope
of the tasks implementation, achieving goals set by a given
public sector unit within specific undertakings in various
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legal forms. Such adopted model of management control
allows to apply it in PPP and conduct procedures proper
to management control on the level of partnership.

Management control proposed by the legislator is used to
achieve expected results by implementing management
system. In other words, it is a system which serves to col-
lect and use information to evaluate organisation’s effec-
tiveness in correlation with the strategy set by it. It may be
stated that it is active control [Matysek 2011, p. 39.].

Pursuant to Art. 68(2) APF the aim of management con-
trol is to ensure effectiveness and efficiency of the actions,
reliability of statements, protection of resources, efficacy
of the information flow and risk management. These
aims comprise a closed catalogue. However, from the
point of view of PPP, the scope of the aim which should
be achieved may be shaped freely by PPP entities in the
contract concluded between them.

Additionally, Art. 69 APF obliges the Minister of Finance
to issue standards of management control and to publish
them in the form of an announcement. These standards
are to be guidelines for units’ directors, in compliance
with binding international control standards. They are
presented below in five groups corresponding to particu-
lar elements of management control:

- internal environment, which concerns a unit man-
agement system and its organisation as a whole,

- risk management, which serves to increase the
probability to achieve a unit goals by: determin-
ing aims and monitoring tasks implementation,
risk identification, reaction to risk and preventive
actions; it means focusing on identification and
measurement of chances as well as threats, what
should be reflected in creating strategic documents
and units” action plans,

- control mechanisms which are the solution to spe-
cific risk which a given organisational unit wants
to minimize by, e.g. systematic control, documen-
tation, registering and approving specific economic
operations, division of responsibilities, supervision
within official hierarchy, recording exceptions from
procedure, guidelines, instructions, etc., division of
tasks enabling errors detection and correction,

- information and communication assuring that spe-
cific people from a unit have access to information
necessary to fulfil their duties and at the same time
ensuring proper information flow,

- monitoring and evaluating control system from
the perspective of the effectiveness of the current
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control system and its particular elements, solving

specific problems [Kaczurak-Kozak 2012, p.142].
Management control uses solutions which are applied to
different management functions such as planning, organ-
ising and managing human resources by, among others:
using norms established during the planning stage, man-
aging people; giving feedback important or even essential
for proper implementation of the management process
in the scope covered by the planning processes [Przybyla
2003, p. 13].

Analysing management control it may be stated that it is
based on the “3E principle™:

- efficient (purposeful and effective),

— economical (beneficial, cost-effective),

- ethical (according to recognised values) [Kiezun

1998, p. 68].

Management control assumes that the result of a unit ac-
tivity is possible to identify, compare, what as a result will
allow a given unit to properly manage obtained resources
and direct them to the spheres which are significant to
achieve its goal [Winiarska 2012, p. 13].

It is a constant process of management actions which aim
at achieving objectives set. Therefore, the starting point
is to define these targets, which need to be common for
all participants of a given process. In relation to PPP they
must be proper for both public entity as well as for the
private partner. The result of management control is to
reach the targets set. Next step is to assess risks, i.e. identi-
ty them, measure their probability and results and finally
to set priorities of preventive measures. When risks are
established, then the scope of control is to be determined,
whose basic aim is to prevent risk [Matysek 2011, p. 45].
Public administration should be guided by a basic as-
sumption to create an environment in which risk iden-
tification will be done in connection with a process and
control will be the answer to a specific risk [the Ministry
of Finance].

Assuming that the control process took place with a fre-
quency which guarantee a unit director obtaining current
information about potential risks, corrective measures
could be implemented naturally and in time allowing
to achieve results, which based on feedback loop would
bring expected results [Matysek 2011, p. 49].

Conclusion

To sum up, management control is an institution which
allows to manage risk in public-private partnership. The

aims defined in the closed catalogue, which is described
in Art. 68(2) APE, may be shaped freely in PPP.

It needs to be emphasised that management control is ap-
plied to public sector units as well as to other units in the
scope in which they use and manage public funds. This
means that it may be used both in PPP implemented on
national as well as local government level.

This institution is used to achieve results by implementing
a management system which consists in collecting and
using information to assess the effectiveness of an organ-
isation in correlation with the strategy determined by it.
It should be stated that Polish legal system allows public
sector units to conduct the process such as management
control, which as a system of effective risk management
is a proper instrument which may be used by the PPP
parties. Implementing management control procedures is
a guarantee to achieve expected results.
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Abstract

At present, the problems of funding research activities and
taxation of research grants are inextricably linked. Science
financing, according to the leadership of our country, is
of paramount importance and must be accompanied by
breakthrough discoveries in its various fields. At the same
time, in practice, there are questions of how the grantees
will receive full budget funds for scientific research. The
Author in a series of articles explores the mechanism of
appointment, the use of grants as well as controversial is-
sues of their taxation and makes suggestions for improve-
ment in this area.
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KnioueBble cn0Ba: TpaHTbI, [PaHTOIONYYAaTe/NN, HAJIOTH,
PO, punancupoBaHMe HAyKN

BBenenme

B coBpeMeHHOM Mupe Hambojbliee BHUMAaHME YHe/-
ercs TeMe (DUMHAHCUPOBAHUA HAYYHON JeATETbHOCTI,
60 pa3BuUTHE HAYKM M HAYKOEMKUX OTpacieil 9KOHO-
MUKM, €CTb BaXKHasA CTpaTernmyeckas 3ajadya Hallero ro-
cymapcrBa. Ha HemaBHMX 3acemanusax CoBeTa 1o Hayke
1 06pa3oBaHNIO, OCBAIIEHHBIM BOIIPOCAM I71006aTbHOI

KOHKYPEHTOCIIOCOOHOCTY POCCUIICKOI HAYKH, C JJOK/Ia-
moM BbicTynan Ilpesupment Poccuiickoit Pemepanyum
Bnagumup Bnagumuposuy Ilytus. B yacTHOCTH, OH OT-
MeTI: «B Hayke, Kak B Apyrux 00/1acTsAX MBI JJO/DKHBI 10-
OuBaTbCA HacTOAILEro nmpopeiBa. Hy>kHO pas 1 HaBcerza
OTKa3aTbCs OT HOJJIeP>KKM Hed(PPEeKTUBHBIX, OT yCTa-
PeBIINX, OTXKMBIINX OAXO0B B OpTaHM3aI[UI HAyIHOI
[esATeNbHOCTY U 0e3yC/IOBHO, CTpaHa >KAeT OT HayKu
HOBBIX pPelIeHNIi, KOTOpble MOTYT M3MEHUTb KayecTBO
KU3HU JIIOfell, IpUAATh MOIIHYI0 OVHAMUKY PasBUTHUA
Poccun» (8 despans 2018 roga r. HoBocubupck). «310
BOIIPOC HAIlleT0 CYIeCTBOBAHMs, HAIIEro BBDKMBAHUA
B MOJIHOM CMBIC/IE 3TOrO CI0Ba. 3HAHUS, TEXHOJIOTHUA,
KaJpbl - OCHOBA I peann3alui HallX HaIlIPOeKTOB,
I OCTVDKEHUs HAIMX CTpaTermyeckmx Ieneit. Ham
HY)XHBI TIPOpBIBHBIE OTKpBITMA U pasdpaborku. OHnu
IIO3BOJIAIOT CO3JAaTh OT€YeCTBEHHYIO NIPOSYKLMIO MUPO-
BOTO YPOBHsI»- CKa3asl OH. «MBbI He 6yieM 9KOHOMUTD Ha
Hayke. Ho MBI JO/DKHBI cfieiaTh TaK, YTOOBI OrPOMHBIE
CpencTBa NMPUBHECM OTHAYY [JIA TOCYHApCTBa 1 00Ie-
CTBA, J/I1 Pa3BUTUSA CAMOVl HAyKN» - T0OaBWUI IPE3U/ICHT
(27 HOs16ps 2018 roma . MockBa).

B Tom xe myxe 13 deBpana 2019 ropa Ha 452-M 3acena-
Huum Cosera Qepmepauum Bbickasanach IIpencenarenn
KOMWTETa IO HayKe, 00pasoBaHMIO ¥ KyIbType 304
®enopoBHa JlparynkuHa: «bes Haykm, obOpasoBaHMA
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¥l KYZIBTYPBI IIPOPBIBHOE Pa3BUTHE CTPAHBI HEBO3MOX-
HO» [www. council.gov.ru (ara gocryna 12.06.2019)].

3agaayMcs BOIIPOCOM: BO3MOXKHO /i 3¢ deKkTrBHOE P1-
HAaHCHPOBaHMe HAyYHOI J[IeATebHOCTI 0e3 «IIpos3pad-
HOTO» MeXaHNM3Ma paclpefe/ieHysi OI0IKeTHOI CPeicTB
Ha HasHa4YeHMe, BBIJady U UCIO/Ib30BaHNe IPAHTOB 11 6e3
YCTOSIBIIIEVICS CHCTEMBI HA/lIOTOOOIOXKEHNS I'PAaHTOB Ha
IIPOBeJieHNe HayYHBIX MCCTIeJOBAHMIT?

PazbepeM 3TOT BOIpPOC Ha IpuUMepe KOHKPETHON CH-
Tyanuu. Mb1 ¢ Koyteramu n3 VHcTUTyTa rocypmapcraa
n npaBa PAH npunAmm ydacTue B KOHKypce Ha IOIyde-
Hue TpaHTa oT Poccuiickoro ¢oHzma pyHIaMeHTaTbHBIX
MICCTIeOBaHMIT ¥ 6maronony4Ho nobegyay B HeM. Hain
HayYHbIJ IPOEKT MOCBAIIEH M3Y4eHNIO IIPAaBOBOTO MeXa-
HM3Ma Ha3HaueHMsd, BbIJJa4M U UCIIONb30BAHNUA TPAHTOB
B Lle/IAX (PMHAHCUPOBAHUA HAYYHO-MCCIEN0BATENbCKIX,
OIBITHO-KOHCTPYKTOPCKUX ¥ TEXHOTOIMYECKMX paborT.
Bcran Bompoc: a Kakyio CyMMY, BbIfIe/IeHHYI0 (DOH/IOM Ha
Hay4Hble MCCIeloBaHuA, Mbl IONy4YnM B utore? Okasa-
JIOCB, 4TO BpOfie ObI IPOCTOII BOIIPOC, IMEET HECKOIbKO
BAapMAHTOB OTBETA.

Bo-IepBBIX, YacTh CpeACTB, Oarofaps 3aKIOYEHHOMY
TPEXCTOPOHHEMY HOTOBOPY MEX[y T'PaHTOINONydYaTessa-
MM, Befylleil opranusanyest 1 GoHOM, Befylas opra-
HM3anyA ocrassger cebe. Cymma ato konebnercs or 10
1o 20%, B 3aBMCHMOCTH OT YCIIOBUI IoroBopa. Begymasn
OpraHM3alMs, HE OKa3blBas HMKAKUX YCIIYT, He ABIAACH
paboTofareneM IO YCIOBUAM HAaHHOTO JOrOBOpaA, aB-
TOMATH4eckn 3abupaeT cebe 3Ty 4acTb CPefCTB, BbIe-
JICHHYIO Ha Hay4YHbIe MCCIEJOBAaHNUA. A MOXHO /1 OBIIO
IIPVHATD y4acTue B KOHKypce IpyIIe Y4eHbIX Ha IOJTy-
JeHle rpaHTa MUHYs Befyllylo opranusanuio? Ha caiite
Poccmiickoro ¢oHma ¢yHAaMEeHTaIbHBIX MCCIEIOBAHMIT
[www.rfbr.ru/rfli/ru/faq (mara poctyma 12.04.2019)],
S Hallle/l OJHO3HAYHBIN OTBET, YTO B IIEPBYIO Odepenb
paccMaTpUBAIOTCA 3asABKM HAy4YHBIX TPYII, IAe Ipu-
CYTCTBYeT Befyllas opranusauus. Cranao IOHATHO, YTO
n36eXaTb TPEXCTOPOHHETO JOrOBOpa He YHAACTCS M 9T
OTYNVC/IEHUs ABNIAIOTCA TaK HA3bIBaeéMBIM «CKPBITBIM
Ha/IOTOM», KOTOPBIIl BHEPEH B CUCTEMY paclpefe/neHNs
OIOI>KETHBIX CPEMICTB, HAIIPAB/ICHHBIX HAa pa3BUTHE HAy4-
HBIX uccnenoBaunii [Bensasckuit 2017, cc. 1-22].

Bo-BTOpBIX, CO CTOPOHBI OYXTajTepCcKoOil CIyXObI Be-
YWV OpraHM3alMy IOCTYNaldyM HeSBYCMBICIEHHBIE
[IOTIOI3HOBEHNA, YIJIATUTh C CYMM, BBII€IEHHBIX HaM
($OHIOM, Ha/IOT Ha JOXOABI PU3MYECKNX M JIUII, K CTpa-
XOBbI€ B3HOCBHL. TOUHO TaKue e BOIPOCHI TOCTYIaIN KO
MHe CO CTOPOHBI KOJIJIET, KOTOPbIe Y4aCTBOBA/IN B CBOUX
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HAyYHBIX IIPOEKTaX ¥ He MOIIM CAMOCTOSTE/IbHO Pa3o-
Oparbcsi B 9TOM BOIIpOCe.

Jna Hadama pasbepeMca B HOPMAaTVMBHO-IIPaBOBBIX aK-
TaX, KacaloIMXCs HAIOT000/I0KeHNA TPAaHTOB Ha IIPOBe-
IE€HVe HayYHbIX MCCIIEJOBaHNIL

Ilo MHeHMIO 3aKOHOfIaTeNIA, TPAHTHI - IEHE>KHbIE Y MHbIe
CpefCTBa, mepefaBaeMble 6e3B03Me3THO U 6€3BO3BPATHO
TpaXJaHaMM ¥ IOPUAMYECKUMU JUILAMM, B TOM YUCIE
MHOCTPAHHBIMU TPaK[aHAMM ¥ MHOCTPAaHHBIMU IOPU-
OVYeCKMMM JIUIJAMU, 4 TaKKe MeX/YHApONHBIMM Opra-
HU3aLUAMMY, NOTYYMBUIMMY IIPaBO Ha NpefloCTaB/lIeHUe
rpaHTOB Ha Tepputopun Poccuiickoit Pegepaunm ycra-
HoBneHHOM IIpaBurenbctBoM Poccuiickort @epepaunm
IopsAJKe, Ha OCYILIeCTBIeHNEe KOHKDeTHBIX Hay4YHBIX,
Hay4YHO-TeXHMYECKMX IPOrpaMM M IIPOEKTOB, MHHOBa-
I[VIOHHBIX IIPOEKTOB, IPOBefieHle KOHKPeTHBIX HayYHbIX
UCCTIENOBAHMII Ha YCTIOBUAX, IPEJyCMOTPEHHBIX TPAHTO-
matensimu [@DenepanbHblil 3akoH oT 23.08.1996 Ne 127-
@3 (pen. Ot 23.05.2016) «O Hayke U rocyfapCcTBEHHOI
Hay4YHO-TeXHIYECKOII TIOJINTHKE» CT.2].

B Hanorosom xopekce Poccuiickoit @emepannn (4actph
Bropas) ot 05.08.2000 Ne 117-®3 B 1.6 c1.217 [Hanoro-
BbII1 Kogekc Poccuiickoit @epepanyuu (4acTb BTOpasi) or
05.08.2000 Ne 117-®3 1.6 c1.217] ykazaHo, 4YTO CyMMBI,
T1I0/Ty4aeMble B BUJie TPaHTOB (0€3B03Me3HOI IIOMOIIN),
IIpefIOCTaB/ICHHBIX IS TIOAIep>KKY HayKu 1 obpasoBa-
HUSA, KYIBTYPBI U UCKYCCTBa B Poccumiickoit Mepepanym
MeX/IyHapOJHBIMY, VWHOCTPAaHHBIMM U (MIM) pOCCHUIL-
CKVIMJ OPraHM3alVsAMU II0 IIePeYHsAM TaKuX OpraHu3a-
1uit, yrBepkgaeMbIM [IpaBurenbctsoM Poccutickoit De-
fepanuy, 0CBOOOX/JAIOTCS OT YIUIATHI HA/IOTa Ha JJOXOBI
¢dusnueckux muy (1. 6 B pen. PemepanbHOrO 3aKOHA OT
23.03.2007 Ne 38-®3).

Iloctanosnenuem IlpaBurenbcrBa Poccuiickoit @enepa-
oy ot 15 urona 2009 roga Ne 602 yTBep>K/ieH IepeyeHb
POCCHIICKMX OpTaHM3aL i, T0/Ty4aeMble HaJIOTOIIaTe/b-
I[MKaMy TpaHThl (6e3BO3Me3[Hasi MOMOIb) KOTOPBIX,
IpefoCTaB/IeHHble JIA TOJIep>KKM HayKu, obpasoBa-
HUsA, KyJAbTYPbI M UCKyccTBa B Poccniickoit ®epepaunn,
He IIOJIIeXXAT HaJIOro00I0KeHMIo, Iie MOy MyHKTOM 11
3HaunTcA Poccuiicknit ponp pyHmaMeHTaIbHBIX UCCTIe-
JoBaHUI, I. MocCKBa.

V3y4uB Bech 3TOT NIepeyeHb HOPMATVBHBIX aKTOB, MOX-
HO JJaTh O[HO3HAYHBII OTBET, YTO BOMPOCHI HATOTOOOIO-
>KeHVA TPaHTOB Ha IIPOBeJieHNe HayIHBIX MCCIefOBaHMIt
OIHO3HAaYHO TPAaKTYIOTCA B IIO/Ib3y TpaHTOIONydaTe-
neit-pu3nyecKux UL ¥ HECMOTPsI Ha 9TO, Ha IPAKTUKe
BO3HMKAIOT CITOPHBIE BOMPOCHL 00 NX TPUMEHEHUN.
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CyneOHast IIpaKTUKa 10 HAJIOTOOOIOXKEHNIO TPAHTOB Ha
Hay4YHble MCC/IeJOBaHNA, HAo0OpOT, OKasajach OYEeHb
ckynHa. HecMoTps Ha 910, icbMa JlermapTaMeHTa Hajlo-
TOBOJ ¥ TaMO)XeHHOI otk Munduna PO no fan-
HOJ TeMaTuKe BBIXOAWIN C 3aBUAHBIM ITOCTOSIHCTBOM.
BoTr BbIiep>KKa OZHOTO U3 IMOC/IEAHMX MX OTBETOB Ha
MMCbMa IpaKAaH IO JAHHOMY BoIpocy: «Tak, B cOoOT-
BETCTBUM C IIYHKTOM CTaThy 6 cratbyu 217 Hamorosoro
komekca Poccmiickoit  Pemepauyy  0CBOOOXKIAIOTCS
OT O0JIO)KEeHVsI HAaJIOTOM Ha JOXOAbI (PU3MYECKUX JINI]
CYMMBI, IIOJTyyaeMble HaJIOTOIIaTe/IbIIMKaMU B BUfe
rpaHToB (6€3BO3ME3IHOI ITOMOIIN), IPEJOCTABIEHHBIX
IULs IOAIEP>KKM HayKM ¥ 0Opa3oBaHMs, KY/IbTYPBI 1 VC-
KyccTBa B poccutickoit Pefepaniny MeXXAYHapOIHBIMIY,
MHOCTPAaHHBIMU U (WIN) POCCUICKMMM OPTaHU3ALUSMU
110 IIepeYHAM TaKMX OpTaHU3aluii, yreepxpaaembiM Ipa-
BuTenbcTBOM Poccuiickoit epepanum.

Poccumitckmit  ponp  dyHIAMEHTaNbHBIX  MCCIENOBA-
HMiI BKIO4YeH B IlepedeHb pOCCMIICKMX OpraHusaunuit,
YTBEpXKIeHHbII ~ TocTaHoBreHueM  IIpaBurenbcTBa
Poccuiickoit @epepanuu ot 15.07.2009 Ne602, daHTbI
(6e3BO3Me3HAs ITOMOIIIb) KOTOPBIX, IPEOCTaB/IEHHbIE
HaJIOTOIIATe/IbIVKAM J/I TOfIEP>KKM HayKu, obpa-
30BaHMUsA, KYIBTYpBl M UCKyccTBa B Poccmiickoit Pepe-
paluy, He IOJEeXAT OONIOXKEHWMIO HAJOrOM Ha JOXOJbI
¢usnueckux nmuipy [I[Incemo JlemapramMeHTa HalOroBOI
U TaMO>KeHHOII nonmtuky Mundnna Poccun ot 28 map-
Ta 2018 1. Ne 03-04-06/19786].

O yeM 310 TOBOPUT? YTO JOCTATOYHO IPO3payHass HOpMa
IIpaBa TPaKTYeTCsl CTOPOHAMM-YYaCTHUKAMU [JOTOBOPA
CaMOCTOATENIbHO, 0e3 ydeTa peasnil.

B sroit xe cBA3M, A 0OHapyXmn mmucbMo Poccuitckoi
aKajgeMyy HayK oT 3 MaA 2011 roga Ne 10116-1429/95, rme
YETKO BbIpaKEHA IO3MILINA ITIABHOTO HAYYHOTO 3aBefie-
HIA Halllell CTpaHbl: «VIcXofs U3 U3N10XXeHHOT 0, CpeficTBa
Ha OIJIaTy TPY/a, BhII/Ia4MBaeMble 13 CYMM I'PAHTOB II0
COITIACOBAaHMIO C PYKOBOJUTENIEM IIPOEKTAa HAayYHBIM
pabOTHMKAM, TNPUHMMAIOIIMM Yy4YacTMe B IPOEKTax
PODU, 0cBOOOXKMAIOTCA OT HAIOTOOOIOKEHMSI HAJO-
TOM Ha JOXOfAbI (PM3MYECKUX JIMI] CO JHS yYTBEPXKJEHN
IE€peYHs POCCUIICKUX OpraHM3alMil BbIIIEYKa3aHHBIM
IlocranoBnennem IlpasButenbctBa Poccuiickoit Pepe-
panuy. Bosspar Hanmoromnare/IbIKaM CyMM U3/UIIHE
yAep>KaHHOTO HaJIora Ha JOXOAbI PpU3MUYEeCKUX UL IPO-
M3BOJUTCS VICXOMA U3 ITOI0KeHmIt cT.cT.78 1 231.2 Hamo-
rosoro kopekca Poccuiickoit @epepanum».

Hapo otpgatrs momkHoe mo3uuum camoro Poccuiickoro
¢oHma ¢yHIAMEHTAIbHBIX MCCIENOBAHMII IO BOIPOCY
YIUIaTBl Hajlora Ha JOXOAbI (M3MYECKMX /NI U CTpa-
XOBBIX B3HOCOB. Ha cBoeM caiiTe OH 4eTKO OObACHAET
CBO€ MHEHNE IIO0 JJAHHOMY BOIIPOCYy: «B cooTBeTcTBUN
C [eJiCTBYIOIIMM 3aKOHOflaTenbCTBOM, 1.6 C1.217 HK PO
TPAHT, IOTy4YeHHBIT Ppr3rdecKuM moM ($pusndecKumn
JUIIAMI) OCBOOOXIAeTCA OT OONOXKEHMA Ha/JoroM Ha
moxonbl ¢pusudeckux nu [TomaraeM, 9YTO BBIIIATHI CTPa-
XOBBIX B3HOCOB, €C/IMI OHM OCylLecTB/sA0TcA Oprannsa-
11l B paMKaxX OTHOLIEHMIT, 0pOPM/ICHHBIX JOKYMEHTa-
My PoHJa, He MOTYT OBITH IIPM3HAHBI 000CHOBAaHHBIMI»
[www.rfbr.ru/rffi/ru/faq (mara gocrymna 12.06.2019)].

B aT0it Xe cBsA3M, He MydIMM 0O6pa3soM OOCTOUT Jieno
C TaK Ha3bIBA€MBIMI «XO3SIJICTBEHHBIMI [JOTOBOPAMII»,
KOTOpbIE BBIIIONHAIT yYeHbIe-MCCIeOBATeN B CBOMX
HAyYHBIX MHCTUTYTAX [/ OAIeP>KaHNUA CBOETo pUHAH-
COBOTO 0JIarOIONMyYNs, OTBIEKAsACh OT NEPBOCTEIICHHBIX
3ajia4. DTO JOIOMTHNTEIBHBII CIOCO0 3apaboTKa I JTIo-
60ro POCCUIICKOTO YYEeHOTO, IIPUBOMUT K ellle 6oree Ty-
6OKOMY CeKBECTMPOBAHMIO IIOTy4aeMOil Ha PYKI CYMMBI.
TTo 40 TIPOLIEHTOB OT CYMM, BBIIUIAYEHHBIX Ha €ro peasn-
3aI1M10, YXOIAUT pabOTORATEIIO, @ C OCTABILINXCS CPECTB
ellje BBIIUIAYMBAIOTCS MOJOXOAHBIN HAJIOL, CTPAXOBBIE
B3HOCBHI IL.T.IL.

3akinroueHne

Yto MBI MMeeM B uTore? brarogaps HbIHEIIHeN cUcTeMe
HAJIOTO00/IO>KeHMI TPAaHTOB Ha IIPOBEJeHUE HAyYHBIX
VICCTIE{OBAHMIL, MBI ITOTy4aeM HeaeKTUBHOe pacipe-
IeneHne OI0PKEeTHBIX CPECTB, HAIIPAB/IeHHBIX Ha Pa3BU-
TYle HayYHOII MBIC/IM B Haleli cTpaHe. [Kyp6arosa 2015,
cc. 141-149]. Tlo ckpOMHBIM IOACYeTaM, TPAHTONONYyYa-
TeNb-(U3NIecKoe N0 MOXKeT HefloNoIydaThb Oosee 1mo-
JIOBUHBI CPEZICTB U3 9TOM CyMM. bromxeTHble cpencTBa,
HaIlpaB/IeHHblE Ha HayKy, IIPOKPYTMBIINMCH Ha cYeTax
OpraHM3annii, CHOBa ¥ CHOBA BO3BPAIJAIOTCS B OIOIKET,
TaK M He IOV 10 KOHEYHOT'O IT0/Ib30BaTeA.

HeiHerHee monoxeHue fies1, FOBOPUT O TOM, 6e3 pedop-
MMPOBaHV HbIHEIHEell CUCTeMbl Ha/lIOr000T0XeHN
Y MeXaHN3Ma paclpefe/eHns OIIKeTHOI CPeicTB Ha
HasHaveHMe, BbIJIa4y U MCIO0/Ib30BaHMe TPAHTOB B LIeAX
(UHAHCMPOBAHUA HAYYHO-UCCIEOBATENbCKIX, OIIBIT-
HO-KOHCTPYKTOPCKUX ¥ TeXHOJIOTMYECKNX paboT, MBI He
MOKeM OXKNJIaTb HOBBIX IPOPBIBHBIX HAYYHBIX IIPOEK-
TOB, KOTOPBIX TaK >K/leT Hallle TOCYAapCTBO.
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Abstract

This contribution focuses on an economic impact of the
pandemic on Czech taxpayers in the context of the rule
limiting deductibility of net financial expenses and thin
capitalization rule. For this purpose, a hypothesis is pro-
posed that these rules may in fact increase the negative
economic impact of the pandemic.
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Introduction

In the wake of the still ongoing pandemic of COVID-19,
the governments over the globe have introduced number
of fiscal measures [https://www.ey.com/en_gl/tax/how-
covid-19-is-causing-governments-to-adopt-econom-
ic-stimulus (access 26.10.2020)] to mitigate the related
economic impact. In the case of the Czech Republic,
the International Monetary Fund estimates an annu-
al decrease of GDP by 6.5% [https://www.imf.org/en/
Countries/CZE#countrydata, access 1.11.2020)] and the
Czech Statistical Office reports decrease of GDP by 5.8%
[https://www.czso.cz/csu/czso/ari/gdp-preliminary-esti-
mate-3rd-quarter-of-2020, (access 01.11.2020)] for 2020.

It should be also considered that economic consequences
of the pandemic caused recession are not evenly distribut-
ed even in a single economy, specific industries such as air-
line, travel or services have been brought by government
measures to a practical standstill while other businesses
merely experience material decrease of profitability.

In this context, the impact of laws which were in effect
prior to the pandemic on taxpayers should be reviewed
and it should be considered whether some of these rules

would not in fact worsen negative economic impact of the
pandemic.

Therefore, the goal of this contribution is to identify
consequences of Czech interest tax deductibility rules
‘sensu largo; i.e. rule limiting deductibility of net finan-
cial expenses and thin capitalization rule, in the light of
imminent economic recession. It also provides practical
insight into application of these rules and some elemental
structuring employed by taxpayers to mitigate additional
tax expenses. For this purpose, a hypothesis is proposed
that these rules may in fact increase the negative econom-
ic impact of the pandemic recession.

This contribution uses such scientific methods as: descrip-
tion to introduce the respective rules, critical analysis to
identify practical consequences of applicability of these
rules in the current situation and synthesis to formulate
the conclusions and thus meet the goal of the contribu-
tion. As the scope of this contribution is limited, only
a few selected practical issues are discussed.

As regards the academic writing, the relevant authorities
prevalently focus on compatibility of the interest limita-
tion rules with the EU law or constitutional law principles
such as ability to pay principle [Van Os 2016, pp. 193-
197; Dourado 2017, pp. 120-121; Hillmann, Hoehl 2018,
pp- 23-24]. However, since the pandemic has affected
the taxpayers only recently, none of the authorities focus
specifically on related economic aspects. Therefore, the
contribution also benefits from practical insight.

Thin capitalization rule

Since its adoption in 1993, the Czech Income Taxes Actin-
cluded a thin capitalization rule which originally covered
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only interest on loans provided by Czech tax non-resi-
dents exceeding 4:1 equity to debt ratio, respectively 6:1
ratio in case of banking and insurance companies. This
provision has been amended several times and currently
disallows tax deductibility of interest (and associated ex-
penses) on financial credit instruments provided by both
Czech tax resident and non-resident related party creditor
exceeding 4:1 equity to debt ratio or 6:1 ratio in case of
banking and insurance companies.'

According to the unbinding guidance of the General
Financial Directorate, the equity and amount of related
party financial credit instruments is calculated on average
basis for the respective tax period and in case of equity
without the impact of current tax period’s economic re-
sult [Guidance D-22 of the General Financial Directorate
of 6 February 2015 no. 5606/15/7100-10].

In the light of the above, it seems that negative econom-
ic result achieved by a taxpayer due to pandemic in the
current tax period should not immediately decrease the
average equity and consequently should not increase the
amount of tax non-deductible interest in the current tax
period.

However, indirect economic effects of the pandemic
should be considered as well. In the current tax period
taxpayers may deplete their readily available financial re-
sources which would have to be replenished to allow for
payment of due liabilities and further economic activities.

In case the additional financial resources were obtained by
a financial credit instrument from a third party, the equity
to related debt ratio would not be affected. However, it
should be pointed out that such funding may be econom-
ically unreasonable due to taxpayer’s potential credit rat-
ing deterioration caused by the negative economic result
and structural changes of a balance sheet. The third-party
creditor would in such situation probably require higher
risk premium reflected in higher interest rate.

The related party creditor would be able to provide finan-
cial credit instrument at a lower than market price interest
due to exception to arm’s length principle provided by the
sec. 23/7 of the Income Taxes Act, allowing lower inter-
est rate between related parties if a creditor is Czech tax
non-resident, Czech tax resident shareholder of the debt-
or or personal income taxpayer. It should be also consid-
ered that interest on financial credit instrument provided

! The sec. 25/1/w of the Act. No. 589/1992 Coll. Income Taxes Act, as
amended (further Income Taxes Act), also covers back-to-back financ-
ing flowing through a third-party intermediary.
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by taxpayer’s Czech tax non-resident parent company
may benefit from lower or nil withholding tax rate un-
der applicable double tax treaty or Czech Transposition
of Interest - Royalty Directive under sec. 19/1/zk) of the
Income Taxes Act.

Although the related party financial credit instrument
may be economically preferable, the equity to related debt
ratio would decrease and interest from larger portion of
related party debt might be tax non-deductible in the cur-
rent tax period. However, this issue could be avoided by
proportionate increase of equity to maintain optimal 4:1
equity to related debt ratio.

In the following tax period, the taxpayer’s equity would be
decreased by negative economic result of the current tax
period which would decrease the equity to related debt
ratio. Therefore, additional adjustments of the financial
structure would be required to achieve optimal 4:1 ratio
and preserve tax deductibility of entire amount of interest
on related party debt

It should be pointed out that the above adjustments
should be generally in the taxpayer’s sphere of discretion
since they may select a funding alternative according
to their own needs and preferences [Ruling of Supreme
Administrative Court CR from 7 March 2007 no. 8 Afs
33/2005 - 54]. Therefore, it could be reasonably argued
that non-artificial adjustments of financial structure
should be legitimate even in the light of ‘abusus iuris’ case
law [Ruling of Supreme Administrative Court CR from 15
October 2015 no. 9 Afs 57/2015 — 120].

Rule limiting deductibility of net financial
expenses

In contrast to the thin capitalization rules, the rule lim-
iting deductibility of net financial expenses has been in-
troduced to the Czech tax law relatively recently by the
Income Taxes Act amendment transposing the Anti-Tax
Avoidance Directive (further ATAD).

In the tax periods starting on or after 1 April 2019, the rule
limiting deductibility of net financial expenses is applica-
ble next to the thin capitalization rules since the former
rule targets only the otherwise tax-deductible financial
expenses, i.e. not borrowing expenses non-deductible

2 From the practical perspective, these adjustments could be realized
without undue administrative burden or costs via capitalization of the
part of related party debt, e.g. in the form of contribution to other cap-
ital funds.
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under other provisions of the Income Taxes Act [Hrdlicka
2018, pp.15-17].

The rule limiting deductibility of net financial expenses
itself largely follows wording of the ATAD, i.e. exceeding
borrowing costs are tax deductible up to CZK 80 mil-
lion (which corresponds to approx. EUR 3 million) or, if
higher, up to 30% of tax EBITDA (taxable profit before
interest, taxes, depreciation and amortization). It should
be pointed out this rule covers exceeding borrowing costs
from both related and unrelated party debt.

The borrowing costs are relatively widely defined® and in-
clude mainly expenses on loans, economically equivalent
costs such as interest element of financial lease payments
or notional interest amounts in derivative instruments,
and other specified expenses such as exchange rate differ-
ences or capitalized interest. From these expenses should
be deducted corresponding borrowing incomes [Kouba
2017, p. 16).

In line with the option provided by the ATAD, the Czech
Republic introduced two subjective exclusions from the
rule under sec. 23f of the Income Taxes Act, i.e. for listed
financial undertakings and for independent taxpayers*
without a permanent establishment and obligation to
consolidate financial statements.

Although the Income Taxes Act allows a carry forward
of the excluded exceeding borrowing costs to unlimited
subsequent periods, a carry back option provided by the
ATAD has not been transpose. Furthermore, the carried
forward excluded exceeding borrowing costs cannot be
transferred to a legal successor under sec. 23e/6 of the
Income Taxes Act.

Assuming the recession will have the impact on individu-
al taxpayers suggested in the previous section, the amount
of deductible interest under the rule limiting deductibility
of net financial expenses would be significantly lower.

In case the taxpayers considerably increase amount of
debt funding as is generally expected [https://www.

* The term borrowing costs included in the ATAD arguably contains
also expenses which are tax non-deductible under other provisions of
ATAD, e.g. expenses on profit-linked loans which are excluded by sec.
25/1/zl of the Income Taxes Act.

* Interestingly, the (non) independence status is here based on defi-
nition of associated enterprise for CFC purposes under sec. 38fa of
the Income Taxes Act, i.e. entities related by equity, i.e. at least 25%
direct or indirect participation in equity or voting rights, or at least
25% direct profit participation. In comparison, the thin capitalization
rules affect also entities related personally or otherwise in the meaning
of sec. 23/7 of the Income Taxes Act.

ey.com/en_uk/news/2020/11/covid-19-will-cause-firms-
to-borrow-over-five-times-the-amount-in-2020-than-in-
2019-with-many-unlikely-to-start-repaying-until-2022,
(access 26.10.2020)], the amount of interest would pro-
portionately increase as well. At the same time the taxpay-
ers’ credit rating may deteriorate due to worse economic
results or structural balance sheet changes, e.g. greater
than optimal portion of debt funding, which may cause
higher interest rate being demanded by creditors.

At the same time, it can be reasonably expected that
taxpayers’ EBITDA will significantly decrease and larger
portion of the increased amount of net borrowing costs
will be treated as tax non-deductible. In specific indus-
tries the taxpayers will not even be able to achieve positive
EBITDA and the entire amount of borrowing costs would
be tax non-deductible in the period under review.

Since the Czech Republic has not transposed carry back
option, the taxpayers would be able to carry these non-de-
ductible borrowing costs only to following tax periods.
However, this capacity could be utilized in the future only
if taxpayers would achieve EBITDA whose 30% would ex-
ceed the net borrowing costs in that tax period or would
generate more interest income than expense. In addition,
no such costs could be transferred to a surviving entity of
a merger. Both of these aspects are relatively surprising as
the Czech Republic has recently introduced carry back of
tax losses and other tax attributes which can be generally
transferred during a merger.

Similar observations have been formulated in relation to
the practically identical German interest barrier rule by
the German Federal Fiscal Court [2016] which stated that
in practice a condition precedent to utilization of carried
forward interest is a fundamental change of taxpayer’s
activities, i.e. either a comparative increase of interest
income to expenses or a relatively significantly higher
EBITDA [Lampert, Meickmann, Reinert 2016, pp. 59-60].

As in case of the thin capitalization rule, the taxpayers’
economic decisions might be thus considerably distort-
ed by the effects of the rule limiting deductibility of net
financial expenses. Namely, in the case of taxpayers in re-
cent financial distress, this performance-based rule would
in practice decrease investment capacity by imposing
additional tax cost on the deductible interest [Hillmann,
Hoehl 2018, pp. 23-24]. From a practical view, the tax-
payers may be by the rule forced to refinance to non-debt
funding or shift investments from other financial instru-
ments or projects to interest bearing debt instruments to
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decrease the net borrowing costs. These tax driven deci-
sions would lead to economic inefficiencies.

Above economic consequences of the rule limiting de-
ductibility of net financial expenses are in contrast with
the general ability-to-pay principle, namely its net tax-
ation aspect. An exemption to this principle should be
justified by an overriding reason, in the case of German
interest barrier rule such justification was, according to
the government, a prevention of tax avoidance. Further-
more, in detailed analysis of this justification the German
Federal Fiscal Court held that the tax avoidance is gen-
erally absent in purely domestic situations, third party
funding situations, in the case of companies which were
established recently, are in financial distress or operate in
highly leveraged industries [Van Os 2016, pp. 193-197].
For these reasons the rule could not achieve its justifiable
aim, was considered unconstitutional and the case was re-
ferred to Federal Constitutional Court which has not yet
rendered its decision.

As the Czech rule limiting deductibility of net financial
expenses is practically identical to the German interest
barrier rule which served as an inspiration for the respec-
tive ATAD provision, it can be reasonably argued that
the rule is inappropriate to attain its legitimate aim of tax
avoidance prevention.

For the similar reasons it could be argued that the rule lim-
iting deductibility of net financial expenses does not meet
necessity, adequacy and proportionality requirements
under the CJEU case law. It should be also noted that the
rule does not give taxpayers a possibility to provide coun-
terevidence of no tax avoidance. Therefore, it seems that
the respective ATAD provision might have been drafted
to formally comply with the EU non-discrimination prin-
ciple and without due regard to its declared goal [Doura-
do 2017, pp. 120-121]. Instead the provision rather serves
to safeguard a tax revenue of a respective state.

Conclusion

This contribution focused on the consequences of Czech
thin capitalization rule and rule limiting deductibility
of net financial expenses in the light of imminent eco-
nomic recession. Based on the analysis of the respective
provisions, it may be concluded that the recession driven
financial effects such as the need of additional funding,
deteriorated credit ratio or economic performance may
increase the amount of tax non-deductible interest.
Therefore, the hypothesis may be considered verified, the
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thin capitalization rule and the rule limiting deductibility
of net financial expenses may accentuate the negative eco-
nomic impact of the recession.

In addition, the taxpayers may attempt to structure
around these rules to avoid the additional tax cost instead
of making rational tax-non-driven decisions. This may
bring about additional economic inefficiencies.

Therefore, it should be examined whether the inter-
est-based tax base erosion cannot be prevented by less
economically intrusive measures such as more thorough
application of arm’s length principle.

Bibliography

Country report on the Czech Republic. International Mon-
etary Fund [online], https://www.imf.org/en/Countries/
CZE#countrydata, access as of 1 November 2020.

COVID-19 will cause firms to borrow over five times the
amount in 2020 than in 2019, with many unlikely to
start repaying until 2022 [online], https://www.ey.com/
en_uk/news/2020/11/covid-19-will-cause-firms-to-bor-
row-over-five-times-the-amount-in-2020-than-in-2019-
with-many-unlikely-to-start-repaying-until-2022, access
as of 26 October 2020.

Dourado A. (2017), The Interest Limitation Rule in the An-
ti-Tax Avoidance Directive (ATAD) and the Net Taxation
Principle “EC Tax Review” vol. 26, issue 3.

EY Tax COVID-19 Response Tracker. Ernst & Young. [on-
line], https://www.ey.com/en_gl/tax/how-covid-19-is-
causing-governments-to-adopt-economic-stimulus--,
access as of 26 October 2020.

GDP Preliminary Estimate — 3 quarter of 2020. Czech Sta-
tistical Office [online], https://www.czso.cz/csu/czso/ari/
gdp-preliminary-estimate-3rd-quarter-of-2020, access as
of 1 November 2020.

Hillmann L., Hoehl R. (2018), Interest Limitation Rules: At
a Crossroads between National Sovereignty and Harmoni-
zation “European Taxation” vol. 58, issue 4.

Hrdli¢ka L. (2018), Omezeni uznatelnosti nadmérnych vypii-
jcnich vydajii v dariovém balicku 2019 (Interest Limitation
in Income Tax Law Amendment Proposal 2019, in Czech).
Dané a pravo v praxis. “Taxes and Law in Practice” vol.
23, issue 4.

Kouba S. (2017), Smérnice o vyhybdni se dariovym povinnos-
tem (Anti-Tax Avoidance Directive, in Czech). “Financial,
Tax and Accounting Bulletin” vol. 3, issue 4.

Lampert S., Meickmann T. and Reinert M. (2016), Article
4 of the EU Anti-Tax Avoidance Directive in Light of the

Annual Center Review 2019-2020 no. 12-13



Questionable Constitutionality of the German “Interest
Barrier” Rule. “European Taxatio” no. 323.

Van Os P. (2016) Interest Limitation under the Adopted An-
ti-Tax Avoidance Directive and Proportionality. “EC Tax
Review” vol. 25, issue 4.

Legal acts

Council Directive (EU) laying down rules against tax avoid-
ance practices that directly affect the functioning of the
internal market of 12 July 2016 (no.2016/1164, later
amended).

Income Taxes Act of 18 December 1992 (Act. no. 589/1992
Coll,, later amended).

Guidance D-22 of the General Financial Directorate from 6
February 2015 (no. 5606/15/7100-10).

Ruling of Supreme Administrative Court CR from 7 March
2007 (no. 8 Afs 33/2005 — 54).

Ruling of Supreme Administrative Court CR from 15 Octo-
ber 2015 (no. 9 Afs 57/2015 - 120).

Author biography

Jifi Kappel - Mgr. Ing. PhD candidate at Faculty of Law,
Masaryk University and practicing tax lawyer at EY s.r.o.
focusing on international, European and Czech tax law
and frequently publishing both in domestic and foreign
specialized journals.

53



DOI: 10.15290/acr.2019-2020.12-13.10

Tereza Krizova

Masaryk University

Czech Republic

421410@law.muni.cz

ORCID ID: https://orcid.org/0000-0001-5986-4012

DIGITALIZATION AND REMOTE COMMUNICATION
WITH THE TAX ADMINISTRATOR IN THE TIME OF

COVID AND POST-COVID

Abstract

Today’s rapid times with the rapid development of tech-
nology require a change in the performance of obligations
of citizens and companies to the state. Whereas in the past
we were content with the paper form of communication,
now we are slowly abandoning it. The entire process has
now been accelerated by the Covid-19 pandemic. Howev-
er, the reaction time varies from industry to industry. In
public administration in general, gradual digitalization is
inevitable, but very slow. This happens due to a number
of factors, such as the transparency of public procure-
ment, insufficient system readiness or insufficient staff
qualifications. Last but not least, a lot of sensitive data is
sent when communicating with the tax administrator, so
emphasis must also be placed on cyber security and data
protection. It is the public sector in the Czech Republic
that often faces the problem of outdated systems that have
not been improved and changed for many years. Another
long-discussed issue is the interconnectivity of individual
systems that did not communicate with each other. This
paper deals with changes in communication with the tax
administrator on the example of the Czech Republic.
The paper emphasizes the state before and during the
Covid-19 pandemic, and predictions of the future devel-
opment of digitalization in the tax administration.

Keywords: Digitalization, the Czech Republic, Covid-19,
Remote communication, Tax administration
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Introduction

Communication with the authorities and the financial
administration is an essential step in preserving the rights
and obligations of taxable persons. The communication
itself has undergone a significant change over the years.
Most developed countries have managed to move from
physical, personal communication to partially digitized
communication. Each country organizes its own tax pol-
icy, including the tax administration, and this results in
different regulations and procedures. For the purposes of
this contribution, it is therefore necessary to limit oneself
to the example of one country. In this case, the Author
chose the Czech Republic, as it is the country of her origin
and her research in this area is of a longer-term nature.

It is clear that some countries are ahead in the digitali-
zation initiative. In this area, we can also see, in addition
to the individual procedures of individual states, a joint
initiative of several states. For example, the Forum on
Tax Administration was established in 2002, under the
auspices of the OECD [https://www.oecd.org/tax/fo-
rum-on-tax-administration/about/ (access 30.09.2020)].
Currently, the FTA has 53 members (the Czech Republic
is also a member) who seek to identify global trends and
potential problems. The Forum addresses topics such as
the fairness, efficiency and effectiveness of the tax admin-
istration in the Member States of the Forum. The Forum
also regularly issues publications summarizing progress
in this field and cooperation of individual members.
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The paper deals primarily with the digitalization of the
Czech tax administration. The aim of the paper is to out-
line the history of digitalization in the Czech Republic, to
describe the current state and to outline the future fore-
cast of the speed of digitalization in the Czech Republic.
The hypothesis is set out as follows: The development of
the use of digital communication with the tax administra-
tor was accelerated by the Covid-19 pandemic. In order
to determine whether the hypothesis will be confirmed or
rejected, it will also be necessary to answer the questions:
What is the state of digitalization of the tax administra-
tion in the Czech Republic? And how has this condition
changed during the Covid-19 pandemic? The Author will
use methods of description, deduction and prediction to
find out whether hypothesis will be confirmed or not.

Theoretical background

In order to be able to deal in detail with the issue of this
paper and to confirm or refute the hypothesis, it is nec-

essary to define the basic concepts with which the paper
deals.

Digitalization is the technology of transfer a document
content to another medium. That concerns conversion
of the analogue documents (images, video, audio, text)
to the digital form [http://aleph.nkp.cz/F/?func=di-
rect&doc_number=000001728&local_base=KTD. (ac-
cess 30.09.2020)].

Once we are dealing with digitalization of tax administra-
tion we should understand digitalization as a transition
from an analogue form of communication with the tax
administration to the digital form of communication.
According to Veber: “Digital transformation in the Czech
Republic, as in many other countries, is taking place on
two levels. The first is the private sector, which imple-
ments various, but in most cases partial, applications.
The second are government organizations, which on the
one hand implement part of the activities related to the
digitalization of public administration, and on the other
hand develop a number of programs to support the de-
velopment of digitalization in the Czech Republic” [2018,
p. 50]. Base on the above mentioned, it could be said that
both types of digitalization are currently on different
levels.

Sometimes terms digitization and digitalization are two
conceptual terms that are closely associated and often used
interchangeably in a broad range of literature [https://
www.forbes.com/sites/jasonbloomberg/2018/04/29/

digitization-digitalization-and-digital-transforma-
tion-confuse-them-at-your-peril/#192de0822f2c¢, (access
30.09.2020)]. According to Gartner’s dictionary, digitali-
zation is the use of digital technologies to change a busi-
ness model and provide new revenue and value-produc-
ing opportunities; it is the process of moving to a digital
business. For the purposes of this paper the Author chose
the term digitalization, which is according to the Author
more appropriate.

Development of digitalization in the Czech Republic has
nowadays its legislative base in the Act No. 12/2020 Coll.,
on the right to digital services, as amended (also called
Digital Constitution). It is the base for the possible further
development of the digitalization of public administration
in the Czech Republic. As the legal act is quite new, there
is no further linkage to tax administration yet.

Tax administration includes all relationships between tax-
payers and tax administrators [Radvan 2020, p. 88]. Tax
payers in the Czech Republic are natural and legal per-
sons. According to Radvan a taxpayer is a person whose
income, property, or acts in law are directly liable to tax.
In the Czech Republic we determine also a payor who is
a person who has a material liability to transfer collected
or withheld taxes from the taxpayer to the tax administra-
tor [Radvan 2020, p. 89].

Tax administrator is a state employee, but generally it is the
body of state administration who should take care about
the main purpose of tax administration in the Czech Re-
public. This purpose is set by the Act no. 280/2009 Coll,,
Tax Procedural Code, as amended (hereinafter as “Tax
Procedural Code”) and it is correct identification and de-
termination of taxes and securing of their payment [Tax
Procedural Code: Sec. 1, subsection 2]. Tax Procedural
Code together with Act no. 456/2011 Coll., on finan-
cial administration of the Czech Republic, as amended,
should be concerned as the most important acts of tax
administration.

Past development of digitalization in the
Czech tax administration

As everywhere in the world, communication with the
authorities has undergone significant development in the
Czech Republic. First, there was interaction in person and
by postal services. However, both options are very limited.
The most common obstacles to personal communication
with the tax administrator are limited office hours and
the availability of tax offices. In the case of postal services,
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there may be a situation where the item is delivered late,
destroyed or does not even arrive at the addressee at all.
In the case of the use of postal services, it was also neces-
sary to think about sending things in advance so that they
arrived on time.

As already mentioned, times have gradually changed.
Already in 2000, Act No. 227/2000 Coll., on electronic
signatures, as amended, was adopted. This Act was later
repealed and replaced by Act No. 297/2016 Coll., on ser-
vices creating trust for electronic transactions, as amend-
ed. Above all, this change was intended to ensure greater
use of this technology. The processing of electronic signa-
tures is now harmonized in the European Union through
European Union Regulation No. 910/2014 on electronic
identification and trust services for electronic transac-
tions in the European internal market (often referred to
as eIDAS).

Electronic signature thus gradually became known to us-
ers and began to be widely used, for example, for signing
VAT returns or for electronic communication with the tax
administrator.

The electronic signature is based on certification ser-
vices and in the Czech Republic it can be arranged
only with qualified sub-providers maintained by the
Ministry of the Interior of the Czech Republic (eg.
Ceskd posta, s.p.) [https://www.mvcr.cz/clanek/pre-
hled-kvalifikovanych-poskytovatelu-certifikacnich-slu-
zeb-a-jejich-kvalifikovanych-sluzeb-320051.aspx (access
30.09.2020)].

Based on eIDAS, the electronic identity (e.g. electron-
ic signature) will be used for another tool for digitizing
communication with the tax administrator in the Czech
Republic.

The data box is an electronic repository defined by Act
No. 300/2008 Coll., on electronic acts and authorized
conversion of documents, as amended. Data boxes are
used to deliver electronic persons between legal and
natural persons and between financial administration.
An important fact is that in the Czech Republic, state ad-
ministration bodies are obliged to have a data box set up.
Legal entities registered in the Commercial Register have
the same obligation. For most other entities, setting up
a data box is voluntary. With the introduction of the data
box, public authorities are obliged to send documents to
the addressees preferably using the data box. The data box
is available at www.mojedatovaschranka.cz.
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The introduction of the data box prevented obstructions
in the delivery of tax related issues. Transferring docu-
ments using a data box is fast and more efficient than with
standard mail. Entities that have a data boxes set up must
file tax returns through them.

The last of the important tools of remote access is the tax
information box. It is defined in Section 69 of the Czech
Procedural Code.

This concept was magnificent and the future of commu-
nication with the tax administrator lay in it. Historically,
there have been some major problems with the imple-
mentation of DIS. For example, the implementation date
was postponed by a quarter of a year in 2014 because the
IT systems were not properly prepared. Another problem
soon appeared when the data displayed in DIS could not
be relied on and many times it was wrong. Unfortunately,
their value is only informative, even nowadays [https://
www.businessinfo.cz/clanky/digitalizace-ucetnictvi-kul-
ha-danove-informacni-schranky-vyvolavaji-zmatek/ (ac-
cess 30.09.2020)]. Although the development of DIS has
shifted since then, the authors still recommend that the
offered list should be indicative.

In the tax information box, it is thus possible to view the
personal tax accounts of tax subjects, their statuses; the
tax information box also allows to see an overview of
documents, a personal tax calendar or information about
a tax subject [https://adisspr.mfcr.cz/adistc/adis/idpr_
pub/dpr_info/co_je_to_dis.pdf (access 30.09.2020)].

Access to the tax information box is possible in cases
when a tax subject has access to the data box or possess-
es Qualified Certificate. Subsequently, it is necessary to
submit an electronic “Application for the establishment of
a Tax Information Box”.

The main reason why tax information box is useful, even
with lot of imperfections, rises from the possibility to
control tax affairs. Plenty of tax subjects are paying their
attention mainly to their own business and their tax af-
fairs are not that important for them. But there are some
occasions when it is worth it.

Although DIS is still imperfect and has only limited
functions, thanks to it, it is possible to monitor mainly
possible underpayments on individual taxes and possible
sanctions resulting from them.

The importance of a clear and accessible display of the
status of individual tax accounts of a tax subject can be
shown not only on the example of sanctions for arrears,
but also on the example of registered overpayment.
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Specifically, the Czech Tax Code stipulates that if an entity
does not request a refund of the refundable overpayment
within 6 years from the end of the year in which the over-
payment arose, the overpayment expires and becomes
budget revenue from which the tax administrator who
registered it is paid (this is stated in Section 155 of the
Tax Procedural Code). It is therefore very important to be
interested in what happens on each personal tax account,
what the balance on the account is or to ask tax authority
to send the records, which should be not only informative
but right. This could be done via short request send di-
rectly to the tax authority and it should contain the time
period of records you would like to be sent. It is possible
that a refundable overpayment will arise without being
noted by an average taxable person. In such case it is very
important to act and be aware of the balances.

Current situation and the impact of
Covid-19 disease

The Czech Republic lags far behind in digitalization in
general compared to other European countries. There
are definitely positive developments in this area, which
the Authors will demonstrate below, but in compar-
ison to other Member States of the European Union,
the Czech Republic in 2018 was ranked 22" out of 28
Member States [http://ec.europa.eu/information_soci-
ety/newsroom/image/document/2018-20/5_desi_re-
port_digital_public_services_ BSDBE542-FE46-3733
83C673BB18061EE4_52244.pdf, access 30.09.2020)].
However, a significant number of factors is entering into
the digitalization of public administration (from political
priorities to constraints related to the level and extent
of connectivity) that make the process itself highly vari-
able and unique in each country [https://www.gartner.
com/en/information-technology/glossary/digitalization
(access 30.09.2020)]. In addition, the Czech Republic
was ranked 27" out of 28 EU countries in the usage of
e-services offered by public administration [http://ec.eu-
ropa.eu/information_society/newsroom/image/docu-
ment/2018-20/5_desi_report_digital_public_services_
B5DBE542-FE46-3733 83C673BB18061EE4_52244.pdf,
access 30.09.2020)].

The main change in the field of taxation now comes
with the forthcoming amendment to the Tax Procedural
Code. The amendment to the law is relatively extensive
and affects almost all areas of the tax process. Regarding

digitalization, it mainly focuses on the MY TAXES proj-
ect, which is an extension of the functions of the Tax
Information Box. My taxes (in Czech My Taxes) is to be
a platform for modern and simple communication and
management of tax matters. MY TAXES project should
also include great possibilities of remote actions and legal
filings during tax audits.

The amendment to the Tax Code, the final version, was
signed by the President of the Czech Republic in summer
2020 [https://www.dreport.cz/blog/senat-schvalil-novy-
navrh-novely-danoveho-radu-k-prijeti-zbyva-uz-jen-
podpis-prezidenta/ (access 30.092020)]. The amendment
will be effective as of 1* January 2021.

It would now have the possibility to provide a tax subject
with useful information and advice through notifications
(there is no idea yet what it will look like). As already
mentioned, the portal will use existing Tax Information
Boxes.

The law only regulates the legislative basis for future de-
velopment, it still depends on the technical capabilities
of the tax administrator to make the tool available. If the
technical capabilities of the tax administrator allow this,
they must publish this information and at the same time
publish that they are allocating access data. It does not
oblige the tax administrator to make full use of these pos-
sibilities. The law explicitly mentions the responsibility
for possible misuse of data.

The law explicitly regulates the function of filing from
a new tax information box as a filing made by a tax subject.
It is still not a full-fledged view of the file. The timeliness
and scope of the information depend on the technical
capabilities of the tax administrator. The tax information
box is left as optional by the amendment. In addition to
information for taxpayers, the new portal should also
offer the possibility of active and passive communication
with the tax administrator, for example, the possibility to
file tax returns via online forms, which will allow a certain
degree of pre-filling the data of taxable persons. However,
communication should also work in the opposite direc-
tion, i.e. from the tax administrator to the tax subject,
in the sense of delivering documents. The Ministry of
Finance estimates that the portal will be launched in the
last quarter of 2020.

All the information should be posted on the website www.
mojedane.cz. Unfortunately, the government is posting
less information than in the past. On the other hand, the
development of the new system should be in progress.
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The situation of digitalization of the Czech Tax Adminis-
tration without the effects of the Covid-19 pandemic was
set above. However, it was the pandemic that affected the
digitalization to a large extent, and the main components
of the digitalization, which it significantly affected, will be
listed below.

Already during the first wave of the Covid-19 pandemic,
the office hours of tax administrators were reduced in the
Czech Republic. At present (as of October 2020), office
hours are being reduced again [https://www.vlada.cz/
cz/epidemie-koronaviru/dulezite-informace/mimorad-
na-opatreni-_-co-aktualne-plati-180234/#cinnost_ura-
du, (access 30.09.2020)]. It is these restrictions that force
taxpayers to look for other forms of communication, and
at a time when taxpayers’ fear of Covid-19 is prevalent,
this is not surprising. What is left is telephone or corre-
spondence communication. Some tax entities have started
to use the tax information box more. The tax authorities
in the Czech Republic are used to deal with a lot of doc-
uments with tax subjects in person. To some extent, this
has also passed. And personal contact is now limited to
exceptions of personal discussion of documents necessary
by law. A significant change here will be the amendment
to the Tax Code, which provides a restriction of personal
discussion of documents. For example, a report on a tax
audit or the commencement of a tax audit should take
place remotely.

The era of Covid-19 and related tax incentives to support
the economy has also forced more taxpayers to follow the
official website of the financial administration, which has
become more or less the only comprehensive source of tax
incentives.

It can be assumed that the work on My Taxes portal will
be affected by the shortage of staff who are currently
working on projects related to the fight against Covid-19.
Therefore, the final implementation of My Taxes could
be postponed. Unfortunately, there is currently no more
information on this.

It can be concluded that digitalization is slowly but surely
finding a place in the Czech tax administration. Undoubt-
edly, these are steps that make financial management
more efficient and faster. Current tools are not yet perfect
and the whole process of digitization is also affected by the
Covid-19 pandemic. It cannot be said that the temporary
impact of the pandemic is only to speed up the digitaliza-
tion process, some aspects of the pandemic also hamper
digitization. The great advantage now is the approaching
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effectiveness of the amendment to the Tax Code, which,
as the Author believes, will move the digitalization of the
tax administration even further.

Future prediction and Conclusion

Through the COVID-19 pandemic, people have realized
how important it is for authorities to be able to maintain
their function digitally. Authorities and ministries have
experienced what it is like to work remotely without dig-
italization. After this experience, the public organizations
found out how much easier is to make and evaluate appli-
cations when the filings are made electronically instead of
on paper. The COVID- 19 pandemic helped a lot in the
pressure to accelerate digitalization.

The Author of the paper sees a great potential of MY
TAXES portal. It could be expected that in the future we
will communicate with the tax administration on a basis
similar to electronic banking, through which we will not
only be able to pay our tax obligations, but also handle
all documents and communication with the tax adminis-
trator. This would mean a great simplification and a step
towards clarity of tax processes and management in the
Czech Republic. As always before the implementation of
a new platform with such extended functionalities com-
pared to the original tax information box it is especially
important what the authors of the new system will do
and how they will manage to bring all functionalities to
life to really make work easier. Another question is the
time horizon in which this platform will be accessible to
people.

Today, no one can say with certainty when the tax admin-
istration of the Czech Republic will be fully digitized or
when the effects of the Covid-19 pandemic will end. It is
possible to predict only an increase in cooperation and
communication between tax subjects and tax administra-
tors in the online environment. The Author believes that
the government will soon create the best possible condi-
tions for more efficient administration and collection of
taxes at a distance.

Based on the all above mentioned, the hypothesis that the
development of the use of digital communication with the
tax administrator was accelerated by the Covid-19 pan-
demic was confirmed.

Lastly, future digitalization should focus not only on the
speed of implementation of new systems, but also on cy-
ber security. Especially in tax administration, sensitive
data and trade secrets are very often treated, so this data
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must not be endangered in any way on the way to the effi-
ciency of tax administration.
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University of Grodno (Republic of Belarus) was held the
XVIII International scientific and practical conference
“Axiology in the financial law of the Central and Eastern
European States”. The conference was organized by the
International Law Department at the Faculty of Law to-
gether with the Center for Information and Research Or-
ganization on Public Finance and Tax Law in the Coun-
tries of Central and Eastern Europe. The conference was
a continuation of the annual international scientific and
practical conferences organized by the Center in Prague,
Brno, Vilnius, Bialystok, Kosice, Voronezh, Paris, Lviv,
Gyor, Omsk, Mikulov, etc.

More than 80 representatives took part in the confer-
ence from the universities in the Republic of Belarus,
the Republic of Poland, the Czech Republic, Slovakia,
the Russian Federation and the Republic of Kazakhstan.
The first Vice-rector of the Yanka Kupala State University
of Grodno O. A. Ramanau, the Vice-rector on Scientific
Work of the Yanka Kupala State University of Grodno
Y. Ramanouski, the Dean of the Faculty of Law of the
Yanka Kupala State University of Grodno S. E. Chebu-
ranova, the President of the Center for Information and
Research Organization in Public Finance and Tax Law in
the Countries of Central and Eastern Europe, the head of
the Department of Public Finance and Financial Law of
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the University of Bialystok E. Ruskowski, the Chairman
of the Organizing Committee of the Conference, Asso-
ciate Professor of the Department of International Law
of the Yanka Kupala State University of Grodno L.Ya.
Abramchik addressed the conference participants with
a welcome speech.

During the conference were discussed the qualitative
changes in identifying individual indicators of financial
law problems that depend on society changes. Axiological
aspects of financial and legal regulation, the role of finan-
cial law and its institutions in the mechanism of manage-
ment in the countries of the Central and Eastern Europe
were addressed. A number of reports were presented by
the scientific community of the Central and Eastern Eu-
rope, well-known scientists and specialists in the field of
public finance, finance and tax law researches. Professor,
doctor of Legal Science A.N. Kostyukov (E.M. Dostoevsky
State University of Omsk) in the speech “The constitu-
tional values in the financial law” presented the analysis of
the constitutional values system (people, their rights and
freedoms, democracy, state unity and integrity, the sub-
jects independence of the Russian Federation and munic-
ipalities, etc.) in their interaction with elements of finan-
cial and legal axiology, and also identified a number of
problems of modern constitutional axiology in the finan-
cial and legal sphere, pointing out the imperfection of
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certain constitutional values in financial law. Professor,
doctor of Legal Science, the President of the Center for
Information and Research Organization on Public Fi-
nance and Tax Law in the Countries of Central and East-
ern Europe, the Head of the Department of Public Finance
and Financial Law of the University of Bialystok, E. Rus-
kowski (the Republic of Poland) noted that financial law
tends to change in the report “Constancy and variability
of the constitutional values in financial law”. This is due to
the changes taking place in our public life, politics and
economy. It is noteworthy that our ideas about individual
values are changing, therefore the axiological approach is
relevant in research. Thus, the Constitution of Poland
since 1997 contains numerous values related to public fi-
nance. However, some values, or their constitutional
guarantees, are currently in doubt. As a result of changes
in political conditions and management methods, it is
proposed to introduce new constitutional values in the
field of public finance. Professor, doctor of Legal Science,
the Head the of Department of Legal Regulation of Econ-
omy and Finances at the Institute of Public Administra-
tion and Management of the Russian Presidential Acade-
my of National Economy and Public Administration
under the President of the Russian Federation E.V.
Chernikova, in her presentation “Axiological aspects of
financial activity” proposed to consider the concept of
“financial activity of the state and municipalities” as an
axiological value in the financial and legal theory of legal
regulation of socio-economic relations. Social processes
and relations management through finance allows us to
consider financial activity as a universal, i.e. suitable for
all types of finance, way to manage the economic, political
and social life of a society. Professor, doctor of Legal Sci-
ence, the Dean of the Faculty of Law of the Caspian Public
University S.P. Moroz (the Republic of Kazakhstan) pre-
sented a report on “Axiology in investment law of the Re-
public of Kazakhstan”, in which she noted the relationship
and interaction of public and private categories and insti-
tutions in modern legal regulation and stressed the im-
portance of axiological approach in legal research in con-
nection with this trend. Candidate of Law Sciences, the
Head of the Financial Law Department of the Russian
State University of Justice I.A. Tsindeliani in the report
“Axiological aspects of the system of financial law” noted
that legal axiology as a scientific direction allows us to
consider the legal system of the state as a whole and its
individual elements from the point of view of the value
foundations separately existing in society and in each in-
dividual. Consideration of the state legal system elements

through value categories makes it possible to determine
the relationship and interdependence of all elements of
the legal system. Professor, doctor of Law Science W.
Morawski (the Nicholas Copernicus University, the Re-
public of Poland) in the report “Polycentric interpretation
of tax law - principles of conflict resolution” stressed that
legal principles, including financial law, are axiological
values and direct regulators of public relations by their
nature. Principles of tax law in the field of public finance
play a role in preventing conflicts of private and public
interests in taxation. The principles of tax law should not
be identified with the norms of tax law by having regula-
tory properties, since they are independent legal means of
regulation. Professor, doctor of Law Science, the hon-
oured lawyer of the Russian Federation, chief researcher
of the Department of Law of the Institute of State and Law
of the Russian Academy of Sciences S.V. Zapolsky, inter-
preting tax law rules based on their mandatory regulatory
properties, polycentrism is desirable, has made a report
“Scientific grant as an axiological value’, in which he
showed the need for its legal support based on a particular
example of obtaining a scientific grant. Professor, doctor
of Legal Science, the Vice-Rector for Economics and De-
velopment of the University of Wroclaw W.M. Miemiec
(the Republic of Poland), made a report “The sources of
financing the budget deficit of local government units due
to the changes in the Law on public finances”, which raised
topical issues of sources of financing the budget deficit of
local government units in the Republic of Poland in the
light of changes in the Law on public finance. The Profes-
sor stated that the changes made to this law make it possi-
ble to allocate funds unclaimed during the fiscal year from
the total budget calculations of territorial self-government
units, which are also a potential source of deficit financ-
ing, thus facilitating budget calculation and real control
over local government finances at the reporting level. It is
not possible to give a full assessment of the changes made
to the Law on public finance at this stage, since they will
find legal application only in the development and execu-
tion of territorial self-government units budgets for 2020.
Candidate of Law Sciences, Associate Professor, Associate
Professor of the Department of Civil Law and Procedure
of the Yanka Kupala State University of Grodno A.M. Var-
tanyan (the Republic of Belarus) in the speech “On some
peculiarities of fulfilment of tax liabilities upon reorgani-
zation of a legal entity”, disclosed the peculiarities of the
institution of reorganization of a legal entity in the perfor-
mance of tax obligations. The speaker focused on the rela-
tionship between the civil and tax legislation in regulating
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tax relations and showed the role of succession in the
performance of tax obligations. Professor, doctor of Legal
Science, the Head of the Department of Financial Law of
the Voronezh State University M.V. Sentsova (Karaseva)
in the report “The value characteristics of tax law and tax
property relations” noted the value characteristics of tax
law, emphasized the role of civil law in tax and legal regu-
lation and regulation of tax-related property relations.
Civil legislation and civil legal institutions that do not
fully correspond to their normative content are applied to
relations in the field of taxation that have a special tax-le-
gal nature. And most often this is objectively necessary,
since there are no legal norms that allow resolving the
situation. In this regard, it is necessary to amend the Civil
Code of the Russian Federation in terms of expanding
(changing) certain protective institutions content, be-
cause the value of these institutions for resolving tax-re-
lated situations is very high. Professor, doctor of Legal
Science I.V. Bit-Shabo (the Russian State University of
Justice) made a presentation on “Trends in the develop-
ment of legislation in the Russian Federation and Eastern
European Countries in the sphere of state social ex-
tra-budgetary funds” and noted the main trends in the
modernization of the legal framework for social security
in the Russian Federation and Eastern European Coun-
tries. Based on the analysis of the legislation of Hungary,
Bulgaria, Poland, Belarus and other Eastern European
Countries, she justified the conclusion about possible
changes in the legal regulation of social security in the
Russian Federation, while noting possible negative conse-
quences. Professor, doctor of Legal Sciences, Dean of the
Faculty of Personnel Management and Public Adminis-
tration of Public Service and Management Institute of the
Russian Presidential Academy of National Economy and
Public Administration under the President of the Russian
Federation E.U. Kireeva in the report “The system of val-
ues in local governance and their implementation in the
field of finance” pointed out that the question about the
system of values in the law as a whole and its individual
sectors in particular appears to be controversial, consen-
sus on set of values and their hierarchy is not formed,
however, in recent years increasingly wide range of schol-
ars have been drawn to the subject, which indicates its
relevance and importance for the Russian jurisprudence.
Value approach to the system of local self-government,
according to the scientist, should refract through the
prism of constitutional ideals and values enshrined in the
preamble of the Constitution and its first Chapter “Foun-
dations of Constitutional Order”. Professor, doctor of Law
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Science, Professor of the Department of Public Finance
and Financial Law at the University of Bialystok S. Presn-
arowicz (the Republic of Poland) in the report “A new
model for conducting tax disputes in Poland” focused on
the issues of changes in tax law. Currently, the Polish Par-
liament is working on the adoption of a new general tax
law - Tax Ordinance Act. This law, which will come into
force on January 1, 2021, provides a number of new legal
solutions. In particular, the model for resolving tax dis-
putes is changing, and the period for applying to higher
tax authorities will increase from 14 to 30 days. Under
certain conditions, the appellate body may be omitted,
and a complaint against the first tax instance may be di-
rectly filed with the regional administrative court. Candi-
date of Law Sciences, Associate Professor, Associate Pro-
fessor of State and Municipal Law Department of
Dostoevsky Omsk State University, I.V. Glazunova, dedi-
cated the report “Legal support of Treasury maintenance
of the budget” to topical issues of legal support of the
mechanism of Treasury maintenance of the budget. Can-
didate of Law Sciences, Associate Professor of the Depart-
ment of Business, Competition and Financial Law of the
Siberian Federal University E.S. Yefremova in her speech
“Tax Optimization and Conflict of Values in the Light of
Article 54.1 of the Tax Code of the Russian Federation”,
noted that the institution of tax optimization has a special
value in tax law, as it allows taxpayers to use legal ways to
minimize tax payments. Candidate of Law Sciences, As-
sociate Professor, Associate Professor of the Department
of International Law of Yanka Kupala State University of
Grodno L.Ya. Abramchik (the Republic of Belarus), in the
report “Implementation of the principles of tax law in the
process of tax administration: axiological aspects” noted
that in modern conditions of society, the state develop-
ment needs to consider societal values. One of the main
elements of the effective functioning of the tax system and
the economy of the state as a whole is tax administration,
so the study of the axiological aspects of applying the
principles of tax law in the process of tax administration
is relevant and important. Based on the analysis of the
system of tax law principles, the speaker justified the con-
clusion that the state’s activities in the field of finance for
tax revenue will be effective if there are implemented op-
timal mechanism of tax administration based on the prin-
ciples of tax law. Successful tax administration leads to an
increase in tax revenues to the budget, reduction of tax
offenses, improvement of the investment climate, and en-
suring the rights and legitimate interests of participants in
tax relations. Professor, doctor of Legal Science, Professor
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of the Department of Financial Law of the University of
Wroclaw, P. Zawadzka (the Republic of Poland), speaking
on “Legal changes in the field of calculating the debt of
local governments in Poland”, drew attention to changes
in legislation in the field of calculating the debt of local
governments. Doctor of Legal Science, Associate Profes-
sor, Associate Professor of the Department of Financial
Law of the University of Wroclaw K. Kopyscianska (Re-
public of Poland) in the report “Consolidation of the tax
system within the framework of income tax on the exam-
ple of a controlled foreign company (CFC)” drew atten-
tion to the fact that the legal norms of the CFC play an
important role in the system of Polish tax law, being an
effective mechanism in the fight against tax evasion.
However, these legal regulations have some shortcomings
that make them one of the most obscure and complex in
the entire institution of Polish tax law. Candidate of Law
Sciences, Associate Professor of the Department of State
and Municipal Law of the EM. Dostoevsky Omsk State
University, K.V. Maslov in the report “Tax security as a le-
gal value” pointed out the value characteristics of tax se-
curity from the point of view of law, highlighted the es-
sential characteristics of legal values, identified the signs
of security as a legal value, disclosed the axiological prop-
erties of tax security and, taking them into account, made
recommendations for improving legislation. Candidate of
Law Sciences, Associate Professor, Associate Professor of
the Department of International Law of the Yanka Kupala
State University of Grodno, O.N. Shupitskaya (the Repub-
lic of Belarus) in the report “The Constitutional Court of
the Republic of Belarus and the axiological assessment of
financial legislation” drew attention to the issues of evalu-
ating acts of financial legislation from the point of view of
the axiological approach and pointed out that this assess-
ment is given by the Constitutional Court of the Republic
of Belarus when it carries out its activities.

During the three thematic blocks of the conference —
“Axiological aspects of law-making in the financial law of
Central and Eastern Europe”, “Axiology in Tax Law”, “Axi-
ology in budget law, financial law of local government and
self-government” - the following speakers were presented:
- Dr J. Marczak (University of Lodz, the Republic of Po-
land) with the report “Institute of Finance: economic de-
terminants of public finance”; - PhD in law, Associate Pro-
fessor of the Department of Public Finance and Financial
Law at the University of Bialystok U. Zawadzka-Pak (the
Republic of Poland) with the report “Value-based Partic-
ipatory Budgeting in Poland - Successes and Challenges”;

- PhD in law, Associate Professor of the Department of
Public Finance and Financial Law, University of Bialystok
E. Lotko (the Republic of Poland) with the report “The
ethical and legal aspects of tax in Poland”; - doctor of
Legal Science, Professor, the Head of the Department of
Administrative and Financial Law at the Law Faculty of
the University of Zielona Géra, A. Gorgol (the Republic
of Poland) with the report “Structuring the normative val-
ues of tax procedures”; - doctor of Economics, Professor,
Head of the Department of Tax Law, Department of State,
Municipal Finance and Financial Engineering of the
Southern Federal University D.A. Artemenko with the
report “The legal support of tax control over the calcula-
tion of corporate income tax”; - candidate of Law Sciences
E.V. Abbyasova (Center for Unified Expert Service, Saint
Petersburg) with the report “Development of financial
control in the context of global changes in financial regu-
lation and digitalization of the economy”; - candidate of
Law Sciences, Associate Professor, Associate Professor of
the Department of Legal Regulation of Economy and Fi-
nances at the Institute of Public Administration and Man-
agement of the Russian Presidential Academy of National
Economy and Public Administration T.A. Nikolaeva with
the report “Axiological aspects of constitutional and legal
regulation of financial relations”; - candidate of Law Sci-
ences, teacher of the Department of Financial Law, Tax
Law and Economics of the Pavol Jozef Safdrik University
in Kosice A. Popovich (the Slovak Republic) with the re-
port “Principles and maxims of tax administration, their
place in the system of leading values of law and society”;
- PhD in law, Associate Professor of the Department of
Financial Law and Economics of Masaryk University in
Brno D. Sramkové (the Czech Republic) with the report
“Axiology in tax and customs law”; - PhD in law, Associate
Professor of the Department of Financial Law and Eco-
nomics of the Masaryk University in Brno E. Tomaskova
(the Czech Republic) with the report “Axioms in budget
law on the example of the Czech Republic”

The conference participants were very interested in the
reports of young scientists presented during the confer-
ence at the section of young scientists. The session was
moderated by the Candidate of Law Sciences M. Stoya-
kova (Pavol Jozef Saférik University of Kosice, the Slovak
Republic). On the meeting were discussed issues related
to values in the strategy of customs administration, the
right of a tax subject to minimize tax duties, continuity of
approaches to analyse financial stability of budget orga-
nizations, values in the systems of financial and land law,
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tax doctrine in the system of values of tax law, and other
axiological aspects of financial law.

The moderator of the discussion on the main report was
a Candidate of Law Sciences, Associate Professor of the
Yanka Kupala State University of Grodno L.Ya. Abram-
chik (the Republic of Belarus). The conference ended with
a summary of the results. Modern axiological problems of
constitutional, financial, municipal, land and customs law
of Belarus, Russia, Poland, the Czech Republic, Slovakia,
and Kazakhstan were discussed, as well as ways to resolve
them.
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In the framework of the conference was organized a meet-
ing of the Center for Information and Research Organiza-
tion in Public Finance and Tax Law of in the Countries of
Central and Eastern Europe, during which were elected
governing bodies for a new period and proposed devel-
opment directions of the Center.

The collection of scientific articles “Axiology in the finan-
cial law of Central and Eastern European States” (Grodno,
2019) was published. The decision to conduct a scientific
study of the problems raised at the conference and pre-
pare a collective monograph was made.

Annual Center Review 2019-2020 no. 12-13



DOI: 10.15290/acr.2019-2020.12-13.12

Gabor Hulké

Széchenyi Istvan University
Hungary
hulko.gabor@ga.sze.hu

REPORT ON THE XIX INTERNATIONAL CONFERENCE
“PANDEMIC AND GOVERNANCE - TOWARDS
AN APPROXIMATION OF COVID-19’s LEGAL,

ADMINISTRATIVE, FISCAL AND POLITICAL
DILEMMAS”
(5-6 NOVEMBER 2020, BUDAPEST, HUNGARY)

On 5" and 6™ November 2020, in joint cooperation
of the Faculty of Public Governance and Interna-
tional Studies of the University of Public Service
in Budapest and the Center for Public Finance of
Central and Eastern Europe (CPFCEE), Faculty of
Law of the University in Bialystok, an international
conference was held, entitled: Pandemic and Gov-
ernance — Towards an Approximation of Covid-19’s
Legal, Administrative, Fiscal and Political Dilemmas.
As part of the conference, on the second conference
day also PhD students and young scientists’ seminar
was organized. The conference had both English and
Russian panel.

The conference was organized due to the global out-
break of a new coronavirus, COVID-19. In order to
slow down the spread of the disease governments
throughout the world introduced a variety of regula-
tions from several forms of social distancing to pro-
visional quarantine. These measures turned normal
state operations completely upside down, affecting
several segments and aspects of governance, local
administration, residential liberties, fiscal policies

and national and global politics at large. Key research
areas are the trends and changes in legal and admin-
istrative solutions regarding the changes in public
financing and fiscal models in connection with the
pandemic.

In line with the expectations of the organizers, the
conference provided a scientific forum for the partic-
ipants of the event, consolidating in all respects het-
erogeneous academic environment and presenting
an interdisciplinary approach. The interdisciplinary
and heterogeneous nature of the conference is well
illustrated by the diverse origin of participants and
multiplicity of issues examined: in addition to the
EU issues, considerations on the Middle East and
Russia and the disciplinary attachment of speakers:
from public finance and fiscal theories to govern-
ment ethics, up to decision and game theory, various
governance theory and public finance issues related
to the coronavirus have been addressed. It was a spe-
cial pleasure for the organizers that doctoral students
were able to discuss their theses with professors from
renowned research institutions.
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PANDEMIC AND GOVERNANCE

Towards an Approximation of Covid-19’s Legal, Administrative, Fiscal and

10:00—10:15

10:15—10:35

10:35—10:55

10:55—11:15

11:15—11:30

11:30—11:50

11:50—12:10

12:10—12:30

12:30—12:50

12:50—13:05

13:05—13:25

13:25—13:45

13:45—14:05

14:05—14:25

Political Dilemmas
Day 2 (6™ November 2020)

The Conference is scheduled in Central European Time (UTC+1)

Mariusz Poptawski (University of Bialystok): conference opening

A. Popovi¢ & L. Hrabéak (Pavol Jozef Safarik University): Post COVID-19 world and
potential compensatory tax instruments in the context of the digital economy

Ekaterina Kosiuk (University of Public Service): Impact of COVID-19 on Civil and Po-
litical Rights

Natélia Antusova (Pavol Jozef Safarik University): Taxable person as an element of
an European digital services tax

Break

Sofian Bouhlel (University of Public Service): Role of the Hungarian Local Gover-
nance in Responding to COVID-19 Crisis

Ekaterina Popova (University of Public Service): The Urge of Vaccine: COVID-19,
Immigrants and Nationalism in Hungary

Jifi Kappel (Masaryk University): Impact of Pandemic in Context of the Czech Inte-
rest Deductibility Limitation Rules

Anna Urbanovics (University of Public Service): Communication of Covid-19 in the
Mediterranean region - a social media content analysis

Break

Monika Stojakova (Pavol Jozef Saférik University): Covid-19 and the "Digital Servi-
ces Tax" : Loss of Political Attention?

Ola Majthoub (University of Public Service): Navigating the Way Forward and Sur-
vive the Crisis

Jozef Sabo (Pavol Jozef Safarik University): Taxation of robots: back to the future?

Viktoria L. Paté (University of Public Service): New paths of digital policies as a po-
sitive effect of the COVID-19 pandemic in the European Union
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REPORT OF THE SECOND EASTERN EUROPEAN
CONFERENCE ON CRYPTOCURRENCIES

(4 MARCH 2019, BIALYSTOK, POLAND)

On March 4, 2019, at the Faculty of Law of the University
of Bialystok took place the Second Eastern European Con-
ference on Cryptocurrencies organized by the Scientific
Circle of Financial Law, Scientific Circle of Commercial
Law and Scientific Circle of Tax Law operating at the Fac-
ulty of Law of the University of Bialystok. The conference
was covered by the Honorary Patronage of the Ministry
of Science and Higher Education, Marshal of the Podlasie
Voivodship Artur Kosicki, Podlasie Voivode Bohdan
Paszkowski and the Rector of the University of Bialystok
prof. dr hab. Robert W. Ciborowski. Among the Honorary
Patrons of the event were also the Deputy Marshal of the
Podlasie Voivodeship Stanistaw Derehajto, the Temida 2
Publishing House and Euronet Norbert Saniewski sp. j.,
which enabled to show a machine digging cryptocurren-
cy, i.e. the so-called cryptocurrency excavator.

The conference began at 9:00 in the Hall of the Faculty
of Law and was opened by prof. zw. dr hab. Ewa Monika
Guzik - Makaruk, Deputy Dean for Science of the Faculty
of Law, and prof. dr hab. Eugeniusz Ruskowski, head of
the Department of Public Finance and Financial Law and
the Supervisor of the Scientific Circle of Financial Law.
After the presentation and welcome of the invited guests,
the substantive part of the conference began, divided
into expert panels led by dr Ewa Lotko and dr Urszula
Zawadzka-Pgk from the Department of Public Finance
and Financial Law, and doctoral and student panels led
by Magdalena Olchanowska, Ewelina Marcinczyk and
Hanna Deilidka - representatives of the Scientific Circle
of Financial Law.
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The lecture opening the conference “Using cryptocurren-
cies in money laundering” was given by dr hab. Wojciech
Filipkowski, prof. UwB, representing the Department of
Criminal Law and Criminology at the Faculty of Law,
UwB. In his speech, prof. Filipkowski referred to threats
resulting from the popularity of cryptocurrencies trans-
formed into a tool for committing crimes.

Another speech at the expert panel of the conference
was by dr hab. Stawomir Presnarowicz, prof. UwB from
the Department of Public Finance and Financial Law at
the Faculty of Law of the University of Bialystok, enti-
tled “Cryptocurrencies in Poland in 2019 - selected tax
aspects”. The idea behind the presentation was to show
this issue based on an outline of the changes that have
occurred in recent months as a result of interest of tax
administration in cryptocurrencies.

Then the next speaker was mgr Grzegorz Jarosiewicz, rep-
resenting the Tax Department at the Faculty of Law, who
delivered a lecture entitled “Legal regulations concerning
taxation of virtual currencies trading”. In his speech, mgr
Jarosiewicz presented all issues raising questions about
the tax treatment of cryptocurrencies.

Next lecture was given by prof. Olga Lutova from N.I. Lo-
bachevsky State University in Nizhny Novgorod (Russia)
“Cryptocurrencies in the Russian Federation”, in which
she presented the situation of virtual money in the Rus-
sian system.

Another speaker - prof. Aleksander Morozov (also from
the N.I. Lobachevsky State University of in Nizhny
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Novgorod) - presented his speech entitled “Existing ap-
proaches to legal regulation of cryptocurrency taxation
in the Russian jurisdiction”, from which it was possible to
draw differences between the Polish and Russian system
of virtual money taxation.

Next lecture “Cryptocurrency: problematic aspects of le-
gal regulation” delivered by prof. Imed Tsindeliani from
the Russian Academy of Justice in Moscow focused on
obstacles to recognise crypto-currency by the legislature.

Then a lecture entitled “Cryptocurrency and state sover-
eignty” was presented by prof. Dmitry Szczerbik from the
Polotsk State University in Polotsk, in which he presented
possible disturbances in the state relationship with the
newly created type of coins.

Another speaker was also a representative of the Polotsk
State University. Professor Aliaksej Radziuk delivered
a lecture entitled “The Social Impact of Cryptocurrency
Experiment in Belarus” thanks to which it was possible
to learn how bitcoin influenced the Belarusian society
and what were their first reactions to entering the crypto
market.

The last speech of the expert panel was by prof. Ryma
Kluczko (Yanka Kupala State University of Grodno)
“Criminal legal assessment of crimes involving cryp-
tocurrency”. The lecture focused on the possible use of
cryptocurrencies in the broadly defined crime, presenting
the most serious threats associated with it.

The expert panel ended at 12:10, then the second part of
the conference began, during which doctoral students
gave their speeches.

The first presentation in this part was delivered by mgr
Maksymilian Szal, a PhD student at the Department of
Civil and Commercial Law at the Faculty of Law, enti-
tled “Cryptocurrencies as the subject of contribution to
a commercial company”. Other PhD students who took
part in the conference included representatives of univer-
sities from Poland and abroad:

- Masaryk University in Brno (Czech Republic)
- mgr Richard Bartes (“Selected legal aspects of
cryptocurrencies in the Czech Republic”)

- DPolotsk State University (Belarus) - mgr Viktoria
Dorina (“International legal regulation of crypto-
currencies”), mgr Pavel Salauyou (“Legal regula-
tion of Blockchain technology and cryptocurrency:
the problem of choosing lawmaking strategies”)

- University of Wroclaw - mgr Lukasz Cymbaluk
(“Political implications of cryptocurrencies”)

- Cardinal Stefan Wyszynski University in Warsaw —
mgr Sylwia Szutko (“Consequences of new taxation
rules for cryptocurrencies and qualify income from
virtual currency trading to income from cash cap-
itals”), mgr Ida Jozwiak (“Cryptocurrencies as the
subject of regulations in the field of counteracting
money laundering and terrorism financing”)

- University of Warsaw - mgr Katarzyna Ziotkow-
ska (“ICO and crypto-assets in the EU regulatory
framework - conclusions from the position of the
European Securities and Markets Authority pub-
lished on January 9, 2019”), mgr Konrad Sukojaj
(“Taxation of trading in cryptocurrencies with tax
on goods and services”)

- Maria Curie-Sklodowska University in Lublin -
mgr Maciej Blotnicki (“Selected aspects of the
functioning of virtual currencies on the basis of
applicable criminal law regulations - adequacy, or
lack thereof in the proper protection of legal goods
in the 21* century?”)

— The Jagiellonian University in Krakéw - mgr Wik-
tor Podsiadlo (“Taxation of virtual currencies, tax
on natural persons”)

- University of Bialystok - mgr Cezary Pachnik
(“Cryptocurrency as an instrument for the pur-
suit of autonomy or independence of indigenous
peoples and national minorities in the light of the
principles of international law”), mgr Izabela Grens
- Trykoszko (“Bitcoin as an object of property secu-
rity”), mgr Pawel Szorc (“Regulations on protection
of personal data as a barrier to the development
of blockchain and cryptocurrency technologies”),
mgr Katarzyna Jarnutowska (“Cryptocurrencies as
an object of private law relations”), mgr Magdalena
Anna Kropiwnicka (“What is bitcoin? Legal char-
acter of bitcoin”), mgr Justyna Omeljaniuk (“Cryp-
tocurrencies as subject of crime”), mgr Pawel
Czaplicki (“Initial Coin Offering - legal aspects of
capital acquisition by entrepreneurs using digital
currencies”), mgr Agnieszka Godlewska and mgr
Paulina Grodzka (“Taxation of cryptocurrencies
and tax honesty”), mgr Lukasz Presnarowicz (“Ac-
tions of the Office of Competition and Consumer
Protection in the field of cryptocurrency”).

The doctoral panel ended at 15:00 followed by a lunch
break, which lasted until 16:00. Then a practical panel
discussion started.
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The speeches ended at 17:00 and then a 10 minutes coffee
break began. At 17:10 the student panel started, during
which representatives of both foreign and Polish universi-
ties were also present:
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Polotsk State University (Belarus) — Palina Kaval-
chuk (“Using cryptocurrency in Belarus”)

Siedlce University of Natural Sciences and Human-
ities - Dominik Kowalczyk (“Cryptocurrencies and
threats that they introduce to social security”)
Nicolaus Copernicus University in Torun - Pauli-
na Wysocka (“Money laundering and cryptocur-
rencies”), Jakub Rolirad (“Cryptocurrencies as an
excellent thesaurization of property or a financial
pyramid?”)

University of Lodz - Agnieszka Sobierajska (“Legal
aspects of tokens - civil law analysis including per-
sonal tokens”)

Maria Curie-Sklodowska University in Lublin - Pi-
otr Jackiewicz, Dominika Gozdalska (“Legal and
tax aspects of cryptocurrencies in the Republic of
Poland”)

University of Warsaw - Ewa Tokarewicz (“Prudence
or short-sightedness - about the approach of a Pol-
ish employer to cryptocurrency on the example
of tax on civil law transactions”), Filip Sobocinski
(“Is the token equity issue a public offer?”), Kamil
Weglinski (“Cryptocurrencies - groundbreaking
technology of the Internet”)

— Odessa (Ukraine) - Masenko Yaroslav (“EOS -
Blockchain 3.0”)

- Minsk (Belarus) - Alina Bankowskaja (“Cryptocur-
rencies: a role in the modern world”), Kiril Kozal
(“Cryptocurrency and Bitcoin. Money of the new
generation”), Daria Umanskaja (“Prospects for rec-
ognition and development of cryptocurrencies in
European countries”), Julia Karazej (“Perspectives
of using cryptocurrencies in the legal sphere”)

- Turkey (Erasmus student at University of Bialys-
tok) - Abdullah Bahge (“Big increase in interest in
bitcoin in Turkey - the fall of the lira”), Onur Duran
(“Currency crisis, and the introduction of the cryp-
to-currency exchange”), Elif Sila Cesur (“Solutions
for introducing cryptocurrencies”), Burhan Budak
(“Abduction of cryptoblogs - forensic aspects of
cryptocurrencies trading”), Barig Gokler (“Bitcoin
vs. alcony - comparison”)

- University of Bialystok - Bartlomiej Korolczuk
(“Potential of the Blockchain Model”)

After thanking all invited guests as well as all participants
of the conference, the conference was closed at 20:40 by
Magdalena Olchanowska, president of the Scientific Cir-
cle of Financial Law.
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THE SCIENTIFIC ACTIVITY OF THE FACULTY OF LAW
AT THE UNIVERSITY OF BIALYSTOK ASSOCIATED

WITH THE COUNTRY OF CENTRAL AND EASTERN
EUROPE

Among scientific activity connected with research con-
nected by Faculty of Law University of Bialystok in 2019
and 2020 the following publications, lectures and partici-
pation in international projects can be mentioned.

THE SCIENTIFIC ACTIVITY:

» Conference “Developments in Family Law - Year by
year” organized by ELTE University and Ministry of
Justice, Hungary, 137-15% of January 2019
- dr hab. Piotr Fiedorczyk, prof. UwB

* Conference organized by the Russian Academy under
the President of the Russian Federation, 14"-16% of
January 2019
- dr hab. Stawomir Presnarowicz, prof. UwB -

“Handling of tax disputes in Poland”

* I Polish-Ukrainian scientific seminar “Modern chal-
lenges of justice in the European legal area”, organized
by the Department of European Law, Faculty of Law
University of Bialystok, Poland, 19" of February 2019
- drhab. Mieczystawa Zdanowicz, prof. UwB - “Al-
ternative Dispute Resolution”

- dr hab. Anna Doliwa-Klepacka - “Alternative
Dispute Resolution in the Regulations of the Euro-
pean Union”

* Conference “From Theory to Practice in Language for
Specific Purposes” organized by Association of Lan-
guage for Specific Purposes Teachers at Higher Edu-
cation Institutions, Croatia, 20""-23 of February 2019

- dr Halina Sierocka - “Creating didactic materials
to learn specialist languages available online”

e XXI International Scientific and Practical Conference

organized by Yanka Kupala Grodno State University,

Belarus, 6™ of March 2019

- prof. dr hab. Ewa M. Guzik-Makaruk

- prof. dr hab. Emil W. Plywaczewski

- prof. dr hab. Eugeniusz Ruskowski, mgr Marta
Maksimczuk - “System of public finance control
in Poland”

- dr hab. Jarostaw Matwiejuk - “Basic rules of the
constitutional system in the Republic of Poland and
the Republic of Belarus”

- mgr Ewelina Wojewoda

- mgr Paulina Pawluczuk-Bucko

- mgr Aleksandra Stachelska

Conference organized by the Russian Academy of Na-

tional Economy and Public Administration under the

President of the Russian Federation in Moscow, 17-

19" of March 2019

- dr hab. Stawomir Presnarowicz, prof. UwB - “Ap-
pealing tax decisions in Poland and in Russia - se-
lected problems”

International Polish-Belarusian Law School, Universi-

ty of Bialystok, Yanka Kupala State University of Grod-

no, 1#-6" of April 2019

- prof. dr hab. Katarzyna Laskowska - Criminal
Law

- dr hab. Jaroslaw Matwiejuk - Constitutional Law
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- mgr Marta Maksimczuk - Financial Law

Conference “From the Lublin Union to the European

Union” organized by the Association of Lithuanian

Polish Scientists, Lithuania, 25%-27" of April 2019

- dr Tomasz Dubowski — “EU foreign policy - legal
and institutional conditions of development”

XIX International Scientific Conference for Students,

Masters and PhD Students “MODERNIZATION OF

LEGAL SYSTEMS FOR SUSTAINABLE DEVELOP-

MENT OF SOCIETY?”, Faculty of Law Yanka Kupala

Grodno State University, 26™ of April 2019

- mgr Marta Maksimczuk - “Finance of health care
in Poland”

Symposium “Education and City 2019” organized by

Moscow City University,15"-18" of May 2019

- dr Anna de Ambrosis Vigna — “The legal frame-
work of participation practices in education in case
of Poland”

XII International Scientific Seminar for Students,

Masters and PhD students “CURRENT PROBLEMS

OF FINANCIAL LAW”, Yanka Kupala Grodno State

University, Belarus State University, Voronezh State

University, University of Bialystok 21* of May 2019

- mgr Marta Maksimczuk - “Legal and Financial
Aspects of Healthcare in the Republic of Poland”

International Polish-Ukrainian Law School, Uni-
versity of Bialystok, Ukrainian Academy of Public
Administration by the President of Ukraine - Odessa
Regional Institute of Public Administration, 20* -24"
of May 2019

- prof. dr hab. Katarzyna Laskowska - Criminal

Law

- dr hab. Jaroslaw Matwiejuk - Constitutional Law
- mgr Marta Maksimczuk - Financial Law

International scientific “Migration problems in Europe
and ways of solving them” organized by the I. Kant
Baltic Federal University in Kaliningrad, the Institute
of Europe of the Russian Academy of Sciences, the
Ebert Fund, the Institute of Linguistic and Migration
Processes at the Fund “Russian World”, the Associa-
tion for European Studies, Kaliningrad - Yantarnyi 30™
of May- 1% of June 2019
- dr hab. Mieczystawa Zdanowicz, prof. UwB -
“The Polish position towards the refugee-migration
crisis in the European Union”

- dr Anna Doliwa-Klepacka - “EU legal regulation
in the field of migration - general challenges”

* Conference “Virtual reality of modern world: possibil-

ities and threats” organized by Lviv National Universi-

ty, 16"-19" of June 2019

- mgr Marta Dabrowska, mgr Marta Dzieniszews-
ka - “Criminological view on cyber threats among
juveniles”

- mgr Aleksandra Stachelska - “Virtual assistants
- possibilities and threats - criminal and crimino-
logical perspective”

XXXII International Baltic Criminological Seminar

“Social control of crime: what to do?” organized by A.

Herzen State Pedagogical University in St. Petersburg,

21%-22" of June 2019

- prof. dr. hab. Katarzyna Laskowska - “Social pa-
thologies of a criminogenic nature in Poland. How
to counteract and limit them?”

Nanterre Network Annual Meeting 2019, European

Network of University Cooperation in Legal Science

(Nanterre Network Annual Conference) organized by

Vilnius University, Lithuania, 26™-29" of June 2019

- prof. dr hab. Ewa M. Guzik-Makaruk, prof. dr
hab. Emil W. Plywaczewski - “Faculty of Law Uni-
versity of Bialystok - yesterday, today, tomorrow”

- dr Emilia M. Truskolaska - “Influence of home-
lessness on migration”

- mgr Karolina Zapolska - “Economic freedom in
EU”

o XXIV Conference Central European Political Science

Association organized in Pechu, Hungary, 25*-29" of

September 2019

- dr hab. Elzbieta Kuzelewska, prof. UwB - “Same-
sex marriages referendum in Central Eastern Euro-
pean Countries”

- dr Dariusz Kuzelewski - “Changes in the judiciary
and prosecutor’s office as a threat to liberal democ-
racy in Poland”

International Scientists Conference “Pandemic and
Governance: Towards an Approximation of COVID-
19’s Legal, Administrative, Fiscal and Political Dilem-
mas’, Faculty of Public Governance and International
Studies, National University of Public Service, Buda-
pest, Center for Information and Organization of Re-
search on Public Finance and Tax Law in Central and
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Eastern, Faculty of Law University od Biatystok, 5"-6
of November 2020, Bialystok- Budapeszt

dr hab. Urszula K. Zawadzka-Pgk - chair of En-
glish Panels

prof. dr hab. Eugeniusz Ruskowski, dr Ewa Lot-
ko, mgr Marta Maksimczuk - chairs of Russian
Panels

prof. dr hab. Mariusz Poplawski, dr Mariusz
Charkiewicz - “Prolonging payment deadlines of
real estate tax installments to entrepreneur’s con-
nection with COVID in Poland”

* Russian Scientific-practical Roundtable

prof. dr hab. Katarzyna Laskowska - “Criminal
and criminological problems of counteracting
crime in the sports sphere” Russian State Universi-
ty of Justice, St. Petersburg, 31" of September 2020
(“Corruption in sport in Poland-legal and crimino-
logical aspects)

SCIENTIFIC AND DIDACTIC

ACTIVITIES ABROAD AND ERASMUS+:

mgr Marta Maksimczuk - Research Internship at
the Institute of International Economic Relations,
I. Franko National University of Lviv, 11-17" of
February 2019

dr hab. Jarostaw Matwiejuk — “Polish-Belarusian
Law School” organized by Grodno State University
named after Yanka Kupala and the University of
Bialystok, 31% of March - 4™ of April 2019

dr Andrzej Jackiewicz - Lectures at Smolensk
University, 31% of March - 6™ of April 2019

dr Artur Olechno - Erasmus +, Smolensk Univer-
sity, 31% of March - 6™ of April 2019

dr hab. Mieczystawa Zdanowicz, prof. UwB -
Erasmus +, E. Kant Federal State University, 7%
-13% of April 2019

dr Halina Sierocka - Erasmus +, Split University,
10*-16% of June 2019

dr hab. Elzbieta Kuzelewska, prof. UwB, dr Dari-
usz Kuzelewski — Erasmus+ University of National
and World Economy, Bulgaria, 6"-22" of July 2019
mgr Marta Maksimczuk - Summer School “EU-
EU Dialogue: HoReCa” Management and Market-
ing Faculty of Economics and Management Yanka
Kupala State University of Grodno, 8"-22% of July
2019

prof. dr. hab. Piotr Niczyporuk - Lectures
“Banking institutions of the European Union” and
“Banking operations in historical development” at
Omsk State University Russian Federation, 10" of
September 2019

mgr Marta Maksimczuk - Research Internship at
the Faculty of Economics and Management Yanka
Kupala State University of Grodno, 16" - 30™ of
September 2019

dr Halina Sierocka - visiting professor, Suleymana
Demirela University, Kazakhstan, 34-15" of Febru-
ary 2020

dr Izabela Krasnicka - kick-off meeting project
Erasmus University of Montenegro, Montenegro,
231-24" of February 2020

dr hab. Tomasz Dubowski - participant, College
of Visegrad + Scientific and Executive Committee
organized by National of Public Service, Hungary,
27"-28"™ of February 2020

dr hab. A. Doliwa, prof. UwB - Scientific Project
Menager “Procurement of services through direct
placement procedure to support decentralisation
reform in Ukraine®

dr Maria Cudowska - Erasmus +, Vytautas Mag-
nus University, Lithuania 24"-27" of November
2020

PUBLICATIONS:

Laskowska K., Ugolovnai politika Pol%i v otvecest-
venii lic, sover$ati$ih domasnee (in:) Ugolovnaa
politika i pravoprimenitel'naa praktika: sbornik
materialov VII-oj nau¢no-prakticeskoj konferencii
(I-2 noabra 2019 goda, Sankt-Peterburg), D.S.
Umarovica (eds.), Sankt-Peterburg, Asterion, 2019
Bobrus-Nowinska E., Woltanowski P., Zawadz-
ka-Pak U, (in:) European financial law in times of
crisis of the European Union, G. Hulkoé, R. Vybiral
(eds.), Budapest, Dialog Campus, 2019

Krasnicka 1., De Ambrosis Vigna A., Reforma
sistemy obrazovania mestnogo samoupravlenia v
sfere obrazovanié (in:) Upravlenie sistemoj obrazo-
vania na raznyh urovnah #b$ vertikal’ vlasti, trans-
fer polnomodij i regional’noe sotrudnicestvo, A. de
Grofa, S. V. Ankevi¢a (eds.), Moskva, Izdatel’skij
dom Vyssej skoly ekonomiki, 2019

Kolodko P., Niczyporuk P., Le sanzioni penali
comminate sui banchieri romani (in:) Perpauca ter-
rena blande honori dedicata pocta Petrovi Blahovi
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k nedozitym 80. Narodeninam, V. Vladar (ed.),
Trnava, Trnavska univerzita v Trnave. Pravnicka
fakulta, 2019

Laskowska K., Domasnee nasilie v Pol’Se. Pravovaa
institucional’nai reakci na avlenie (in:) Rol’ prava
v razviti integracionnyh processov v Aziatsko-Ti-
hookeanskom regionie, sost.: N.G. Prisekina, Vlad-
ivostok, Izdatel’stvo DVFU, 2020

Dowgier R., Etel L., Poptawski M., Tyniewicki
M., (in:) The financial law towards challenges of the

XXI century. Conference proceedings, P. Mrkyvka
(eds.) Brno, Masaryk Univeristy Press, 2020
Matwiejuk J., Reforma territorisI'nogo samoupra-
vlenia v Respublike Pol%3a (in:) Uridiceskaa nauka,
zakonodatel'stvo i pravoprimenitelnad prakti-
ka. Zakonomernosti i tendencii razvitia. Cz. 1.,
S.E. Ceburanova (ed.). Grodno, GrGU Y. Kupaly,
2020
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NEW SERIES OF PUBLICATIONS
WORKS OF EMINENT POLISH REPRESENTATIVES

OF FINANCIAL LAW

zrodto: www.czuma.pl

At the scientific conference held on 18-20 September 2019
in Grodno (Belarus), Prof. Marina Karasieva (Sentsova),
the Chairwoman of the Program Council of the “Center
for Information and Research Organization in Public
Finance and Tax Law in the Countries of Central and
Eastern Europe”, reported the idea to publish in Russian,
within the framework of the activity of the Center, works
of prominent Polish representatives of financial and tax
law. After a long discussion on the choice of the first work
in the series, it was decided to accept the proposal of dr
hab. Janusz Stankiewcz, i.e. the edition of the book by the

outstanding Polish scholar and politician, Prof. Ignacy
Czuma, entitled “The Balance of the Budget compared to
the budget law of different countries”. The book was pub-
lished in Lublin in 1924. Dr hab. Janusz Stankiewicz also
made available his copy of the above work by Prof. Ignacy
Czuma for translation into Russian and publication in
print. The permission for the publication of the work in
the presented form (under certain conditions) was given
by the sons of the scholar, Benedykt and Andrzej Czuma.

On this occasion, it is worth recalling the remarkable per-
sonality of the great Polish patriot and scholar, Professor
Ignacy Czuma, his life and scientific, social and political
activity. Ignacy Czuma was born on 22 October 1891 in
Niepotomice near Krakow, he came from a peasant fam-
ily. In 1912, he started studying law at the Jagiellonian
University, which was interrupted by the First World War.
Between 1914 and 1915 he served in the Austro-Hungari-
an Army and was a Russian prisoner of war between 1915
and 1919. After his service in the Polish Army in 1920, he
resumed studies at the Faculty of Law of the Jagiellonian
University, which he completed in 1922 with a PhD. In
1925, he was awarded the degree of Habilitated Doctor
for the above mentioned dissertation “The Balance of the
Budget compared to the budget law of different countries”.
In 1922, Ignacy Czuma started his professional career at
the Department of Treasury and Fiscal Law at the Catho-
lic University of Lublin, where he remained until the end
of his academic career. Initially a deputy professor of fiscal
science and legislation, he was promoted to associate pro-
fessor in 1927 and to full professor in 1930 at the Faculty
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of Law and Socio-Economic Sciences of the Catholic Uni-
versity of Lublin. Between 1926 and 1928 he was the Dean
of the Faculty of Law and Socio-Economic Sciences, and
between 1938 and 1939 he was the Vice-Chancellor of
the Catholic University of Lublin. On 11 November
1939 he was imprisoned by the Gestapo and placed in
the Lublin Castle, where he remained until March 1940.
Released due to the intervention of the International Red
Cross, he returned to Niepotomice, where he conducted
secret teaching and other forms of underground activi-
ty. In 1950, he was arrested by the Security Service and
sentenced to 10 years in prison. Released in 1953 with
a prohibition of professional work, he resumed it only af-
ter the political changes, being a professor at the Catholic
University of Lublin in the years 1957-1960. As a social
and political activist Ignacy Czuma founded and was the
first president of the Polish Economic Society in Lublin,
president of the Polish Western Union for Lublin and
Wolyn Province, president of the Anti-Bolshevik League.
In the years 1930-1935 he was a deputy to the Sejm for
the Non-Partisan Block for Cooperation with the Gov-
ernment. He was a co-author of the first ten articles of the
April Constitution (1935) and the author of the provision
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indicating president’s responsibility before God. In 1949,
he received the title of Papal Chamberlain from Pius XII.
Earlier, in 1935, he was awarded the Commander’s Cross
of the Order of Polonia Restituta.

Ignacy Czuma is known for his numerous scientific
works in the field of law, especially fiscal law and treasury,
constitutional law, economics, political science, philoso-
phy and ethics. In these works he presented a thomistic
attitude based on the Catholic social doctrine and rec-
ognition of absolute justice and morality, permeating all
beings and goods. In addition to the above-mentioned
work “The Balance of the Budget compared to the budget
law of different countries” (1924), the following works also
deserve special attention: “Systemic Absolutism” (1934),
“Responsibility of the President” (1932), “Systemic Basis of
Treasury in the context of the April Constitution” (1937).
He was a supporter of the family protection in tax law (see
his work “Legal Reforms for the Family Protection”) (1936).
His highly critical works on the communist system and
state as well as the fascist system of the Third Reich should
also be noted. Ignacy Czuma died on 18 April 1963 in
Lublin.
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CASPIAN UNIVERSITY
IN ALMATY (KAZAKHSTAN)

CENTRE FOR INFORMATION AND RESEARCH
ORGANISATION IN PUBLIC FINANCE AND TAX LAW
OF CENTRAL AND EASTERN EUROPE

Information on the 20" Centre for Information and Research Organisation in Public Finance and Tax Law of
Central and Eastern Europe international scientific conference, 23-24 September 2021, Almaty (Kazakhstan)
which will be held in hybrid mode (both physical and virtual attendance).

CONFERENCE TOPIC:

Functioning of investments financed from state resourc-
es and from other sources in the countries of Central and
Eastern Europe.

Sample topics on which we encourage you to send papers
and discussion materials:

- funding investments from domestic and foreign sources
(including the European Union),

- public procurement system and other public investment
organisation systems,

- foreign investment protection (system of bilateral in-
vestment agreements),

- stimulating function of taxes,

- taxation of capital income,

- public-private partnership,

- public assistance,

- control of investment expenditures,

- impact of public investment on debt and public deficit,

- the role of society in consulting of investment and spa-
tial planning,

- axiological problems (including corruption-stimulating
factors),

- foreign investment legal system,

- characteristics of investment activity legal regulations in
Eurasian Economic Union member states,

- protection of investor rights,

- investment contracts,

- foreign investment legal regulations,
- investment dispute resolution,

- public and private investment,

- government investment support,

- characteristics of investment implementation in specific
economic sectors,

- liability in investment law,
- taxation of investments,

- investment and financial law.
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